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Abstract: With the rapid development of 5G technology, the 5G-AKA protocol, as the core security mechanism of 5G technology, has
caught widespread attention. Although the deployment of the 5G-AKA protocol has promoted the high-speed interconnection of
communication networks, it has also raised users’ concerns about privacy leakage. During the protocol interaction, operators will collect a
large amount of data, and once the data is leaked, it will pose a serious threat to users. Therefore, this study proposes an anonymous
authentication and key agreement protocol based on SM2 to enhance the privacy of the user authentication process and minimize the
disclosure of user information. It extends the Chinese cryptographic SM2 digital signature algorithm to achieve the signature of multiple
messages, combines the ElGamal algorithm to encrypt the user’s identity, and adopts zero-knowledge proof technology to ensure the
anonymity of the user credentials, thereby achieving the anonymous authentication of the user’s identity. The protocol protects the identity
privacy of legitimate users in network activities and effectively blocks the illegal acquisition of user information. Additionally, the protocol

holds the accountability for malicious users, allowing authorized regulatory agencies to restore the user’s identity in a legal process.
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Finally, protocol experimental evaluations are conducted, with deployment and implementation carried out on Windows and Raspberry Pi
4B platforms. The evaluation results show that the consumed time of the anonymous authentication and key agreement process is at the
millisecond level, fully demonstrating the efficiency and practicality of this protocol.

Key words: 5G-AKA; anonymous authentication; SM2 digital signature; privacy protection

bEE RSB EFANIKE, 2G. 3G, 4G HEWA M 5G ML O RIRTT TH P IEERE ). [EHX AR,
F P AT CABE I B AT G . B0 RUTE S S — R AR, E 2 POR SRR A s R ) B e . s E
R PR T (B AR S M EI SR T KE I PE R, FraE P IS KA MR 2 b, thEE o B AE R
{EH I8 B E DR SRR ER A S IE. X5 B AS T HEAT USRI IE ), BevE4N2) Bt - A
WA TAEMSEE. TR sl & 505 5 W48, 42 8 1 v DU B P & 00 Bl bR s A - R RS (IMST) 8%
FAIFRIRST, B EF IR AL E RS N 1E 0, EEZ27E 7 R 32 3048 15 w5 B, AR B sd et R 2% 1) 5 v Th R 8
PSR AL E.

T RS PR BRI SR 4% 22 401, AKA (authentication and key agreement) B3 PI7E 3G P45 b i Yk
I\, AT H P (UE) 5™ 4 (SN) [ S A UEF S EA Y. Hodid P 508 M4 (HN) 32 1216 25 A il
AR R, #7543 1 B St 5 0 5 3815 1 22 2 1. AKA PSR AZ Co L 1) 38 Bk i - B 2 1) 7 =36 E FH P
S5, VAJE 2% Kk —ABEHLE s F e, FRIE I L 2 3 AR B LB AT s, AR T B RES* R 1% 45 IR
W&, F P v a3 S A BE LB AT N A, A2 Bl RL{E RES, HARIES I 5 N 4. k%5 25K RES* 5
RES #EAT XS bb. AR 45 RUCTED, YAE D), R4 ML A P 3 & LR A s — A 216 %481, F T2 s E50E, i
5 ML T R0 S8 BE V. AEFH 7 B 7K AR IR AR TE 8 A5 TE AL i A 0] R LA BA SO U B, 47 7E — 5 I BeURA T B XU
NT YRS 0E R, 76 SG-AKAPWR R, A FVE P K AR IRFF (IMST) 38 5 025 0 4 LA SO 30Kk %,
HAH AR P G055, 858 T P S0 RS

5G-AKA P iG#E i SUCT (I 7k A bR )Wt Bl P 505 5 oy AT a5, B8 b nT BHL 1k B0t 2 70 A ik # o
BEAEERH P 5005 2. SUCKE RN 0 IMSI o8 A bR RAT, R b o) S i e 4. SR, ix—
BURIAETERZ O J& 1878 W R 3 B M — R 3, nTBERT 4% SUCT IG5 IMSI, M TSR EH 7 1) B 55 5 4
BRIt 2 Ak, 1878 T AT LA R 55 0 265 v, AT AT LAZI i 1 P AE X 8 1 B BT i& s, 5G-AKA fERARE T
TRAP T H P S A i 22 4z, A0 200 T 8w 2 (B8 1) A5 v BERCN RS AL EE YRSk, THH P EER — k&R
UE2 Y (N R ) B U A

T R R RS B A I R P BRORA L B 100 A, AR T AR T SM2 IR & UIES E B i B AR T
FAEG M IGEF IR 2%, (R T P RIBRFAME B, FBR-& 1L 08 TN AMET S 5 77 # iR U P B FAE
BB IUA FERAE P SORHE S A B A R B, T REAELE S T B H e B B K e 4. AP BodE A8 A
7= SM2 HiE R 5G B EM I Z AP SRR T B3, TR, TR RTE

ASCHEH 3T SM2 B 4 UGE S S H PR i Ui, SEBL T %0 B P S0 B 4 OGE. @it 51 B ALK, #i iR
FA P R AR VEAT BT (A8 5T 1, SEIRRAMR Y SR 2R . BRI &, 75 5 F A s B, V38 MR SM2 $07
RN B VA BT 4 SRR B, - R A ElGamal N S0 & 405 BTN, HF 2501
HEBAH AR B B CREA )8 M4 25 F 1 SM2 84 KIFE R, #iik 7 P S0 K 41 B3R B, 2 H
HYBLE VAT N, 38 ST AT UR 8 R 2 1 IR P M B S B . S, ARSI R PSR M vF, 24T Windows
J% Raspberry Pi 4B & LT H#58 ASTIL. WPPEE R BIR, B A NE S SR RN A ER R, AR T
AP v B S S A

ASCEE 1 AT AR AR, 28 2 WA AT I E R AT, 28 3 W EMUIEV E NS R T 2R 4
T BB B AR 1 DL 22 A PEERA. 28 5 T SRIRMIVR, FEHEAT AR AT, B8 6 TR AL N AT A

1 HEXITIE
SN SEILEAR DUE 1 TR BN 847 FE P 1 B 47345 15, Lindell'Of B2 44 DUUE 1 S Al 250 14 b5 ) g B 44 ELLIEK 9 11 ] i e i
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17 TR Yu 2 N VXt N 0B B 15 46 B8t — ol i 1B ¢ AR R A B 44 A IE 7 8, et i 1 A48 S ) 5
LT B T B A VAR Ak, 5K S0 N P T X BB H I 44 B A E S S T i L, (B R A4
SHR A T B A AN BH 1 2 PO A L S — S N VT 1) ZE BB R, 4 — AR sk ) TR T B 4 DGIE R, FRR
T XA R AR URN 2 R UGS

AKA PhisUE il A5 £ e IR B gy DIE- 55 % B P R B, sl e K S AT B iy BniE 5 W AR AR, B
SR P P — AR IR HEAT TN, AESEE T U TR R P B Phhih s N UREE 5G RS HRHE R &
PrGIE i B, B2 T TR BRI 5G RY S S O VAE MY, Z PR WG, #R SG R4
P B S AE 22 48, Yu 28 N UIHE— B3 AAKA B, 76 SR 4507 10 (0 R0 IR e P P 51 4343 R 58 4
B b, MARA Ff vk 7 B st i ) 8. Narwal 25 A Uit 7 SAMAKA B3, SEBTE Lk = 35 W9 Hh ) 44 4 LA
WS BRI, e AT A b (e N0 ORI S A B4 (B

) 26 R R T R B S B 4 SR B R Bl A, R AR S HNER G AT T P IR R
3@ AR, 30 H At o R 2 3ok R o T 0 B R 0 A ok SEL B Zha 25 N U5\ 25 bt Ak B 0 R B AR, s B P
BUEEF P, 3 51NTE B B B AR AR B 00 10 4 A i A B A5 25 N VP10 F P Ak, 42 WUH R IR 35
A BION, 4 & EYRHIE S BT e Ak, FIRHR ALY SCRRR, B P 40 8 2 FE A AR AR Mir 2 A1)
FEH DAMFA 7%, 454 X HUEE 5 2 IR ZANIE, 7ER 5 B M 5 8 Al SLE i[RI, fRERF 7 B 4 B .

It 25 T B 2 AR 3 T SRR T, MR 2 S 0 DGIE 5 B4R 51N E % F, SERERESE AU SMo
ST T — R AT R R B e AR PSR R SR A Ak ds S R, R A L R E A N U
SM2 HF% 4 B BE At B4 RS 44 ARAE 7 8, A AR o T SM2 25 44 By dE L B B T B 4 AR TR s R I Sl A
P i) .

2 EARHEIR

2.1 SM2 EREX

SM2 $ 484 U B SE A BRI Py, 76 F, 38, JURRAE S K38 ps AT /E y? = ¥ +ax+bmod pe F, H.
4a* +27h* mod p # 0 WAL 28, ¥ o2 SN E(F,). SREMEINETEHEE G, = {P|P € E}U{0}, ] G = (x6,56) N G,
HEFB A g FIAE T, BRAb, 2542 FNIGIE 530 A0 i A P % A 2% 22 BB H < (0, 1) %{0, 1} — Z,, SM2 2544 Sk bl
SE AL SM3PO 2% 22 b 5. SM2 B 44 S IR A ST (Keygen) 25405032 (Sign) LA KIRAIE S (Verify).

(1) BEAA LIS (sk, pk) « Keygen(params): N R G AT S8 params, "% % sk = x, WAL A
pk=y. B, x ez, ABEEIIBEHIEL y = xG.

2) A R (o) « Sign(sk,m): MINB LB sk, FEBZ R m, N TAERKTHE m B4 o B4E%
HUBENEL ke [1,q— 11, VFEAM B #2819 05 kG = (x1,y)), r = (H(m)+x;) mod q, s = (1+ sk)™" - (k—r- sk) mod ¢, 35
JEHTH L o = (r,s).

(3) ARSI 1/0 < Verify (pk, (m,0)): INIAUETH pk, FFIAERIHE BT (0,m), AT A4 S,
ISUEE 1 e sG + (r+ ) pk = (x1,y1), RIGHAEZE r = (x, + H(m)) mod ¢ F& 75 BEL, B NER A 1; 75 3R [5] 0.
2.2 ElGamal MEZEEX

ElGamal 2 it ] 22— b o B2 (1) B R AR 11, "6 (1) 22 A M IR 1 PRSI 1y s ioxd B il R, S 80 U R
A p MRMNA R Z, (b p NEED, 7, & Z, WFRIERE, B p 6200 Ok p /205 K DA R SRIERE Z; L1
O Ee e LU R R, 1R Z’I‘, kR AE AT g, NS params = (p,Zp,Z;,g), ElGamal Jin %8 Sk LR 3 4 A4 A
1% (Keygen) I EE (Enc) fR#HE (Dec).

(1) BAHAE L (sk, pk) — Keygen(params): BINR RS params, £ EFAE AN (sk, pk) . FEELFEHL
Baez, WHy=g"modp, % sk=a, pk=(y,8p).

(2) I FVE (1, ¢) « Enc(pk,m): BNINE % EH pk, 88 m, BB S (c,¢). I BEN B kez, ,, TH



4 HAR AR wrrnd oo e

¢, =gfmod p, ¢; =my* mod p, ¢ = (cy,c).

(3) fREE IR m — Dec(sk,c): TINRE L sk, BXHEX ¢ = (¢1,¢,), THHE m = ¢,(c;)™ mod p.
2.3 Diffie-Hellman Z4A 1@ il

Diffie-Hellman 2479 i P P2 — Bl Fo i U TEAN 2 4 (M5 38 b, 2 s s 4], DA s Sk AT n @ 5
(7325 Z U 2 A M B T PRI B R Bon B0n) . i g, U5 TR B FE B — DR EH U p MEMAFER ¢, 1F
RRNFFSHL, SR IG TN B 73 P 2D T L.

(D) HFRIBEXNTT (LA 4 F1 B) 73 Al Bk — A FHELRE RIBEHLEL X, A1 X, T ATHE ¥, = g% mod p Fl Y, = g
mod p, SR J5 X ELARRS #.

) BEXTT A K = Yy mod p 1 K = Y,* mod p, f5EIX T L EHH K.
24 FIERR

AR P UE AR AR T RS E NI EE T R m I RTER N, BRI WE T QU R m, I 2R Rk
T, HAEJG S B T A T %0 B AR TE T AT 3 MR R,

() WIUEWEE params « Setup (1Y): AN TS A, ‘LR AT ZH params.

(2) AT ¢ « Com(params,m): BINATFSEL params VAR T B ARG I B m, AW T HE KK THE m 1)
HAWEE c.

(3) AEIT I E L 1/0 « Open(params,c,m): AATFSHL params, A HTHE B m LLEL ST IH B m FIA&AEE
NEIN, B8UE T AR AR A ¢ 2B NI T B m IR, WG TS m B A 2005 H 1, B4 H o.
2.5 FHEITERR

FAIVLIEW R G55 Goldwasser 55 A PR E B 1) H 0 A2 BEIRBOUE AR 15 3 W2 R, IEI
TR S 22 ) BRI B BRUE AR B AME RIS 2, BUBR 7 50E 1200 B A B 1) TERf M 41, BRiE 2 0k AIE B
SRIBUTATENR. FHEUEH R — M AT 3 NMEIEA AL,

() VIR par « Setup (11): LNRASHL AVENTN, T M AT S5 par.

(2) IEMHEE 1 — Prove(par,w,x): CAATFSE par, FRE IR x PLKSH REUESE w NN, UEBH J5 A Bk 52
WUEEA 7.

(3) WAEFIE 1/0 « Verify (par, x,7): LATFZE par, F75AE FIMRE x ULAE o %N, B0E 77 365 0E B (1)
BB, i 1/0, Hp 1 RRARG 0 LR

FHIVEA R AT 2 LT 3 AMER.

o AT FEME: AT B Dy i (IE B 3, 7EAS B4R B SHE B AR IS LT, JUFANTT BE L S0 2 12 52 o Oy itk (1 1E FH.

o SR N BRI E B SE F AR T RS IR B A A E AR, BRI EE € 00 R E0RIE BB SOV #EAT 4R, 38
A ISIE A TR AR KOME 2 12 52 01F B 45 tH RTE .

o THIRYE: B0 UEF B T RS B UE B 25 P 75 R 10 A i JLIE R AR A, Tov IIE B A2 i SR BB HAtR S 2.

3 ERNESEAMBIIEESRERE

3.1 EEEX

AATAEET SM2 WEE A INIE S E AV EEE &, K2 57768 38M% (HN). /P (UE). k%
M %5 (SN)- 1B TTHLM (LEA). SR BTG R L . AR BIE AR, IR EL . A
AL, RIERIEREE. BRAES ARWT.

(1) (params) « Setup (1Y) FIMGHFIE: BINLESH A, ERARR AT SE params.

(2) (skin, Pk, Skue, pkug, Sksn Pkss Skiga, phiea) < Keygen (params) %584 A1 N A TF S0 params, i
HES 5T AT
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(3) (r1, 81,72, 82) < Issue(params, sk,m) Fe b A B H 7 )38 WX 45 i AR0IE, VA8 W45 S 7 A B A2 IE
(ri, 81,12, 5)-

(4) (m,¢1,¢,) < Get(params, pkiga, 11, 51,72, 83) FEAESREG FH P #IN A TS params, B THLI (LEA) FIA%R
phiea VARV B IR Z8AE BRI (74, 51,72, 52), 2E AR B A BE 42 S AIE

(5) K « KeyAgree(params, skyg, pkug, sksx, pksx) AV SEVE: F P 5 RS 48 L [R] W i U K

(6) 0/1 « Verify(params, pky, ) FoIEIREFE: MINAFF S params, F P HIE 2 5EI0E &, I6AE 7 104 20
AR 1 g H 0.

(7) m «— Account (skipa, c1, ¢c2) B TTHIE: HINIBTIHIIFH skipa UL (c1, ¢0), TN P 543 m.

32 REEH

FET SM2 M EE 24 TAIES % B VI 7 B 0 R0 J2 BE 44 1t R AN o] D adE . B A4 R THAT A S i A2 A i) A
E, BUFBR T BEIRUF AR I IR 2 A, ToiE MARIIE AR SRBUE A5 IS, A AT a1 ST BEAS R f it vl d o 38iF
B 2 S, WGk hiE a4, T 3R P 224 BAREEAT I A0 X, B 5 CBL T i 5 AL
3.

)ﬂ)iﬂi%H User: itk D& )it BE 444 lIEE’]ﬁﬁF‘*Tb\

LUEFNFR Q Issue: LR HTF O & MM 4L
[E A EUESIR Q Get: LR TF-C &M i) TE’JE@
Eﬂﬂlﬂiﬂ?@ reg: 13 P HIEMAE B
AR S HL O Issue(-): BRI R AR i B BSEE, S AR Issue 53 AE 0 7 i OSSR, R0 RT3
ﬁf‘ ﬁFJﬁl{RﬂﬂﬁH User, B EUEMRINE Q Issue.
FEUESRHUIE S WL O.Get(): BUF- LA SM2 224 AE N, 1 5 WL Ger SEVEAR UM I (¥ B 44 SR IE, B T4 T
0%, HRt A IR NS Q_Ger.

B LIRS A O Issue_Get(-): BIEFEIEE B VE (ssue) UL R SBIESKEUR S (Ger). ST HAFRIR i FH P I E
SAEAE, WS MUA R Issue, Get FIRAERHH 7 i (MEE R TIE, JHX 8T AT N, SR 5% i ININEI H User, BB 4 1%
WERINA Q Get.

B BA iy S 0L, 58 e A 9eie: a1 AT PR aE e S I s, BT A R BATS i S LRI IO TR e F P
B0y (I BE 44 FEAIE, e H 2 A s — AT EE 44 TIE, BT LUl I I0AIE. e 2 BE LSRR ATUR, ﬂ%:‘ATU»UﬂEJlHU
BAURIRECS T4 8 FL 7 G4 I BE 44 F21E, o H R X 7 —ASH A N E & FBIER ST P i 162 i) 1.

Expiyi (2)

Expe (l) (params) “— Setup(lA)

.4

(paramb) - Setup(ll) ('Ykl—n\'vpkHNvSkUEvpkUEvpkLEA) <« Keygen(params)
O« {Issue_ Get}

(SkHN > PRy Sk Pk pkL]:/\) <« Keygen(pamms)

(iﬁ’il) « AY (paramS’SkHN s Pl »SkuE»pkUDpkLE/\)
O« {Issue, Get, Issue _ Get}

, o (0",¢,¢,) < Issue_ Get([,,, params,sk]m)
0 <A (Pamms’SkHN ’pkHN’Skl,'E’pkU[!pkLE/\)

R ) X b, eA(params,H’,c,,cz)
g Verifjf(params,ﬁ ) =0, 1[0, WHIie H User, 0 ¢ O_Get,

Wiy, iy e H_User, O_Get(i,) =L, O_EIG(i,) =L, &b,
Verl")‘y(paramsﬁ') = LR [T 75 032 [=10. 23, 3 [0

Bl 1 Anr Pyt sess K2 BEarsek
TEX 1. AEFET SM2 (B 44 DRSS 5 B U S TT A, 254 RO R 2 T (AT A, $RAT SRS Expiys (1) X
THIFIREZE 2 T 208 1, W W 306 A2 BE 44 1, BT IR 3 :
Advige, () = [Pr[ Bty () = 1] = Pr| Expis (0 = 1]| (1)
TEX 2. fEHT SM2 HHE A4 YAIE 5 3 9T P s B3 TT o, 25 AR R 22 T ()T A, T 5258 Exp* (1) R



6 BB oo e b g e

TR A ) s 14, 322 Db G a2 AN T D 1, BT P34 o
Advs (1) = Pr[Expps; (1) = 1] @)

4 ET SM2 WEZNESZEREHGRT

AFTHYIERET SM2 BIEE 4 VAR 5 # P R s, PR AR AZ I 3 Fros. @ A2 A SRR HR R B, T
F I JaR I 2% A PRI 3K, SR 5 VA1 I I 28 B8 IE TP B R ik, 285 26 i P KR RS I, JF RS TR 5 B AT
R4, @ FEUEAUA: VA I 26 170 P AR SEIE s ©) FEAIESRE: FH P UL 328 44 Jim 2o Xt 36 44 EAT BAIE, 28 id i & R
IE A [ IR 55 X 45-0E B 455 R J R 2% 2538 () SM2 2544 @) FRAFIRAIE: =4 F ™ 75 205 Tl e 55 I 2 3R (1 I 55 1
R B A ARUEAIA L W 55 1 2% © B IER: Ak 55 W28 S50 FH 7 A (A B 44 SEAIE S A 8000, © B BV i IR S5 I 4%
5P R AT S AR A i s ) @ 1 RIB BT 2 7 BLRIEAT I, IR S5 K 7 K n s e 1S K
IBRIB I, © THEBERE: B STV P S AT IR, @ 3B R  B STHURR 7 S 6 {5 B AR R VAR
WA 2%, =1 JaR D9 4 i R P S B

@ MR IEIE
[———

ERBE O
N
t@>
=

o

H

=

&
B ®

EESH©®

-

Uﬁﬁégk} A 4
@

ST

@ 1 1

e | RGUHELL
® Bl le----
i N -
e LA
4 C’ﬂ @ WRiBE i
= i e i
T RESF%

K3 REEAKE

4.1 i BFaE
PR Setup PR EIE . Keygen A B Issue FAE A RE . Get FEAESKIUE L (WK 4 FioR).
KeyAgree ARSI Verify SRR L (WE 5 Fi7R) Account I8 57 H3% (WK 6 Fw) AL, BARGEEIT.

UE SN
ki, EZW K, =k,G, :(XIZ’YIZ)
iy :HU(K|1)+x12

on :(lJr)c)i1 (k“ —r”xz)

(Ki1.m v“llvpkUE);

HN UE
kk ez,

K, :lez:(xnsJ"n)
K, =k,G, :(xzz:J/zz)
Ko=mE X
s, =(1+x1)7l(k—r|x1)
T =My 8+ Xy
52:(l+x,)71(k—rle)
(’”1””2”1"?1’5’52)
- =
rerq,cl:}’OGZ
¢y =m G, + 1y pky g,

T < ZKPoK { My, Ty, er T}

4 SRR SRR

Ver[fj/(Kll”il’sllapkUE)
K =kK,,

Verify(KH,r”,s”,pkUE)

ky, € Z.q,K22 =k, G, = (xzz»J’zz)
1y = Hy(Kyy)+ x5

Sy = (1 + x)il (kzz - r22x3)

K =k,K,,

(K227 523 ks )

(my.c1.09.7)

Verify ( 7r)

K5 mhe S RIS
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SN LEA HN
(¢, )
—

m=c,—c,Ski g

6 BTk

() VIR FIE (params) « Setup (1Y): MINZESH A, ERARG AT SHL

1) IR AE R E SM2 T2 FER R RIS p, F,, q.

2) W ARE p WIEAEE G, HAERTTHN G, H, € Gy, HWIEM NREL g WIEHEE G,, HAERITA G,, H, € G,.

3) W SM3 R 2% 22 bR KR N BRIA R R 2% 2% B A

(2) BHE RS (pk, sk) < Keygen(params): BINATFSEL params, ¥ %2 577 ATV

D) B ZE I SM2 B84 BUEE, BENLIER x, € Z,, THE y, = .Gy, AR (skun = X1, phi = y1)-

2) A SM2 S A R, BENLIEIK x, € Z,, THEL y, = x,G,, IV AFAIN (skus = X0, phos = y2).

3) IR ML SM2 B8 A EE, BEHLIEEL x3 € Z,, 3 = 3G, AFNEHN (sken = X3, pksy = ¥3).

4) B ITHUAL VA ElGamal %514 EVE, BENUEEL x, € Z, L h = x,G), IBTHUSAFVN (skiea = x4, phiga = h).

(3) TEAEAE VL (71, 51,12, 85) < Issue (params, Ky, my,my): F 7 171 U=1J@ P 4% FRE SRR, U@ 48 R H P A2 B
SEAE (11, 81,72, 52)-

D) FJE M P RSB IS B my, my € Z,, B m R PSSR EREEE, m R L
BRIAE AT LA TFHIE B

2) EEI‘J%EEZ;@E, BEHLIEE ky € Z,, ky € Z, P K, = kG, = (x11,y11)s Ko = kaGy = (X2, y0)- SRJE XTI P
S EEEE m F & r =mi+xyy, 51 = +x) " (ke —rxy), TR AFEEGEE my 1FH o =my+ 5+ x5, 5, =
(A +x)" (k= roxy).

3) VAJE M CRATFH P R YEAS B my, my DA P IS BB R

(4) SEAESRIUELIE: (o, 7y, 700, gy €1, €2) — Get (params, pkiga, 11, S1, 72, S2,my,my): F P B 5636 IE FEIE 19 FUS i, 4R
J AR R A IR

1) F P VA T8 TP 45 P 2 BH 3 T RS I P S

2) FH P BENLIERL ry € Z,, W ¢ = 1yGs, 3 = m Gy + 1y phiga.

3) F P AEGE R o, IERA EH CRFA SM2 2544, DL IS 45 B Bk

4) F P ARAEIERA 7.

(5) BHAM P HIE K « KeyAgree(params, skug, pkug, sksn, pksn): FI 7 5 RS M S 1E %A K.

1) FPBEHLE R kyy € Z,, HH Ky = knGa = (i, y00), T 51 = (1407 (ki = rux), ry = Ho (Ki) + xi.

2) R W45 AT JHE T Kaa, 1, 500

3) P 5 IRE 2% 53 s EIRAS BRI XS 7. X5 43 ARAERS 7 254 I B, SRR M RS IE B A K =k Ky, =
knKi,.

(6) FEAELESRVE 0/1 « Verify(params, pkyx, 12, 55, 13): TR 5% W25 BGAIE FEAIE, IR 45 WX 4% 56 10F S5 3IE 1 B sk, 9136
WESEAIE 1A 2508,

(7) 18 BTt HIE m G, «— Account(skisa, ¢, ¢2): FINIBETIHIRI I A skipa PLK (¢, ¢) T AN P G403, S8 TTHLH
T m = ¢, — ¢, SKiea, RJEH m KIBESVAEM LS, VAJE M2 m 50047 (W H A5 BT X b, o H - S 63

AN, BRSCSCRF IR ST, FE SRR A 5, SRR I Sk 2 O B, S SRR I, AR SO IR I H Ry
(RO A . I JF ) 2% A Ak JER AR I B o A v, SRR 1) P BE T OC T8 U my, RS (1, 50), To 0T P AR IRSF m,
R4 (ry,s0) BEAT BT, 7EFRUESRENEY B, F 7 B R 75 S 53T 570 200 m, AH G 17k v 5 R ARE .
J2 g AR U 5 AR B AR R SR 4.2 AT VRGN UL, 558 4.2 A I EEAR L, £ P T IR AR
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KTHE my EEEA (r,50) MK C,, Cs, Cs, €, Cs, C, . C, . C,,, C,, Fof FRRAE AR, Wit EHUHTTH5 R
T ma, (12,50 IKRAKW Cy, Cuy Co, C, C,,, C, C, Vo, B, WL T Fos, AEHEAT T MUHIE I, H 5 245
Se S5, Se RIFEFUH C, BUGHEFTH 57y, MATREITES,, So S3 L sy, 56, FERFHUUIEH LT
P25, FL X KRR T BARIRRE, PEAR T R SR AL B G 40 A0 B PRI . X — i FE AR = 1 E W A I R0,
T gD 7 v S, A AN SR UE 50T S UE A A o AR N v L RO, ORI R G I S AT A P ARG SR
TR

Prover: Verifier :
a,ay,...,4,, eZq

S, =aG, +a,H,,S, =a,G, +a,H,

S5 = ayGy + ayH,, Sg = a,,G, +a, H,

S, =asG, +agH,,Ss = a,G, + a;H,
C=Hy(8,,8,,5,,5,,5,,5,,C,.C..C, .C, .C, C, )
s, =s5,C+a,,s,=R,C+a,

sy=s5,C+ays, =R C+ta,

ss=8,C+as,s6 =R C+ag

s, =5,C+a,,ss=R,C+ay

Sg = SXZIC +dy, Sy = Rm C+a

S = S‘,NC + a8, = R.s-,ZC +ap,

T, =(81,52,- - -512,C)
s
Cc=H, (sle +53H, =~ CCyus,Gy +5,H, ~CC,
855Gy + s H, —CCAY‘,.Y7G2 +s,H, - CC,
.Gy + $10H, = CC, ,5,Gy +5,,H, = CC,

C,C\H,C},Q,CN,C\”,cm,c\m)

K7 =, HEIE

42 IEWMESH

PSR 2ET SM2 BB 4 A IES %8R B 7 P I E AR R VR T SM2 2844 (I IER 1% . ElGamal A% S92
IEWYE AR ZKPoK IEWI) 58 1%, BRI R T

ok, SR B, B e W B U E P 2 A 4, IR ) SM2 25 4 3T IGE, iIX — i R T
551Gy + (1 + 8)) phyx = (x11,911)> FIRIGE 7 = my + x,, mod g, 285 THH 5,6, + (1, + 83) phuy = (X0, V2> [ B 36 HIE
ry =My + 51 + Xoo mod g SEAE IR ] 1; F R A 0. 3eEiE R an T

ky — +rx’ kg —rnx’ ki +k
$1Ga+ (1 +51)y = 1~ NnXr X nx 1X1 — ' Xy _ kK 1x1G2=k1G2 3)
1+x 1+x; 1+x, 1+x
kz—rle r2x1+r2x]2 kle—rlez k2+k2x|
Gr+(n+ = = G, =kG 4
202 +(r2+5)y 1+x; 1+x 1+x; 1+x rT @

FH AT 36AIE 7 = m, + x,, mod q, r, =my+ 5, +xp mod g.

HR, ARSI B, P B ARE W] T B0 B S A R 2% P 252 1) SM2 284 1y, 51, 1, 50 AL
¢, oo MIEFAMEEATUE R, BB T,

AT SR FPIE I, BT (ry, 51,720 82) FH P VSR (1,512, 55), C1 = 1Gy + R Hy, Cy = 1,G, + RyH,,
C; =G, +R:H,, Cy = Gy + RyH,, RIS T uy = (r +51), o = (o + 5), AKX 5,G, = (Sx155) s $2G2 = (85,5 8,,) s U1 =
(s tty,) 5 wiyy = (uy,uy,) 5 Vi AP T E A ECs =u,Gy+RsHy, Co = Gy +RgH,, C; =1r,Gs, Cy =m G+ roPKiga,
CSX‘ =s5,G +R, H,C; =5,G +R,,H|, C% =s,G1+R,, H, Csy2 =s,,G|+R,,H,, CuA, =u,G, +R, H, Cu” =u, G+
R,.H, C,, =u,G +R,H, C, =u,G+R,,H, Co=mG,+RoH, ERIEM n,, m,, 7, 7y.

Syp 521 522

Uy,
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T, ZKPoKl.Prove{(sl,sz, Stis Sy Sus Sy Ry Ra, Ry, Ry, R, LR,
C3 = SIGZ +R3H2/\CM1 = S',”Gl +R“|H1 /\C““I = S_“Gl +R Hl/\
Cy= G +RH, NC, =5,G +R, H AC, =5,G, +RmH1)} 6))

$12

T, — ZKPoKZ.Prove{(u,,uz,uxl,u}.l,uXZ,u_vz,R5,R6,Ru1, Ry Ry Ryt
C5 = M1G2 +R5H2 /\(:,4)(1 = ux1G1 +Ru“H1 A C”\I = My|Gl +R Hl/\
Co =Gy +ReHy AC,, = u, Gy + Ry Hy AC,, =10,,Gy + R, H | (6)

u2

T — ZKP0K3.Prove{(r1,r2,sl,sZ,ul,uz,le,Sy.,sz,Syz»Mx,,My.,uxz»”yg)3
Ci=rG,+RH,ANC, =G, +R,H, NC5 = 5,G, + Ry H; AC; = ;G A
Cyg=m Gy +ryPK; gy ANCy =m G, +RoH, A Chl =s5,G+R,, H A
CS‘_1 =5,Gi+R,,H ANCy = 5,G, +R4H, /\CS‘\2 =5,G+R,, H A
C,, =5,G+R,,H NC,, =u,,G,+R, HNC, =u,G +R,,HiA
Co =G, + ReHy AC,,, = 11y Gy + Ry Hy AC,, = 14,G) + Ry, Hy A

un

ry=my 4 (e, 1y,) + (85,5 8,,)), AT = 0+ 81+ (U, 1y,) + (S, syz))x} @)
Ty — ZKP0K4.Pr0ve{(r1r2,s,,sz,u],uz,Rl,Rz,R3,R4,R5,R6):
C,=rG,+RH,ANC3=5G,+R:H, NC5 =u,G, + RsH,

Cy =G+ RyHy A Cy = 5,Gy + RiHy A C = 1,G) + RoH, 8)

Bl 7 AT n, WEARTHR T, n, 7, mg W FFRTR R R 53, B P oR B B o, RIEZ RS W48, SR ) IRk
25 I 285 VR FH 36 UE S92 3000 o B B SE M, W SR BGEAT %, Fr 1; B, Frik 0.
4.3 REMIEMR

EIE 1. EA M. WS ElGamal 0% 52 1% SO R AN TT X 314, R ZKPoK IF ¥ R G0 B 44 F R, IEA 1
WOAT LAY 2 B 44 122 4 H A5

i B A SEIE S BT H, AT O Issue(-) s O.Get(-)~ O.Issue_Ger(-) 5 HL. A KB &M

B 42 FEUE ORI P B LSS B 4. A R DA U R i LA

O.Issue(i): S5 AT H, AXFRR i (IEUESAT IR 4058 i € H User, ST Q Issue 513K, IRIF (ry, 51,75, 52).
W ig¢ H User, WRH Issue 5VEAER (11, 51,15, 55) AT RIE, 55 RININE] Q_Issue FI3K.

O.Get(i): A Xt (ry, 51,12, 5,) WEZFEIEIATH N, S A Ger FikE KT (r, 51,12, 5) FEHRIEHO =
(Tas 7o 7o ), TNINO F] Q_Ger, FFXT A HEAT R

O Issue_Get(i): AXFRR i E L SEIEAT RN, 8 i e H User, S B Q Ger(i) 513K, iRIF 6 = (n,, 7y, 7., 7,).
WiRig H User, MR Issue 5 Get BFEEK 6 = (m,, 7y, 1o, 1) AT ¥4 i NIDR) H User 513K, ¥ 0USINE] Q_Ger.

MR = HLIA, A% i, 1. W1 Q Issue(i),Q Get(i) ¢ L, SikH i;‘,,ﬁ‘ﬁ%’fﬂ i I UL 0 = (n,, 7y, 7T, 7T,
cr,), AMRYE S WIRE A b 1T ZKPoK ({1 ZF1AM, Jf H. ElGamal /& CPA 4 (), BRI A 2 i) A il
FERTHIARSOME L. 28 BRTIR, Bt P 2 B 44 1.

IR 2. ATTOENE. R SM2 Hr 8 B R A AT D&M, FB-A sl 2 A mT Phis 1.

I T A SERE S AT A E, S W LAYT A O.Issue(-) s O.Get(-)~ O.Issue_Get(-) 1Hi 5 M. A 1 H K2R
P DA 2 FEE Dhis OB bR IR 0 BB 4 R E. A AT DUEAT Wi T i 3 AL .

Odssue(i): S 5 A AT H, A SRR PIFEIERAT RN, WRie H User, BRIEE B Q Issue H13R, IR
(11, 81,72, 8,). WK i ¢ H User, WV FH Issue BV (), 51,72, 5,) BEAT R, 55 RESINE] O Issue F13K.

O.Get(i): AW (ry, 51,72, 80) XTI EHER. S WH Get HIiEAEK 0 = (n,, 71,7, 70), IS0 O B Q_Ger, FEXT
A AT
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O Issue_Get (i): AR THRR i EREIE. Wk i€ H User, ST Q Get (i) 513, 1R[El 6 = (n,, 7y, 7, my). U0
Ri¢H User, WA Issue 5 Get 5iFAEK 0 = (n,, 1y, 7, 7,) AT NE. W i NINE] H User 513K, ¥ 0 ININE] Q_Get.

PG S ML g5 R, A FAR R EE 2R = (n, 1. 7.7, c1000), WRAig H User, 6° ¢ Q Get,
Verify(params,6*) = 1, A2 AR A Dhid 2. an it A sefe Ohid HmT COs i 36E 1 (r,, 7, 7., 1), A4 A T BADhIE
H (1, 51,72, 52) IXFER) SM2 B2 44065, BT SM2 725 44 (1 2 A AR R T 5 HIOGH 450l 7L PR o 2 B, i DAL A
EDE HHTFR IR B RIS (1, 81,12, 50), RIG TSRO BT AR IR _E I BE 2 5EAE 60° = (., 7y, 710, 7, €1, €2) . 55 LTIR,
BTH IO A AT Dy k.
5 MEESHT

AR A S B BCEEAT S B, FE5 A J7 2 5CHR [13-16] d3EAT DhRETE, 1815 48 CA R T B8 (5t oy
Br. BJER A, AU ESR AR L AE —E M.
51 WEFH

AAKEET SM2 1B 4 VAR5 % 0 S U A Sh RE PRIV S48 5 T 5 O S IE- 5 % AP i 1 (5T
ik [13-16]) BEATXS LLPPAY. DhREPEXT L gs B ansk 1 Fios. 38 1 FIH 7 %05 ZRIDIREREE. STk [13,14] A ReseftH
FE B ERIIRE. 5AYMGH L, SCER [13-16] SR &FIETEHae /7. A SCHME (R IERE 4 VR R, SEIA L
SRS AN ARR P BB .

XK1 ThaetEx Lk

R ARILTTH CHR[13] CHR[14] HR[15] CHR[16]
[ 44 1 N v N v N
EUETE Bt N x x x x
ez H N R N v N
AliE T N x x v N

B N RIEAE SR, LRI E WA S BT AT LL#T, B R R R B B vk L bR 2 g
RIEE. AR LNTREIEHE . WIEE G A EEX 7 ZYERERI RN, 2% At 5 > BOR RS g RN iE
BLE ARSI, 5B Python 15 5 #EAT SEHL, I 544 V806 7E Windows 11 fl Raspberry Pi 4B |, H
Windows Z %[l B A 12th Gen Intel(R) Core(TM) i5-12600KF AL ¥E %%, 3.7 GHz, iZ1T W 1¥ 32 GB. Raspberry Pi
4B HINC B N Cortex-A72 4P 28, 1.5 GHz, 84T WAF 4 GB. HE IR S & X 5T AN 2 fis, & 8itE
FHES IR 3 PR,

£2 ISP E ST A (ms)

5 5E X Raspberry Pi 4B Windows 11
H 57 A (SHA-1) 0.063 0.015
H) & AT R (SM3) 2.174 0.511
A SM2AHIE i 22 L sUlni% 0.184 0.043
M SM2HA [ h 4 F 1) s afeis: 6.18 1.645
Er B Gr LimisduzH 5.912 1.38
Ei G, FRIEsuEE 22368 12.86
My B Gr LmaRsHE 0.064 0.021
M, G, FRIRLEE 23.236 12.012

P KL ML IE 5 37.072 7.451

M5 RORF, SCHR [13-16] BTt it 1975 SEAE FEE BRSS9 E B B AR A 8] 3 46 5 BRI T XL Bt A
FARBOS S, AT SR UE SRS U6 1R B B A IR 5]V 6 2 ZERIR T SM2 [ it 2 b iinid 5 sk ia 55, Rk A
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SCHMIAES F AR KA SRR A 45 07 TH B 2 3 R34

ARG . RS BTN B Windows 45 L, 5 3543 51 56 B#E Windows 1 Raspberry
Pi 4B (Raspberry Pi 4B ({11588 /) SR ER & BOAMIE) #4t L, £id 2 RS 7 i EFYIE 47 R [ /£ Windows 16
& Raspberry Pi 4B b, 7 /7 [Mig 47 B (B3 A 20 9. vH BT 45 RNk 4 fos, Hoh SAAKAL SRR AT AE
Windows R4t ¥k A BEE I H P4, SAAKA2 FoRATHMNAE Windows RS0 L T B AL A+ H T4,
SAAKA3 FIRACYHUALE Raspberry Pi 4B R4 WA URIE R T EIT 4, SAAKA4 FR A Y ILLE Raspberry
Pi4B A% EEHEUEMTHE 4.

R3OEE R

kS SEUEFRIT AR
SCHR[13] TE\+3M;+2H; +3E7 + M1 + 3P 3E1+2M,+H| +6ET +5P
Yﬁﬁ[l4] 4E; +3M| +6E7 + 6M71 + 5P 4E +3M| +4E7 +4M71 + 5P
SCHER[15] 2H| +6E| +3M,; 2H| +4E| +5ET +4M7g + 6P
SCHR[16] 3H| +12E| +4M, +3P+2M7 +3E7 TEy +3M +5ET +4Mrp +5P
AL 53M +24A +4H, 4TM +31A+4H,

F 4 IFEIFEXS L (ms)

UES FEAFFRHL SEARRAIE SRR
SAAKAL 92.3 73.0 165.3
SAAKA2 54.7 73.16 127.16
SCHR[13] 140.2 85.4 225.6
CHR[14] 130.5 88.4 218.9
SAAKA3 337.57 70.32 407.89
SAAKA4 175.63 7251 248.14
SCHR[15] 209.38 103.45 312.83
SCHR[16] 487.91 168.75 656.66

TE R GEVERE RS R R, B SR AR SR I RE R IG DL HEAT T PRAN G i, SRR AR BB B, B F 35 RE R
7.2 ms. 7 Windows R T, W)k A AEUEFENT 92.3 ms, 11 55 FEEERAE N FERS 54.7 ms. FEEIGUE#RVE B
2924 73 ms. [FIBS, 7EEHE A BRI FE A, 38 ST AR BB AERERT 0.51 ms, HN B ST (EFERT 1.37 ms. AHE—25 3R
RGEARFE-T & _LRTERER L, % UE B 1E Raspberry Pi 4B ¥4 b, 45 B 5oR, I k4T B IE 3R B
YEFTFERR HIIT (012928 Windows R 4 £, BRI S, WK EUFSRIGER 1X 337.57 ms, BB EIUFAERS 175.63 ms.
FHELT Windows £ 4t, Raspberry Pi 4B 7/ IEIREU SR AE _ EFEI AT ik 2, (AR ID 4ERPE 2 R0 4. 1X R
B2 7 M REAR X A 53 AR & b, RGBT REALE T 1252 RTINS )5 R P 5 JAH G381

Bribz Ab, ASCEILT SCHR [13,14] Frigit 107 28, 4 B 7E Windows R4 |5 SAAKAL Al SAAKA2 i
ITRLG, RIS T SCHR [15,16] Fris it 107 28, Ho H 3B 1E Raspberry Pi 4B £4t 5 SAAKA3 f1 SAAKA4 it
F7XF b, H 5 SCE 8(a) R4, 7E Windows 40 #8 A R DL R SCHR [13,14] B, TG 2T UGREUEE, i 42& 585
TEUE ISR, A B ARFERT 35 /N T30k [13,14]. BHIE 8(b) 7T LA H, 7E Raspberry Pi 4B R4 F3RE AP LA
JeSCHR [15,16] BF, TR & WIREREUFEE, 382 588 AR R HIAIE R UE, AR B3 B FERT 350/ T 3K [16]. BARTERIIRAGE
UE BRI S8 UE FEUERT, AP R RE RS B 5 1 STk [15]. SR, ARV B RESEAE S50, % T8 —F P &, BRI
BAEUE (RIFERT /N T~ ST [15].
52 BIEFH

N IIAEECE, BEESCHR [13-16] EIEE Gy« GG, ThITERKZEI A 1024 bit, AU EIARE G, FITHR
KREH A 1024 bit, [ |G| %o 1024 bit FIEHR, ¢FHash 1K EEI 160 bit, {£] g 2K R 160 bit 1EHE.
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1200 3500
—o— SAAKAI —o— SAAKA3
—p— SAAKA2 3000 —V— SAAKA4
1000 - o rk[13] —o— SCHR[15]
—A— TCHR[14] 2500 | —&— SCHR[16]
7 800} z
£ <2000
= 600 =
= =
= & 1500
18 400 + b
1000
0 1 1 1 1 1 1 1 0 1 1 1 1 1 1 1
1.0 1.5 20 25 30 35 40 45 50 10 1.5 20 25 30 35 40 45 50
P ¥ P ¥
(a) Windows &4t (b) Raspberry Pi 4B R 40

K8 ARRGUHEITHE

W% 5 R, ASCHRSCH x5 P S 0015 B T 44 A AL B, DL K IR A8 L KU %6 R R AT T 25 44 1) T IE
B, SN T IEAE T A, (EEAS T A ISR T 0K [13,16]. ESRA SCHMSGEAE TH4H = T 3CHR [14,15], {E53CHK [14,15]
FREE, ASTHMAE SRR R I BOR 7 22 . 2 9K, T SCHR [14] 75 ZEACH. 5 9K, STHR [15] WIFE A2 H. 7 K.

*5 EETTH

Ji & FEAFFREL FEURRAIE SMIFE (KB)
SCHR[13] 12|G| +3lql 12|G| +2lql 2231
SCik[14] 6IG| 9G| 15.36
SCHR[15] 41G| +4lq] 6IG|+6lql 11.84
SCHR[16] 12|G|+3lql 10|G| + 8lgl 24.29
AN 6IG| 41G| + 68|q] 21.12

6 B £

B3R 3@ A rh R R AT R o B, AR SR T T SM2 (KB 2 AIE S B AR IR W, SRR R B 5 A0
EIFE. AOCVA PR T S E LS MAE B EIHEL, fR T AP ERhEE TR B 28, R s e
TNLE R M D&, TR P R AR TR IEAT A5 P B B AT 52 Ak, B30 SR FEE I S8 8, BAGIESE 37
KT B, B, B PLAE Windows 5 Raspberry Pi 4B 5245 LitEAT 868, dEM WFE AL, ARBIL T WML IK)3d
M ERE. FEARSR AR, Kt — 252 FE 1 AR Se PR3 R R e 4 H OS5 5K, BB 11 B 2 FPGA. [E %%
SIM Rt F 15 25 1 R M BB VPG S5 3& BC TAE, LA PR SCEAS [RISEAF R8BSR B, P i i) s B 7 FH 18 1t o 4
T BA LR,
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