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1§ E: {518 547 (side-channel analysis, SCA) A& —7Fi8 i FRIIRALAFIZAT I = A 093 813 8 R BB Z 40 69 A7

HA o, AREMMEE S CHGER RS E B A G —FBA W F R Rk, MAA LR ARG LE,
HEFBENZESAFPHEABRKFET T HEFE FRFRHATAERE. BZEXFE0EHENE, KEH8E

W7 LR AR E S B AFREA KRBT &, REFIRGF P, LRSS B RREZRNEEAEER R

W, KW AR R, TARARHE JoAe ) — A% &3 4T L Ao, XS BT S 9 7 kR TR LI, L AEEA

R, THAMZ. AT HBIZEA, EERETELEAGF T @63 ETHHEMFE, BRI E TR AR6E

B, BRE0. REERF ST @I LA, ST F R E R B H R a9k 7 R4 RiAT A4

. sk e b — K4k B AT MAS E A T A AR iﬁﬁm“{’/ﬁ-ﬁéﬁ?ﬁi FRBERRG KT A

KRR MAZE AT (SCA); TA AN, S REFT,; hE s

FEESY S TP309
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Review of Portability Research on Side-channel Analysis in Complex Application Scenarios

LI Di, ZHANG Yu-Peng, TANG Yu-Feng, GONG Zheng
(School of Computer Science, South China Normal University, Guangzhou 510631, China)

Abstract: Side-channel analysis (SCA) is a technique that extracts leaked information generated during hardware or software execution to
compromise cryptographic keys. Among various approaches, profiling side-channel analysis has been proven to be a powerful method for
attacking cryptographic systems. In recent years, the integration of artificial intelligence technology into profiling side-channel analysis has
significantly enriched attack strategies and improved efficiency. During the profiling phase, leakage information related to the target device
is typically collected by accessing a cloned device. However, practical scenarios often involve discrepancies between the cloned and target
devices. Most existing studies rely on a single device for training and validation, resulting in methods that are highly environment-
dependent, with limited applicability and poor portability. This study focuses on the portability challenges encountered in complex
application scenarios. Challenges arising from variations in parameter settings, algorithm implementations, and hardware differences are
analyzed in detail. Solutions and analysis results proposed in recent years are systematically reviewed. Based on this survey, current
limitations in portability research on side-channel analysis are summarized, and potential future directions are discussed.
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Zib & g 2w R 5 TS E oA 0 T AT R 4R A 443

XTMLAE B2 A5 M P RA R A EA. B EEE A & 2 5 E I ER, HES N RESNH
SR T Tz M. X e B AL AT T Y Be il — R A e Ao i, DA CRICTE £ BAiF R e A ). TR
&, B AT 2 A E B T W EE B W, SBAD SRR BT AR IR SRR [ HIT R % R R A
IR, SEBR b, I R & AEISAT i FE vh 5 4 RIS A AR B A B, X Lot E 4141 5 A A R AR S B A
FEAA . B, B W DL Bhik w6 43 JH SREUE 4. 1996 4E, Kocher! ¥ VR 1 %5 00 ¥ #5328 473 2 o ik 55 (140 1 1)
&R R B AT AR, X TR SR T AT R 22 A A, A B R A ERAS B A B A R iR A G Rk e il
{ZTB 23 HT (side-channel analysis, SCA)?. J5 & 5t 2 B, K & Brss i ik LMK AR SCA Wiy, R—IB 5 K 1) =2
IVE, DRI A R 2 R 5 A3 (R A L R

AR AR [ 28 50 (M 5 45 2., SCA T 40 At i Meats B, kel . e il ), BA R b ety 1), S o ke
iy HREEGT, RIHAEILEE s 5 SE Ol Bttt (5 BRI M 2 B 1) V2 IR, A 275 75 Z B 45 T SCA
R AR SCA 5@ SCA. il @ W & 4R Bl & FHeMA M — A5 d Bhr ik & 58 2 F 1) H R
B AERR B &, EAEEEE SCA T, Wb # B B in & E & IR~ E M IFEE R, FADFES
[EVIRAS A 2 [AAFAE AR D, I8 Ge v b 7 V23 2 . 128 ek 3 B HG T BR DO #E 0BT (simple power analysis,
SPA), %3 Th#EBs (differential power analysis, DPA)SHIAH 5 R i fe &8 73 7 (correlation power analysis,
CPA) %5 (LG AR EBE SCA f 5 BEER 52 25 5 52 1 7 RV A JE OS2 0, 7 i 5 S50 0 0 o5 40 E 236 4 A1 ) e
fl, X —IR BRI 5 1.

AL T AR A SCA, @A SCA B RINFE ABRK, — BRI i T, T B W% ey 1 Mo 202 5 TR
. B SCA MEA BRI RBUEE WA — N TEBINR &, FEEBE B, Bk & R %R & E N2 S AR
A DIRE S EA S B, AR 15 4% 1 it P A AR I MR 2 A A A B . FE G B B, (58 FH A0S 2 0 AT A R U T SR e 2%
BB B IERR I T (template attack, TA)!' I AIBENIAE Y K ol (stochastic attack, SA)'. TA f& i W 51 & 5%
0 —Fh ik, EARB A B & NS (5 B E IR 2 4 = 0 A, 1 S8 BR_ BV 2 25 & IS S B A — 2 R
W IR N 2 Y o o A, A 752 2 0 W AU AR M T L A8 o 2 4% 45 i 1),

7E 2011 48, WF 7034 IE R B HE 026 AN T BB SCA, IXUUE R AT A SCA [1—Fhd . AT
Re AR AE 8 B 3 B vh 2% S RHAE, I Re MRS 0 2R, HA TR 2 B AR & TR 20 10 2 2 4 s i A1, X 288
PEEHTE SCA S KR F. MR IBE RE, @2 SCA H @I BB B L P25 A+ N LA R AR H
IR B, PR, SRR B I RIR H SR MG A 9 N T e R AR 1 23 28 il /. 1F 90N 0 1 S AL AR 2% )
RIFEETIN, WEEHLARH (random forest, RF)!'). 7 FF[AI B AL (support vector machine, SVM)! 1A [ 20 2L (self-
organizing map, SOM)"7). 5256 45 LR WIFE T HL2% 2% >J A M5 18 43 HT (machine learning-based side channel analysis,
ML-SCA) JEH 538K, FEH R TE R FEAAG RIGE I T, (B2 1% 7V 08 R B S ACRFIE SRR, 468 i 4R E
TR 1 SPACE 2016 |-, ¥R 2 S H AW 1E305I N SCA 43k, Maghrebi 25 N "Sf Lt 7 #2598 SCA i, IF
53 % e B 4 DA By AT B 4 AR AR AT T B TN, SERIEI T 5455 SCA JEAEL, B TR S S IS 1E
53 H7 (deep learning-based side channel analysis, DL-SCA) J& —F 5 58 K 7 R, BES MR ee A
FRFMH. AEE LIRSS b B35 4 7 2 R IR 4% (multi-layer perceptron, MLP)! A1 #5374 22 [ 2%
(convolutional neural network, CNN)[ZOJ, HAEE T CNN 777 B B0 H 53 R B i M e, RO B 78 JE U6 s iR S 5O
SR 5 A & BRI P R, KB SCERIRR 74 SCA ) CNN AR 45 P22 78 2024 4, Transformer®"
FIAE XTI 2% P4 51N SCA 408 b B2, B4 43 0l 7 AL FE I e Bl 3l O3 SRR SBT3 A 34
KT, M T AR G0 SCA, IR 2 S Tk £ 5 3 KA — AR EE M FE X 17 7, — R AT WP 5
Pt BV, =R R (B 4 B A A TR P 3R 1 AT SCA MR R DIFE.

H A, K2R SCA KT 7 HIE b A5G Mot RV 2 A% 1 4 A0 AR 4 A2 52 4 — 850 POV 4R, 7
ML 5 T IUFA AT Reff R S AR & 2 58— 800, TS558 W B AL s RN Z2 88, Boak i v R Al
SEHAMERE il PRV A IR UR T AR s 5 BRI CRIRR AR W E . FEESEIL. SR S HEESNE
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444 RAFFIR 2026 5 37 A% 1

PR 2R M0 3 ) A 2 S, SLIRERVE LA 1. 2 SBri H AR i 5 AR B % 2 R il K, & SEGh R A T R%,
HETEERA
® 1 MEEDHTRENR

ES Jrik: RS R s
JEEERIHSCA  SPA. DPA. CPA £ CRYPTO 1996 SR A 5y 5% 18 75 FUBCR 7 JE S
TA. SA 2CHES 2004  —BLAEBIRT), AW ESRE Wikt 5750 2 2 4w B o fi

ML-SCA (RF. SVM)  WATIICE 2011  4p#rst G 00 T2 JE % 4 s i o A AT AE HE IR AE TR

%%Xﬁhﬁi‘é&;j%%ﬂﬂlﬁ(ﬂﬂﬁﬂ B

ABLHESCA

DL-SCA (MLP. CNN) £1{SPACE 2016

Fﬂ}

A%
NN

|
\

1 | Lo b A !
W= ,"\)f ==\ P—‘ W=y

Bk ()

piESi e

Bl 1 AR i s =

Tl (f ] R M 1) L AE Burocrypt 2011 233 st 51 T WF 78 3% 93, Renauld 5 A Pt 20 AR 15 4
BT TA R R, B U85 RN & 5 B AR B 1 AR 22 I, Mol 58 e kR Br— R A E
ISR LR AR R 7T P RIS, Kim 2 N PR TE 2k AL 1) AES IS AT T TA. iz R R, R {E R
[F]— B EREAT A A TA 2 BEIEF] 100%, AAEA [F SR E 0 R IhZAA 28%. IX Sl fr #f R 1] 1 it
15 B AR % (B4 2 7 32 33 TA ST M Re 2 2™ B 520,

FHTIR B2 2% ) HORTE SCA IR I H A N R0V 77, R 7038 T 0 oy AR TR ALV 7 TR PRI R B R B 7 ST B
ftg— A B A B R I AR S 2 . LA AR ) 433 1 O, A 1 4% 5 40 W7 1 46 174 22 S, LB 0 A
1R X B A R 4040, SBONG H — A3 2 B kAL (over-specialization) HIFRZE R4 BT & 5 ST i B 44 45 B S B RY
BURR o —ANRR 52 IO RO 864 2, TS Bt B LA B 4E. 7 DAC 2019 251 E, Das %5 A\ Pt M3 R & &
AR AR AT TR AR 2 IR A 22 2 R AR 2. TR, X5 20 W B A AT N GRS BB AN REAR I s HE S 3 oAtk
4. 76 CHES 2019 £:1{ I, Carbone % A\ WM FIVRBES: I3 RSA (9% 4 S LREAT DPAL, Pl g5, SR AE AR
AR E 3 PO E R BE . S ah BRI, VR ST BORBR UMK T B4 . AARGEARRAE I E. R A
Wik 5 Z B E N, ST AS B BB R B 0BG 5. 7E CHES 2020 221, Wouters %5 A "/l MLP %
AT 5 5E 4% R G DSTRO B AL 4T 4 #r. R348 SRR MA, 1R TN 2L 5 AN [E] i A i), 3 A i 2% U R )
MLP BB 584 230 45 BRI, TR B 2 ) AR A [ 56 T 1 ) 4 A IR ) .

] FERE P R % Bk 2 7 B FH B0 AT, D9 T R % 22 e 0 ek 14 e 19 s o, ) g B 36 R R e v,
i BRI RE R P ATE TE M A R — AN B ZE BT 72 7 . SR T, 8 RIS T8 o0 T S50 1 8546 O 2, 5 = % P R AR VR S 1) 4
TR FR 5 40 AT, T e S N G T A5 008 40 W s P SR PR (0 F 7 33 2, L0 B 7 T3 JE A SCA 4 #T.
RSN PN E T A S R SR S b 5 TG T 5 A T k. KA P 1 1 T S 1
FARMAT T A MBS, (0 AR B S TR T X% Gu 7 vE B o AT, SR 2 %6 88 IR JE 27 S R IR AR T . Picek
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b 5 48R 9% TS E AT 69 T B AL AR frik 445

A NI DL-SCA BEAT T 845 5 5007, (AR AT R A7 s AT VEAR I BT SR Ab X 40 N A0 A 28 1, AR SCHE R IR 2
IZEFINEDS, RGEREE 145 2 2% B 37 5 T IS TE 70 M B TR AL PR B FU 3t g, B A AR L TR IR 5 31 T I
EIPSECS

B ( gemm ) AokBEOR
1 %t ] VAT 7 D RT A
. Gt sMT [f&%ggf ] WA

BRI St
S e L u

(R HIRE I
L 2raiis i AT A S

HERHHAIR

B

HyEmiaE [

il
Hil

NP e 7\ ARIGUESE 2431 - ZEEFUFFIR
2RI TR T —3 i%ﬂ‘]ﬁ%?‘& —>| | dgirE s

P
A BB R THAEER
: . H] Vs N0

wEr B | o5 AR5

) g ,
BT T D T
\ ')

BEVFAlbr

e

2 BARZR A

ARSCHG 2 O H AT SCA T i (K R] A2 AR ) L5 PR A AT VR I IR 5 0 . 3 35 W A M B AL B, £
B YNGR SIERS F 213K 3 AR B AR R 7 S I REA B . 37 5 DA SR FEBILIR. 58 6 19 xt 430
1T B4, IR AT AR EAT R 2.

2 ARERERESEIRRIPA

2.1 AIREMRERE

AR I T A R AU S PR I 5 O G — A, AR o R B A N e, R T
B, 5 — T HUT BART Horh, @B 5 H AR B AR U S (K0, (BT M LA AR — R = k. W
HrF RERE T IR B h UL . WSO ERAR R X T B hr i, Bl R R AT I Ve 3R U
L. BRIEZ AL, A AR B ZE e SEILARTY . SR RPE R E S AR X T Bk R
M, VRT3, X 22 50 Mt ST AT A AR I BT R BT AR SR PR, R A el G 22 S S e kA Y

COERES RFRE

— I
AR Hipges O\ WHZER KOl
lﬁﬁ S St B
D

Fotsiees _;;E* 0
o~ T
HHHE AL
B3 Rt A Y
TERAIE W] A A 1 77 T, SO 2 0 5T DR TR S 10 23 R R0 BT iz A, Re i ) & 2522 4 % Bhasin 5§
N VAR S e PR v 2D T 3 R R A e A R (R AT B TE, Hoh— N U, — AN T RIE, 55—
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446 HAFFIR 2026 F5F 37 AF 1 &

AN FHAT bR Beds, DO AR B RSO REAT I0AIE, TC: 5 B0 32558 N 2 k3% 5 (R e F1, RIS 7 A s
A BRI B M BE, BB R ILAE B AR % RS R I RAT. 1EMIE nT RS AR M 7 5 TR, B AU A 7 AR
Z AL A ARSI, MG RN T R ZE 5. X AR T BT . JIZSRmS . TR % — RIHAR,
A PR ECAE A X STV, SR AL AT RO AR M T K DGR, 5SS SR A SO PRI X S R
22 AEHEEEEZFFET @R

ARG T AR A M B 7E A R 4 IR B T BTG BBk . Brig Al R & 4, R R % 5 B iRk 42
IR RS, BB B BETH A AR 7= 2 50 2 A R 1. AR YR B SCHRIT 7T, TRA TR X 2837 54 2 M R e . R I
WE AR AREEIA RS AESZI, FHx sy 5 Br R I RaEEAT 7 40 447

D A S NABE

AR AR E BT, SR H RS 4& Fn e S B2 s 2 — 80, B2 20 H R — ot 5 it
S, (HE A EEHSH. RESHSRENZ M. XM ZEF i SEEE A e, FRERRSE
BTN Z 2P0, AT RoR, AR TE R — S BT @5 A, % 80 R AR R, PR
PN A8 2 o B2 7 ), BRI AR 15 4 (R SRRE U AN RIS, 2 2 3 B R O R ) SR RS [ 2 17
Tt 33K A T A Xt A ok T R 3 R i B,

2) HFBEE . AFRIA

TEAHFR S AREIAEPIEOT, SRR AR & R — O BT R EA, 85, X5 # 402
[ — 4= P 32, 3 AH R 1 R B AT, RS R 2 TRIAETE SN 22 5 a2 S5 W i pl T 205 S 105 1 AN [/ 11 B
Jill B 44K (printed circuit board, PCB)™, 785 - il A1 8 5 A2 5N T BENLE AR ), B #£ CMOS iR 3%

BT T S R AR B HL I, S ) B A 2 T ) 2 AT AR £ SR S5 1 0 T A A A R R R B Ak, B T ) P BB 2
KRBT ER WL Eht. A8 EZE R E SR,

3) AHFEI A . ASTRISEE

TEAHFB A AFSTI BT, SR H bR &2 F— 8 BN R BRI, B DA R ZE=
SR AT B SRR SE T QUL B S B AR . Fevh, SRR A AN B bR AL A A I TR — o 8 L, H
HAR BB EVETTRE R T AN E 80 in 28858 (Hbin ECB. CBC. CFB £5)P0 05 fr A FE ol Rty 7 e s D725 it
G} gl USRI i BSOS gt of . B A IR HL W] I 4 415 R (tweakable cipher)” ) —FpAE FE R, Bk
HHPIRAE . SRR B AT AR Y. fEik e Seoh, InE B T SIS S B B BB SR g £ S ECRFEBLE
AN, 17 e 75 S 2 5 M L 5 M L. R o SR P I LU B D 2, AR B A 2 R AR O, F AL
AR R —Pitt R A, TR AR, DRSS SIS @ EE S R BN E R RBGE Y, BAES:
TRANTT b () 22 57 2 A S MR LR 3 A7 3 55 B2k — 2D PR . TESERR B R, 3 L5t 38 (1 20 & 2 7™ B 5 M I o 1 AT
FEREE, XA T B A T SR T ).
2.3 EAEEEFFET IR

AFTERDS TR R R I M FE AN [R) YA PR R P I I R BR AR, P < AN Rl i, SR 2 i s 5 B AR & 1
SRELM. S UKIESREMAEZE R 2R WA 5, B ATCHR [46,59] X HaEATHF 5T, K, X
37 5 AT A 43 9 [F R 1 4% SR T 4%, TN T, AR SO X 637 5% BTy SR Bk R EA T 1E 4 404

1) [ %

FE[F BT I LR, A B0 H AR B & BARKR B R — & 7, (H8 r L IAARE—E 2 . IR LLZE 7]
R IAE S R BYS . BR Tt B Bl AR 55 ) T T 76 SR A LD U4 B0 i 8 57 B8 R SRAE s (V{3 i L 2 T |9 A%
. Bk 2 5 S S A R R AL SR UM R AR 77 V25, DA I O ) o e 6 ) 22 e SR Pk k.

2) R &

TE“FAR I DL T, B & A H bR S8 AR RIS, BAISR B A R R HiE i, JF B8 i
HRR . 84 E4EH (instruction set architecture, ISA). THRFERNSE J7 THI B AAR R 1 Fh 55 b PEAE 1544 2 T R AR 14 5
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Zib & g 2w R 5 TS E oA 0 T AT R 4R A 447

FET M HME, R AN (6] 2% 2 () 028 ) i 5 IXC A RRAE s S e b i) 22 it oK. B 3 R ELR N TR B AR &1
THAFRFAE, 4T 5 AR 1 46 22 18] B0 5 [R5, et — R B = (K0T A0 AT o T4 BE0 S s 4 8 R SR E 4 3 4% b b,
ST I V2 B FH SR A 022 FEAS [R] ) 3 7 65 Fr 2 80 ] BE A7 AR AR AE AL 22 55, DA AN R 3% 5%

24 ATABEMESTHATFHESE

AFFEARSEA R T TR R R, T RENE NI T R — AN AP Gi— XS Ee ke, A TR mT A Al
PEXrd R N TR AR A, DME TR T b L AT A AR AT R 4 T AR
B8, FEVEYH A R 7 T RS AR T AR S 1 L SR, DA FF A BB A B A AU g

1) ASCAD #j#fa 4 1

AR R B T VP DL-SCA B8 B ERE, & B & e R %8 4 MHz ] ATMega 8518 HArtR I
AES 1 S B (0 TR HZE. Py B ER A T A ] e AR 5 % B LR AS 1 B0 B, IX TR A B0 4R 4 Bl i N
ASCAD' Fl ASCAD". FFAMRAS H (IS SR AR L 1 B RO O et S AR . BB SE AR 0 B S 500 JUZE 7 x Bl
R BATREARL ), XL RFE S E WA 0. 50 A1 100. BRI, 250 A T 40T AN RIS ARl 3wt 5 S0 1)
IR R RS 5. A TR TR, A SCHE BB SRS A I 7 2 B3k AT A 4, 49 15 A [ 72 A B 2408 50 1)
HARHEAT %N ASCAD gy s0. ZEHRHETIEIL LA T HEH3REL: https:/github.com/ANSSI-FR/ASCAD.

2) CHES CTF 2018 %44 1

ZE RS2 CHES CTF 2018 5o 38 R AT ATF R &R, 05 4 A THEMS LI AES I ThFE3E. &40
By i 10000 KBUB A RR, 25 REH 4 NAFR STM32 BT &, 84T & BRI [ TR, iz 554
A F IS AR R & % AFRIEIA 5 AT M RE. Z AR I8 DL N BEERSREL: https://www.dropbox.-
com/s/lpw1k3s099krmmgq/ches_ctfh5?d1=0.

3) CPDA i 41"

2R 3 R A W45 ARSI (cross-device-profiled-attack, CDPA) 7E W% SRR E . LBl
LRI ERI, BTCAA OB H A 44 CDPA $UR4E, B B AS S .

o A% iZHHE A5 XMEGA Fl SAKURA P8 B Frk_Lig4T AES-128 N IR AR M DIAERE. H
1 XMEGA K C 18 5 5L 3R 502, 38 5 78 falod ] % 15 B2 b 2 1o 4 N P BELT o T A, SRAE 36 125 MS/s
(mega samples per second, EI4EFP H 5 KAE 80, SAKURA HHELVEJfEAF SEIR, 385 W0l FPGA 4% -0 HiUE 3R I D)
FEHE, SKAEZEN 500 MS/s.

o REIFEERE: #24t 7 1£ XMEGA HArtR_FIiZ1T AES-128 N4 & H Langer LF-US 37475 4 (1 B il
B, SKFE1# ] Teledyne LeCroy Waverunner 610zi 759 2% 56 ik, KAEZ A 250 MS/s. B RREH B R E R — 5,
(A BEAEAE N R ZE.

o ARIFISHIE e 3 1 JEUHE ASCAD MU A2 VR I A L6 /168 75 SR B S DA 5B 75 2%, VS A /0
o LED. N BEhEE).

ZEE A AT DL R BEE SR EL: https:/github.com/CDPA-SCA/Cross-Device-Profiled-Attack/tree/main.

4) SoftPower 4k

ZH YRR T ChipWhisperer “F & K4E, £ &1 XMEGA (8 £iZ RISC) 1 ARM STM32 (32 fif. Cortex-M4)  F
2 LIS AT AES-128 N B P DIFEPE. BRI E THNIER. 84 HES . ALZI AR IREIX 4 Ff
E SRR, AT S22 5 0 AT R Al MR SR A T S S o B L S 3R e W i R AL B T RE I R AR
SRAGH. F5 4 B 5 SRR 7RV g AR O BT & kg, Hil i ¥ (a) 1272 T A Ghidra % ELF SCHR3EAT R 8. ARG
2 R T A R PR 2 I E Os. Ol 02 A1 03 iX 4 Fhif A6 2 51 A B, A AE VR 35 57 B DI 25 By Tigress T
SEHL 3 AN R (RITRE U7 . B SR R W AN ) 00 S B I ) 2 S5 D RE A 28 ) S iR L T S 1 S R, 1%
BmsE @ DL R 85 823K AL https://github.com/UCdasec/SoftPower.

5) AES_PTv2 ##E 4 5

ZHIREL T 3 NAFEN AES BAESEHLl: RINET ) AES-128 (ECB #i:0). 5T J5HEAS /7 21 AES-128 I
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448 HAFFIR 2026 F5F 37 AF 1 &

SRFEAG T I AES-128. R R A 5 B AUk 4, Hop 4 Y& STM32F411VE H R, 55 —HL2 Pifiata 7 &
. STM32F411VE [RAESRER AN | GHz, S0 B 5K. T Pifiata X SRAEAE S 5 /. 593ERD J7 R 7E SBox #:1E/5 1
PRHERD, & ik e (5 5., TSRS /7 7 ShiftRows JG B BRFEAD, $&T1 1 2 k. A 4 vl F T3l AH R 8 4%
AFEEIAH R % AL AR F B4 5T ] B 2 M Re. 2R 4R vl i85 L N EEE SR hieps://
github.com/urioja/AESPT.

PA_EFIH T BT AT BT TR AR P 20 AT 00 A TR ECHE 4. R A8 K 22 BORT 90 1 oK 2 T L S0 A 1 a4, B
Z W73 T ChipWhisperer V- & J AL T BB REIUE K, W75 7 2% H AR SR IE R S236 S 500 5%
SO R W AN B A LB AT IR I, BRI LI TC VR A R W S R R A 22 S AT A R (R
Wi, R0 B ARG ATE 0 RT 5 B8 T T S BUB A AR I (49 N T 546 S e 75 R BEADUAS [ S B — P A A A 28005 %,
W F I 5 T A SCHERER ) ASCAD S35 45 T H Ak AL Ul i s AR 3t S i 7 vk,
2.5 ABEMFARREZWERS T

F 2 AT HETSCE R ATR AT RS B T RS MR I R R, PR S S BRSSO, BRI,
R AR A (R 4 SR S 22 T THI DR 3R A, AR SR T T A/ Bh A 4 LR B I T R A I S X TR B AR
T Bk AT RS AR P 1) 25 4 A R E SR IR HR I e TR 2 (14 A A PR ZH A T A T W B R B R (R EA R X
My e B PR T B 7 R S P PR RS 3 5, A0 AN R 22 5 3 SO TR HE . RN RTRAE  R T B RAAR
EopanR

F 2 RFEEE BB AT RS R B

aas ., \ BUIERAE SRS R AR DL RSOl ik REZE®ET %
R HRAARENER BiE AR BERE WG ERE BEIE R
A7) B4 R BB AN v v v v x v [32]
AR E YA A N x x x x x [45]
. 3 A B R R BN B ML 2 \ V - 3 J \ [46-49]
*ﬁrﬂl%ﬁg FERCMOSHA v v - - v v [33]
N[5 PR TR EL R v x — V v [46]
ENEDIE2 6N v v - x v [50]
AR 55 (74 N x - — v v [47,51-53]
FE REIBH 5 () fhtal) 3 v — — J V [47,51,52,54]
ENEES) AR %] 5 (HERD) v J - - v v [55,56]
AR 5 (Tweak) Y - - - x — AL
BRI G EhA T AR N V - v - AL
- GRS v v - S J v [46,59]
RS poms | jeoa0n AR J v . % v J [46.59]

R S Y S T

3 ETHIEMAEAABES SR

HE PR B T AE AT R 20 A4 55 2 A, X R AR BRI B Rt M R B R I AR IR T
Fe 2 LU R A — AL S5 2 R . S IS e, G 5 RE W T BRSO Th RO 75 L DRl D Bl PR 4 Z, TR B B A O
EEEATHE B I HTIE

TEAL SR M BBk o, A R A R A% AR 2, — 7 T, 8 R T G 0000 v (MR 75, il 8 488 v T o (1 o
TR PEAN T SE L. 55— T T, B A AR AR A B T ek b 2 M B SR BE AN T S, R e Gl (O 280 . AR Gl ) T RS A A
71, FAEER A AT Bl T AR B e 3t 33 AN [ B4 Th B D AR S . S R SRIURME IR AR, & Rtk b T AN A B
Fo Z RV R A1 22 5, (845 70 SIS A T & AN R 0 A B DRSS . AR 5, e B AR BB R A A5 T el
AR A €, SRR T RN 4 PR,
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. (11 =

B, —ey | sk [ N\~ —> A s
i S R T IR (145 MLP. CNN ...
g uR@mRs ) T ek
" 7 PCA. LDA. v

1l (i1 DTW. FFT.
& :‘: T L U- AL RS b
T ‘ ) EDA. U-Net I J\/\/\, I;:;ﬁ;z
B i (HbR &) BULRIT (Bt G

K4 T PAbB ) T R et 7 &

31 ETHRITSHHNGE

FEFGE it 77 v B TR 3 T 0 2 A FH G0 U2 S R B AR SR A 3 254, DA B 4 3@ B AR RN A3 AT I Ty
EEERABIERSITHER . AR, UAREBIERIRE . > M FIIGRHE. 72 2R T7 v, AR B4 R
5 B 3EARTE B S HOUT A 53 A v EAR B E R AR A

1) AAEAR AL

GEh o M PR L AS AT IEARTT VR 2 R4 0T (principal component analysis, PCA)RIZE 4 %1 51 43 47
(linear discriminant analysis, LDA)Y. JiH1 PCA f&—Fh I ME B BR 4R, F 155 w0 e Bt i o IR 4 2R, [RI £
FRATREZ (5 B e H PR A2 e i 4 305008 o i 2 A0 7 ). 17 LDA & —Fh B BB, A a2
B SR I e FL B PE AREAE . B A 2 T 3 A A 2H 30 D P 28 005 0 i /A 23 PR PR 8088 o 2 T A i SE B A
FERIRFEIR 5. 5 PCA A[Al, LDA FER| 1 RAIARZEAE 15, DT LR RE4E 1) [R) B OR B 5K I 2R 50 8] 22 57 X Fh
VR AR RN AN TR0 S5 43 iR v B, R SRR AR 0E T DR U R AR 2. BRI tE, — R 535 Je o
T PCA. LDA {ERETI AT R A 1 77 1] F 9.

2012 4E, Elaabid 25 A P2HRE T ] PCA BOR AL PR FEHE. SRI6 25 R0, 24 H AR & I RAEW B K4
AN, PR ERIEZE RS S TA K, 1# ] PCA FALBEE AR AT AR X E 2 5. BEZ T EH R %
& PCA 75V, 31 BV VAR 1T PCA BRS04 £ HI1E . £ COSADE 2014 431 I, Choudary 28 A\ "SI AR5
7 PCA F1 LDA BIZHUE A0S 7 5. AR XMEGAS %61 3860 4 AN R [F BI A 8E 4T 206, T %
2 (8RB AR AL 1R Y B R RS X B M RE R, SEIR 4 R, B R PS40 LDA 5% PCA g Ktk TA 1)
TERE, Ho LDA REfRME B & FH V05 22 58 FER 3R R B AR Ak, e EX o iff B AR A AE A [R] 52 4% H B3 300 A2 AR B
). AT IZR A A LDA B 1% W REAE ) R g 5 1) B AL DT AR, T PC A B 126358 43 2 8 50 O RRAIE ) i, o 22/
ALHE — R B GTRR. 2018 4E, Choudary 25 A\ W4k &: 52 36 %6 TA ' PCA il LDA I TAE. fhfi I f5Mett, F
350 22 DA S a0} 1 35) 22 56 22 PpRE AR B D5 VR AT Wk, FRBAMARIN T AES A SEELI SEIG IR UE. SIS A5 SRR T
PCA 1 LDA 7EREfFSZEL N [FIREIE FH, JR45 S H0E $R4075. 2021 4E, Danial 25\ 30— A T 705 e L IR B3
N PCA. LDA ZTALHE 5 k310 4 P45 (I 545 Bl SB6 3858 i DhAE R AU 15 e LA 19.6 dB, 1 HL R R4
U S LA 3.1 dB. bk, 1E38 75 B AR T DREPZE, P REEZE I I o 5 B8 K, RIDSE 2 4 A — 15 4% U
LN R HAT ISR, 2 S B0BGE . FESRme A AT T B RE e 6 47 350 (A A BT R $2 = A5 T L, R A
PCA. LDA J5iEX BT WAR BRI IO NI Zh. 25 R B, XF - w4 DR 2dE, LDA & 5 S AL EE 77 v, 18
V% Moy rp L B AT IR R AR 91.5%. BEAh, 2021 4F, Won 25 N VR SE TR BT . MIALHI G ST, PCA.
S S 55 A A B T VA AR g 43 AR Y A 3T O T AR AR, HAET BN A I A FFEER AR L, (AR A N RFE D
PIX — R ALE W R AR M Bt R AR .

T XTI SCHER AT AT LAAS HE, PCAL LDA B A ETEAC L “[R — W &%, NEIEIA g 50A & RITHSE A M, H
H LDA 7E 8N AL BE 2SR BB 4T 7F Choudary 25 A\ "HE 72 fh R W, 76402 B R M AL I, LDA 2R B 4. [
I Danial 25 \ SRR 9Tt B, 2G5 M EL RS T, LDA 78 4b 38 i 4508 77 T 05 35 58 1 () 2% 51 SR 11, LDA 2
MB 22 S HE, B e FOE AR R AR S B, AR SE 3 5t rh Bk Z R MRS B AR R & AR5 B [FIB LDA 11
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TR R o 7R N — AN i 4R FE R 7 25 SR B HEAT SR, R SRR AN B N, AU SRR 5508 d, T R
7 240 BEAR NA AR R, 20 R N>d BI5E. 1 PCA AT X5 Z 85 BEHEAT SR8, [RIk, 78 H AR5 & LL3R
BUHUEE BRIB LT, PCA 2 W IFHIE S

2) AR

Bk T PCA. LDA KEATEAHE, B 2020 FL, HF A& FFMAm —LTE 5 A Al ARt o s gy nak AR R
FEWEFL, IXSEA VL RE S G B BE 52 2R (137 5. AR EVE LA AE YRR AR B K e i, SV RS AR 8 AL Ab bR
HEER A SR, DSRE RS R, N, A SCE RN X AR I AR,

Wu £ A PR B 5405 2% (autoencoder, AE) R e BR ShAEP I (e i AT R B8 T — A By
e, RN #6 H AR 45 0 Se A ida ). DRk, 76 5250 s A AT ar LOG P B 3750 5], A IX B8 14 4 HR 3R 75 TG 75 11
B, ARX PR B I 3 e R AR M . A, TR AR RS, AR AR 7] () PR A0 A0 1) & LA T PR
S, % AR B VA b A R IR T B 2 S0 PR 2021 4F, Rioja 25 N PS40 A At 155092 (estimation of
distribution algorithm, EDA) $iAT Mk sk 5. @R LR 2 AW P IR, %7kl T F 3037 & P8 B it 5 43
Mre FRAESRECES S BIL IR, SeBl 7 E s, S286 bt STM32F4 I R AR 4 A EIABEAT 20#r, b1 e
T HERMERS R, A RIAS EX AES SR T HERD N 5. S LRI 09 45 R EOR, PCA TGk b A AT MERD X 5
(I THAESIE, T EDA 1828 115 2 YOS AR G $R B S50 P D% 0 B 5 85 B TA SEBUERAZE 8. 2023 4F, Yu %5 A\ PRI H
U-Net #5805 4070 HEAT TAR TR, SaLs 5 46 PNt AthAT) AN A 1 45 WAL A EC I 75 B2 SR X U-Neet TINS5, 285, A
FE BRI P (0 75 B2 SR i DL LAY, AR FESOR M B ABAT M A T L2 IERIAEEOAR. &5 25 W iy haze i -1
P MO R . 5206 48 SR 26 W2 T VA RE S A AR e s 0L BHLAEIR UL B e b S AT PR RS (dummy)” R 5,
I 2 M 0 320 AT N 5 1000 3 SR AL BT LAY/ Pk AR 2 A B SR B A B 12 T S B e i E AR R
TR PR 575 28, F B RENE 125 i S ARAR £ o 25X SR IR 0%, IR TE SEL B 7% B — JE LA

AT AN IR S, FAREVR RS RS TH 17 56 R XE 37 5, 9140 EDA BENS SBIL A 8 FERD B 975 3R 3% 3
Tl RS R M ik, 0 U-Net BEW X S iEIR . FENLAEIR . B &h Rl sh AP i e 5 i3 St ATl A hl M 2l (B2,
FR ST Z PRI I 2 SR U S B (A1 AN CPU B2 38 n, Bk 38 LA TE TN AS [F] 3 5 & B R B TRAL B R 1 4b,
U-Net 1 AE 71505 5 t0F — e SR, T BB # e i 3RO 3 5 2% Pk S A 402e i T 45, 3% — i B A% A
3 e SRR B 2 BRI, 3R 3 4 H T I TS AT TR R VRS L.

R3O TR RTEIR L

e MR ey IR P
PCAL2 #4950 ?%“j;{g RE3E T4 T R I 5 TN . BN

LDAP ™ REmlk AR IE BT Ve, 38 T A S A 4 M 6 Bk T SLHE i, 1L o el
EDA (ggégj;) B AT A AL T A T B o0t 5 VR 2 R T

ABS D RN, RS HUSEBA T Bl A TR

UNet® DIV s ) e b £ S AL A Bt TR T EL AL E AR b

(M)
TE: 2 ISR MR FEHUAEIR | I B R B AR 3R B 37560 SR A 337 5t

32 ETEEFESNGE

23 47 i e — M A TR BRI RS 5 (R R ARG, H HAR RS i, B, A e
M OCBRAFAE, LAE TE S M BRARESCHE . HEAT TN B8 SR PR F BT R 2 AT 5 SR BN AS I TR LR (dynamic
time warping, DTW)72 1B (4 BLIH-45 4k, (fast Fourier transform, FFT)?) ot DTW J&—F ] T Eb g i /N i) 1]
A 18] (AR ABLBE ) 77 9. e W A e A BT T 2t A [ 3 R R B AR A AR 100 T 118 3 47 DT TS ) . e i ) 25 40K )
J5 S B 51 22 8] 1) e FEVC BE A%, AT 2 B AT AR ALLRE . FFT 18 I 4 el 5 e o eles ', m LASRERL

© PEBEERKCEIFR  htps/www. jos. org. cn



Zib & g 2y R 3 TS E oA 04 T AT R 4R A 451

HAR S R IME B, Bk, B8 2 N TS &SRR M S5 0. M ZhFE. HRE & — e
PGS, XK TR R % 2 (R L3 o B MR 34

2019 4F, Golder 25 N\ "4 DTW HI TR % ST HAR b, A 183 7 —Fl DTW AR T Ab 2 ShFE i 77 12, %
J7ERE S AR AT Hh e IR bR TR e . AR AR BE LR N R R R S SR S B D BB 2 (] A 7. Rioja 55
NN TAE R K DTW AR N R A R B A 2 18] 22 S0 (VR A5 TR, JFIE %38 bR -5 Bod vk e BLREH 5%
AR INAE B DTW AR RE05 1% 5 H AN [F) BI AS 2 (8] S A AL FRT R 40, %350 4 FH T80T TA et B2 38 m B PEfe.
U4t Zhang 25 A VO H 2 1l (0 T RS A T F 9T 00 A AR AR R 1 46 (3 5 R AT I, AT — 2B AR L RS R
P& AT AT A YR AT, LESEZIG AR, 1% 07 2R FFT XA [R B 4% A Uz g 47 TAG B 3 o 398 PR 0 8 e v I AR
g, UHERR S IR B0 0 M B IR EAE MR MR, XA RS DUR R 5 4% < (B e PERRAE. B8 5Kk B
FRAEIN NP2 WX 25 H il 25, SEEILAE [R)5 5 S A 150 46 TR ] B A 1k I o

3T G M WA 738 [, I 800 A 07 vk 25 B T AR B AR ST, Golder 25 A U9 HIF 7 26 W 4
DTW BEE LR E A7 X 55, T 7 8 24 0 32 1 T 1 D) S 46 ) T4 PCA 3B AT A3, HIR, DTW AR & 2 —Fh EL I
AN 8] FE 1 2 BV ARACLEE (1 74, TR e T T e 46 22 S MR VP A, e B e 46 B2 22 T8 S AT 26 (1 3 23 U, T FFT J7
1R BRI s S e B A L AT AT, FEER AR 43, 33X P 7 vk A A R [ J5 N R A R A 2 D) 1) 22 R B R A AR Y,
T 4G H T EET WP T 7 VR RGN L.

R4 T HF ARG L

Jiik; i35 R JRBR %
DTW™ OREIEIA, ARSI AT T HIVE T BT Bl ghad 3 5 B U T B ot 5, ANIE A AL HE e A5
FET' RS (R, 5#44)  RERBERIDUAN ) B 4 2 18] LA A HAKEMRR B EAN Y2 SBURK

3.3 MEEEXTEE

F 5 MG T BRI IEAE A IR 03& FH P, AR o] AR R R IS A A 3 [R5 4%, A Rl A
(2 5. 9 T S BT EE D7 R R, 36 6 IR T IEAN A SEEG 5 1 T I MR RE LLAL. #E H-field A& /& 48 Al XMEGA-
C7.37 W4 b, LDA B3EAR T PCA #l FFT, I8 3 91.5% Wb HER 2. X T ASCAD AR MAEN, g, £
BB TSR 5, PCA RIUAE, BRIP4 T Bk R 2L 1 AE F1 U-Net 55 Ak AR SH0E BE 84 208 %
7 ANEL BN S, HoR U-Net RIS, AT 25 % 407200 ] il Ak e 75 0) 552, e AR B 22 BB A0] SR 4H & 4%
1M, U-Net #3611 H AR & & 0 FR 25 8., 1X7E LB B RS se L. EDA BIENIREAE AES_PTv2 %04 -, U@
I 310 ZHUIE R A T FERD B 3 (M1 4% FFT ROR RS 23[R [ FAe 8 4 2 I (380, 433585 600 251 800 %%
I SZBL M PIC16F887-C3 ¥ PIC16F914-C3 LA K ATMega-163 [IB5 3 & Tuaky. 6, 78 A 78 A &1 87 #1538
BiH, PCA. LDA. DTW Ml FFT R XU 0B 1% 572, RUONR B ARG 20w, INTE DO RS . B ikl ),
e R B A B I, U R SR P TS AR R R AE A U-Net 76X S8 Bl H18% 5 rh R B 5, (B B A B 45 A 1E Sbn
JS2FH A EBR ], H AR [F) 3755 T s F PR R ik — 25 a3 7.

RS BRPUCETTERAF 2 5 I & F

ik il B 2% TBEREZS  REAAEE  EWRICRE HRmE 8 Meas M
PCAB2484966] * N = N N « x x
LDAL8:49.6] B At _ . N N x x x
EDAF K = v v - v - -
AE" REE R SIES < - v - - - -
U-Net™ AT gl S 5% ~ v v - - N v
DTW!*7 % - v v - x v -
FFT! x - x/ J — x — —

i P PRI RS, O RR R REE A, *— IR S0
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K6 FRIUCEIIFAEAF 7T T PEREXTLE

i ZRNER — - TR MR Bk
SFRET A Wi )
PCA+MLPX® ACC: 90.7%
LDA+MLPY? RFEEI4 H-field f£ /%% XMEGA-C7.37 100000 100000  ACC: 91.5%
FFT+MLP"" ACC: 91%
PCA+TAP Ngg=>10000
S 35000 10000
AE+CNN g 75 B3 Ngg: 8751
U-Net™ ASCAD 450 20000 20000 Ngg: 25
AE+CNNCT 5% 35000 10000 Ngg: 822
U-Net™ L5k 20000 20000 Ngg: 100
PCA+TA® R al4& PRI
531 il AES_PTv2 10000 500
EDA+TA (HERY) Ngg: 310
FFT+CNN" R4  DSOX3034T (1.25GS/s)  PIC16F887-C3, PICI6F914-C3 16000 1000 Ngg: 600
i%
FFT+CNN B, DSOX3034T (125 GS)s), PIC16F887-C3, ATMega-163 16000 1000 Ngg: 800

AR Waverunner 6100A (500 MS/s)

TE: B A4 -CIIN B (MHz) |37 1 58 IR B3 (Y B0 s ACCHRFRFREHER ¢ Nop MR T i i PUdb 4t 2 0 SR Fi 2 AL
FEIR I RRL BRI R 3 A B 40 SRR 2 A 3 55

4 ETHRBINGHAIBESESR

2 A | SRR AR AT X 2 T AL &/ TR L 2 S B ST I T T RS AR MR 1 — 2R, KA LR S A BR
DRI R 25, 3L 1 B 2 ORI & 2 B Bla e T i 0 A 22 57, IR H — S Rz A R A B e B R 3
b 75V TR IR R A e, JF A SR K BB PR R, (BT BGE S 5 — R I EDR. B ERBGEH A 245 H
bR S — B H R e e R HIA @ i g, e dd R b, B 7 2 A B AT N, SRR RE. WIS,
AR S TR I R0 2 s a 4R, O VE R TR BN 5 . R DR PR 4RI SRECR I F 7T
BERE.

AR B . Bk B
o |
U U a1, N1 |
» AR 1 A 2 TR n | S
L al==c===m | [ ]|
% Hii i ‘. \4 L AL “\",;‘ |
%{ | c ,IA r* A=\ vH— WP=Wr=Wr=Wr=Ww v
ey P2 ()Ilf;‘k) 57111 CIES)
o — — N — A - - — = — =

i o

FRAE (B
Bls Zdsilgr R

£ DAC 2019 2% |, Das 2 A\ PRI 755 1 1002 ¥ 4 VI 2R S5 mE IO W T, AbATT%T ATMega Vi i 48 4 AN A
[ B AHEAT R, HAE R E I MLP AT IS5, 285, 1 A R B 5 % 2% 1 3 40 4 AN BT o, se6 45 SRR,
AN G5B o (R 4% B0 R T RERHE . B3 54 b 9 ZRR & H0H 4 B, MLP BB ZE %A Bl 2K (25 o 1 i 2 45
BB L 2 99%. MbAh, MRS UE 1 7EMRAS e LU IR T I 0%, 51541 CPA B Al L, 2 & IR MLP
TR A ok 5 PR 90325 K B A U 2D 2 SR 10%. AN AL 9 2% BIF 9 10 S et 3 AN % R AN [ il A 2 1) ) /0 B 4 AR
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M R HE A B REEA RERE S HAR Z oA M R . Rk, %G (A AL ) MLP fef3k13
A v R B AR 2.

2019 4, Golder %5 A\ "%t STk [38] Mt AT YR, LASRT 22 18 4% I G5 A B S8 S v (1 s FR P St 5
XMEGA Ti#z il 28 A R B AR, 328 18 T BB IEXS 55 1018 5. 9 T W B 72 e B X VI grivs s, AT 1R A 7 PCA
A DTW TAFIRA. St 25 R HA, MIH %46 2 MR 7E 035 1078 1k, 21 4 V2RI MLP REREKE 37715 Bk (1
W 8% $2T+ 2 91.72%. M{EH PCA STHUZEHEAT TRACEE, HEffH 2 W — IR S 2 99.43%. JR1M, PCA TAb#E 1)
JRIBRYETE T 75 BT RAE 5 58 40 55, 75 WK S BB 2R 8. X — v, AT 17E PCA AL RTSIN T —4
DTW #4E, 15X B A MO HERRIRE E 99.94%. ST, %7 EAEA SR L 2 i 77 R 15 BEONEBY,
R SR T THDW SHUZE AR R 55 (45 BT, 75 ZEXT DR SNZE R AT P IR AL BB A, 38900 T B0 S e 19 52 Z+ ME RN T L RRUAR.

Bhasin 25 N "R T 2 R R R 41437 o SR a] RS R ME A0 S . AT T E TR R A M R A R
o ARBFHANEE S HEFHARBESE ARBEH X 4 MR, LN SR ATMega flda il 3 AR
A, T 523 5, AR P AL 88 5 SIRIR FE 54 51 07 VR AT nT R A M AR VA seab ot SR T R %
RAE AR, B TR R 2 BRI (SRR IR, MR T A REE YR, AR & 55 VR
AR E G b, BhE TR, KSR B 22 ) BOR RS St nT RS A Mot R, 7R 33z = F,
TREE S I BAR MR S 4 (PR Re. SR, 3 2 Pl S8R AT VI GRR, RERE /N b aet 10L& B XU, AT BE
U st BT A, TS R Sk A0 B 37, 22 4% VI R SHE It R s 31 vk sk 2 St A e R RS PRI S 12 7 1k
BIA TR 22 A2 T BN 2RI AR B B, X 5 B I R AR 5 7, B 0 I S 3 557 FR ] BE TG T s .

2023 4, Wu 25\ P15\ —Fh 3 -1 A Q10 4 28 0 28 JZ 0P Ak 7 1R o AR T R e e i L. 229 OB IS S D B 4%
1 28 572 b1 T = 0T 7R TR S A . B, AT B ST A T R SR G B & R B SR B K o 28, TR T AR IR G
WA B2 L R AR, SR, {8 P A MR R B (6 20 o Y R R AT I G, M IR A (R T RS AR . I8
X — AT LS B4 B 2 A I, BRI SRR AT I EL R AR, AR T B #3026 AT
WIZRITILSE 1) . A B 2 A% 7 B AR R 1 4 2 IR BT 22 372 B T A SR B A1, ZE T ) H AR 2 IR 1
BAFE (P g, fil ki) LRI B R 2 S5 A 72 1B L, X — iR B A ST REE A B 1

R 7RG T HF 2RI AR BN g5, R UL R IR A T EEN . ST AN
HHITERE, R 8 L T E AN HEAE R & ARFBIA R T REN LR SR g R, 7
Chipwhisperer & &35 N, SL38 BoR, B2 420N 1 35N E] 4 1, MLP B K5 SAER R B 80% $2 T+ 2 99%.
PCA TRALEE /71RO AR UF & e MLP RE2Y, RIEZEAAS AN B s BEAT ISR, #EAf 2 L BEIE ) 90.09%. WK
FEI AR T LA AR T 55 500, 5 51N DTW R DUEETE {7 HIE AT PCA JFHUR R IEFRCR. SVRTH &, TAL 34
ARG 2 B/ INGIERD M R LS. RHIE R & TR i 15 B % Z =i, i LR PCA. DTW &4t
HRH AR SRAS IEHITE, T 55 B B A R k47 )11 4 7,

KT BINERE I FELXT L

ik IR FF 37 5 R R B
2% I (MLP)P ENGEIES WA TR A BOT UG IO MERE R e R IR A 25 A A A 8] 3¢
LREINGHTLE™  RREEIA, JEx 1 FH Ak 35 AR Kb B 25 B AF L R B

LA (MLP, CNNY® REEIA, A[F %5 RO L £ K S A SRR A
T4 A7) FAREIA ., A FES WA DR 2 B4 1N B e 75 0 5

SR, IR 1 ) e KR B TE T R B 152 & R B i, Mol 3 A A [R5 E b v 25 A8 [R) A AR 4 45
771, 7E TDS2012 7R %% (2 GS/s) 5 ATMega328p-C16 #4345, Wu 25 A DUl 5] N\ 5 30 50 B ik 4%
RERLYN ZRAR ML T 3B A0R. 5 Bhasin 28 A\ W07 EEAR B, AT T 3 NS, IF BIRb T 50% s
AR AR T B s AT AT . KR, RS IE e . PR ) SR A A R AT A B B H 2 A = AL
B AR, ARSI BY Bz A0 RE 7T, AT SEIL AT RS AE PR, oA — ME R AN ER T 1Y 1] .
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®8 ZWANEITIEAFE & AREIA 7T RITERE Lt

I — B ; s ungg% ~ .m”ﬁ‘ﬁ% UG E S
KA T H W& Pk wASH BHMRERE  WREHE

£ 1% (ML) 10000 1 x 4 ACC: 80%
40000 4 T 4 ACC: 99%

o 10000 1 T 30 ACC: 90.09%

PCA+Z & % (MLpyr  Chipwhisperer  XMEGA-CT.37 000 4 I 30 ACC: 99.43%
40000 4 U ANT 5 30 TR

DTW+HPCA+Z 5 4 Il 4% (MLP)"Y 40000 4 BT A 57 30 ACC: 99.94%
L&Y (MLP, (NN TDS01275% 0 2 40000 4 x 4 Ngg: 60
T R4 A @Gss)  ATMegad2pCle oo 1 T 4 Ngg: 30

T W& -CIN B (MHz)] 37 R 58 I B AT ) B s ACCRRBAR B HERN R N R Bt fir T B 4L

5 ETERFINABELRR

LR 5 o) R — PR 5 2 7 ik, BTEW —MT 55 2 B AT RS B 5 — ME AT % b, BAst B AR T4 1)
PERETT FEALGEHL A 2 o] op, R T B R AR E RO T R A, (57 I S N Hp A A A SO Bl bR v
AR TR ) 10 45 5 YRIR, Dy RIS ST S T, BARSR D, Fi2: 24145 T, TR 100 B W24 D, f T, sk H &1
T E BARTN KL F () 72 D, LHIVERE, Hoh D#D, B8 T AT, £ SCA U, D, ATt N7 i 2 JEAR 1% 4% i S 48,
1M B AR D, BTt R 2 AR 1 4 I B 4.

TEM L e Bk B AT Be 2 2 B0V I KB PR B « SRAF TR (] 4 25 25 5 T KRR 1], S BOE A 2% 1S Bl 7
SR, AL, SRS I R MR A BRE SCA MITE R, — KA SR IR 22 ST H AR R RAN 512K SCA 2 7]
FerEE EROAR R. FE A ET T T, BT 5E 8 R F — 2 Dy TR ZR-+ B 1) e i S IR rT B R ME B . 1007
BARRME 6 fiw, BARME, W4 A F 3 MBI

HHI B Bt B
el e PRI

I
!
!
!
B (R e g | B (R B (F RS %)
!
|
|
!

- ! BAKTN R ()
Kl 6 T2 n e Rz

o Tl Z: FE @R LR AT A B ISR, 5 SHE S MR IR AEROR. %800 & 2 A AR 2 2t H iR ikt
2 S G BB o A ST 7 O .

o Tl I — R BART TR ZRBE T i) 2 RO AT I B, DL R AN RSk 8] 22 57

o Ttk (8 IO i 45 2 AORE RN H Fn st #2547 5 S 0 .

PR, ASCRARGE H AR B2 75 AT IRBURR 22 (5 BORHT A2 22 2 (T i 0 N R R 2R T IR 22 ST I FT %
FEPETCE IR T .
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5.1 HEEBHFEEFARGEESNGE

15 B AR 4 nI SRR 25 B 03 5o, IR0 # Be 08 7 B An i 4% F3RIUD BRUS bR 25 B, (HEARR R
TRE R 2 BR . S Fof R 1) %o 82 0 Sz v ) — ek i3 55, | TIRF(A] SEUR AN SR 46 2 J5 T I BR 1, B 38 ol g
SERE BT, — 7 T, G SR (N SRR R AR I — A T AR, B N R A B AN e i Y AR s
THOUT, BB TR UCRE TN T SN EF BT 585, sie R ER 1R FHRINEME, SECREIITT
FRAEL . 5T, TESCBRRL A 9T 43 B 2 A, — S S PRI O A B 2 A, TR
T A PR 1 2 B0 B, 5 BSORE R U [ B ) R AR 75 77, A T R IR A B, — R BRI INRE A KR I 45
f1 SR A B 1 05 (R SR U B S FE A H AR A 0 25 Sk, NI, ASSOE A G R S ST R IR K 5
Wtk .

2020 4F, Genevey-Metat 5 A\ U FiiI 2R AOME S 5 N F SCA ATtk I 25BN AE A i R HBAT: 45 s 450 i %
W LR YIGBEEL. AR E KX MERT S LSRR SR EAVIG S, 3t — D18 B bsE %5 R0, 5 E
B9 FKBULA R, SCA UM TR SR H AR 5 3R15, Bk T ASCAD H A TRV ZR R, FoAhHHE 4R M AR 25 .
MATTER SCE X T 3 ATkt

o it AO: BUt HAUH — M BEHIR AR (5 HAR R &M R IR ) RUIZGR— o2 M 2%, SR 50 H R &
P

o Y5 Al Bk # A — TR SRR AT Beas, Hr TR 80E 42 5 B ARSURAETESRET Y/ B L S

SRV E S HFEER.

o st A2: Biti 5 R 1A v R HOHE SR A T 2R B AT 2 i

SaGaE PR, MR R IR Z BT =2 AL, PRS2 % 7o e A 4 1 I 2. 24 o e Bt 4 o 1) ol 3
P EACTHE— AR, A2 MRS T A0, XA BMEEL T SLI0 B8 (FI I EREr . MIEE B ). BRI S, A2
KM A, BReW HIEE A RPUEEE (KT 10 %) KEREH. 800, X TAERA R 2 R AIEE K bz
A 5 AR & AR EAR AR, X PRI & AL,

5 H At TAEANA, 2020 4F, Thapar 5 A PR FIE RS 2 > BAR SR Bk 2 AR 1 45 b B 755K 4, Al
OB MER R F G — MR B, VREZSE R I T0N 2, FE08 A @R & I POB Bam AT i . 48, 1R
S BRRH T2t B AR %, B T REBSR I 7E T ah 2 OV M1 o5 HR 2 B AE SS R, PRI 78 BRAS Y B G 7% M Sk
BRI SR, THARYE AR AT S HOR EE. IX AT Bh T FAR I 25 Ta) ANt B AR B B 8 1 7 SR S 3R B 1 s i &%
RER, O W45 BARE&E B AR PR Z 400, E AR B0 5, %7 547 REAE X 237 5l e iliE
. BRI, AR A, Z AR REAT T U ESEI IR, MARTE ST EEAT HERRIRHIE.

Yu 25N PR F IR S S T E IR T — MBS U M T R IR R T R0 3 AR ISR, T
R 25 S M. FoheotiE 8 2% 1 fa B0t 3 B FH 6 2 Be 8 1 38 B2 2 FTAE 55 (R RE M A 2 S B0 AT 0. itk
Ah, BB SR T R /R MR 5% R B 78 T VPl AN A 4% 2 T AR ACL . SE38 HrAtATTEE 5 AN TR il Ak 2
#% (STM32F0-STM32F4, ATMega) I >R4E T Uik SRS, 45 R BN, 70 R — 8Bk 38 8% ik R E
10 2% DL P (¥ 50020 B30 RE AR 25 1. 75 TN AN [F) 1 45 IR 5 R 4 T B, %7 VA 500 DL P9 2 10 S 028 ik e 1ol i 2
B SR A B A RIS I T 3 RE S SR X E BR 1A % HR R 8 B R AR S B A AT O, o TR
LT EZ/D 800 5%, MEHUEFREZ D 1500 2%, W fELBrBGt b, AR & R E RS BRI

2023 4, Paguada 25 A\ PRy 7 —FhIE TR O] ROBLHAR I 4% 7E1% 07 SR A5 T —FhoaT 5 1k
BB, G AEE B bR 4R 15 ) BIgE 2 R 0 3k (R RS . 75 20T B AR BOE E I, T 3 S 7 B VI SR, i 2 2
AT AR O 2 ) B AR BT R R, Mk T B B AR, TESERR R, ARATTEL AE AE b @A Lk P 4%,
TESE 3 A EEE S DA, AL 4 ISR, BT b, Al A Sn A 2 AT AR 38 X AR AR AT U SR A
THRBURFAE, — BFNZRGF, s 3r FIARIG 38, AR5, 8 gmAg 28 A0 23 2310 H AR B3R 42 Ll AT SHOR B IR P (4 14
fE. SLG 45 R, TETHN AN [F) 08 45, A P RS H Ak I 4% B 8 9/ 5 8 20 1) 11 B ) R 8 e 2 U . AN 2
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2 bR S B A P A K S ASCAD! il ASCAD P Al —Huls i B TR AR MBS, Al A1 2% REts J 2 5 xd ek ]
R AR,

TE2 9 HR, XTI ) H bR 4% A SREUR 285 B3R TR IHT 7 845 SRR Beah 3 e i3RI B An ik &
BRI IRRSAE R A T EEM . BT A IR RE, % 10 45 T S TE I SE R B B S TR R
Brdi . 1T Thapar 2 A\ POSRIHIT 70 102 05 BUAEE, R ARG AR 26 b (88 5 L. #8 Chipwhisperer K45
AN, X R STM32F1-STM32F4 JEAT 115 1 4 BUali s 36 45 B B, IR+ ) 7 vk e 76 48 A 20000
SEBRHIIZE, 2500 257 AR %S H AR PUE AT IO S LR, BT 3 KPRk Ak e B AR R, MU DTIER
2 ST 7 RE RS AU T 800 2% BLIZE AR [ 1 0, 38 B[R] R R, O FLRESS 751 F 50 000 4% B HLIZE I 45,
1500 BB ROARITE LT, {4/ 230 &HULREN SZBL A STM32Fx 2] XMEGA F#5 ¥ % B0, FEHLL X 2% U
W VE A Y ZRIT E) AR, 7 ASCAD HHis S5 SEI0IAEE R, 0t HAm AL 408 04 50 A1 100 [RIRRAR, BEAL 5 il L 75 94
65 F1 100 A& 39 RV AT 52 1 i1 25 5 Al fide 4 4.

RO HARA AT SRR (5 B 37 BT AT EL

Jrik: 237 5 5L R
TN ™) M4 BT AFRIERE ., WA ERERR B SRR APk
TN Gt 2+ ARBEA ARSI TR/l A B4 R UL 7 R KRBT H LI
TR 2] B Il T L BRI SxE S
LR 40 ARIFEIAS . AN A S B b v % B e Sl s AU 7 R 2 ARG A B 2 3 (K R

R 10 AERBURSEAE B F R & RINERTEREXS HE

ik EREE h R M R R S

KA TR Wk HUBS PO E YUl s AR

e R0 RF-B 0.3-3, RF-K7-4 (1 GS/s) STM32Fx-C7.37 20000 2500 20000 Ngg: 10
il Chipwhisperer STM32Fx-C7.37 20000 2500 20000 Ngg: 3

[ 154 Chipwhisperer STM32Fx-C7.37 20000 800 10000 Ngg:3

i 2 Al S Chipwhisperer STM32Fx-C7.37, XMEGA-C7.37 20000 800 10000 Ngg: 40
SRR, RIS N2894A, LF-3 (2.5 GS/s) STM32Fx-C7.37, XMEGA-C7.37 50000 1500 20000 Ngg: 230
ASCADegy50, ASCAD ey 50000 200000100000 EP: 9

LK ) £ 0 B z% ASCAD jogy50, ASCAD gegy50 50000 200000100000 EP: 65
ASCAD jogy50, ASCAD gegy 100 50000 200000100000 EP: 100

B £ -CII B AIER (MHZ) )3 R4 8 I A0 A0 (15 7% EPAR AR B0 o il o A 2R A S Npf R B i h BT 5 U4
STM32FxAUER I KR STM32F 1-STM32F4 (1 4 45

SR, IXABSAT AEAR AR I 1 R, R 00 H AR 46 (AR S5 2 B B 5 1 H e B I s 45
SRR bR SR R AL, AT YRR B 7 Bk P, XA A e S IR A A M
(K FU bR, R AFAEIR — N8, (BRI SR AE I D U G T it PR HO5 T )BT AT BAT — € B . Jl i — AR50 R
TR, W FUE AT DLl B AR A B B 7 Az e, AT A5 2008 SR B 5 A BRI 14 SR B0 TR LA S AR AR I R AR
o, By m] LAE L A B A 8 24 R R _E A T R SR N SR, SRR E i i e A > 977 5K, AR
/b B LR TR SRS TR S b AT R B, DA AR I 0 P 5 A B
52 HEBRRETERRITREBHA

£ H AR B TR R 265 B3 5 b, 2o 8 TEBGR IS H AR BE& AR5 B, JF H B MR P B %2
PR %3757 A A PR tE 0. BT H AR B TOVE R AR 25, B & TovE A AT — 15 Bk 51 S A AL
(RIS A SR 30 i ) R A 15 T8t 2 Al e R S S o 0 s P s DUGRE S A IR ARSI
, WETTE SINTE B ERS 5 SR IE T R R D 5. R I, AS SR VR A X 2L 5 7.
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Cao %5 N YHE 45 5 5| N KIIME 2 5 (maximum mean discrepancy, MMD)®™*H5i 25 F - i 3 91| 2t p A
SR BT e /ME MMD B8 Lyyp F193 84500 Le, AR RERS 27 5] B & A B M B N 3oR. 24 R4 L )
FIRN L=Lc+ALywp, FoH A F T RBE Lyp MIBCE. FEAS [ 10 508 42 PR YR Lo A Lygwp M9 REATSH0R
e ent s b 19 BIREAS A B 4% (SAKURA-G™), XMEGA). ANFISCHL (Rl s . i el sh 5ms) LA [ R4
WE ChFE. R AR AT I, BB R R AT B G AT IR R [ — & & AFEIA 5.
WTEAF B3 5o, AT A 2K SAKURA-G _EIZRIOBE RIS 1 5] XMEGA b AT I, 12 % A R %
RN Z5. SR G R IEA Ve AN R @A AT it . SR04 JE %07 R AR AN R B 4% . AR AR B B 3 5t
R SRR A AT AT RS AR M e (R S i Rl B 5 B0 22 e K, VA i3 AT B I AR
IR 3 B A 7 BER AR H AR B4 1 200 2680028 BN 75 B3R HAR (5 8. A2 2 b Jd MMID 45 5 1% iR
K PR BUR, T AN [R5 R AR B el 250

Cao %5 N\ I Yol s PR 21 5IN B SCA ATk, 1275303 51 N XT3 R ) 158 8 2 $db AT o, i L oe
H brIg 1 A BRI AE 2R 7R 5 YR P AR AE F R AR, " B (AR T A b N AR A BB, R T R A
Yk PR RE . Z I AR I T I PrAE N 4G, BB S wILES (encoding, ). FRZE41254% (classifier, C) A H %%
(discriminator, D) IX 3 &4, fE4 K R AU B, 1E8 5N T BSMORRZE 21 ¢ RI8 FHARL Sl AT f, Horh
FUAEFH fo g T, @ RoRAMAMEAE. 7E SRR TR B, 127 IEAUE T 200 & EFR25(5 210 B bRz AT 45
UG, £ XMEAG B4, 125808 7 e el i Bea e RS, SR, 1207 20018 T DU B RS AY ) i &
St T A B S A 2R F) 20 SRR REEAT IR N AT 1 3K A A R 31 %o IO 1 s TR 0 2R IE A 6 1 3 5t IR
FE IR 56 g TS IERR SR 58 B AT 55 f, e TR EHE— it ie. A, %07 i A5 A8 F B0e i 75 Bk 4T Ak
H, KA — B RAFE fd 22, AR T RE S EL4E P B A 5 B30 2RI

11 G T R H AR TR S R S 5 I I VELIT L. 7 CPDA $dR4E b, I (MMD) )
JiiEREEAEAAE F 200 S T0HR %S H AR YU LR, 83 34 SRR B . SR, 1% 77 VTR I A AN [F] 3 5
I 75 5y IAZ oR 5 T PR A, 5 B0 K B AR T AR AR A R B AR AL b AR R, SHPLE RS 2 ) VA T R 3L,
B REE. ZEAH F 4 R, AHEC T30 (MMD) 73, %07 B0 B T A 08D T 64%.

F A1 (R B RS LRI B35 R L

i MAMERE  BURE BIRSUEEL N R SR PR
i MMDYY REIEIA  CDPA 200 34 AEES. ARCREEASE FRBIAEE R RE
SRR REEIA  CDPA 200 18 Bk R To i b T e 4

T NpfUR B i 2 i if 2 £

W T3 S EORH Y, H AT eI B REAE [ — Bk . A REIA K 54T 0 0. T — 8. AF LB
UB AN ] ¥ #6748 BE AL 32 55 1 AR EAT BB . T BT A8 2 S I 51 NN M RS A MR LB iz N 5, RN
HASSERFE IR 2. SR, X T JC B IR 2 S) J7 i AE SCA GUsRHIWT Fe A Ak T2 P B B, 75 B5E 2 B BORIR
AR TC. ARARHIBTFCT7 100 7] BE B B g ) P JIG B e 8 2 2] TRt I 2% b s a6 A7 55, DA e B0 ) s
PEANEIEPE. A, BB 8 S BRI 7 kAN RESE A REiE T SCA. Wi 45 & SCA sk, &M T
SCA TC B R 7 S BLE, R — N A B L1 5 1)

6 RESREE

MATAT AN DT RO SRR SCA WFFERIH mTT ). A% 0 HFRAE Ty SCA $RELE IR s, T2 iEH]
ARSI, DATHE A2 AN [R]85S P 75 SR B 22 A . TN DA SRR AR X — U AE 102 A, A SOE I X %2607 53
H SCA Tl (¥ AT R APk B AT IR 20 HT AR5, RN A28 2% AT R Rk F TR S HE FE . 45 7R R, AU &
AN SCA BT A PERT FUREAT VEAR R 5. IR, 2 T r] AR AR VR A8 A AN A R AN AR AL, ASCHR T — &
BT BE AT T 7 R A ), SR T 2 AU R SR FKIBIE 7875 17 X AN 475 2 e J2 1 F 1 e, 8 355 52 o 82 Y o
i, N FE R T ARG &M IS 5.
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6.1 B 25

A R A R F B S BRI . 2GRS S 0K 3 AN AR T, DA vl R AR ] L
T 5, Bl T B AR R i R . SERURAR AR )57, R RS R ITEZ — R IER AR EW K
7 PCA. LDA. DWT. FFT &k B35 A, Hirh PCA. LDA FEHEKACHME R | B WA TSI 2R, 1 FFT.
DWT JUHE AR HR AR SF AR, BEAh, TS 8e. U-Net 95 B % ST B AR 75 58 & 40 SRR AT B M3 RAT IR R
AT HUAb B R, 2T 2 WA SR nT B A e 7 RAE B M e B R BB Sy i k. i 7 4 F CNN. MLP
Ay FE Atk 0 25 SR i s vz A AR B SR, 2% 7 3250 B i 3% 35 1A v 46 it DA BCRAE SIUTE R LRt B I ). Bk
R 5 2117 R AR B i ) B & T M B 02 — 5 THL, 16 H AR & Be W SRR 255 B3 5 N, R G 3iT
o A B ORI RE AR K k> RS U BT T S AL, 5 — 7T, 7R AR RS B ARSI S E B, A
RPN, 8 I B RO A BUER S I H AT U BB R £ 5 B & R IEE R, &5,
7 JRIR T IX 3 F 5 S22 (AR RE 2 LR BT I R Bt 37 5t

] % 5 b TR
mo [ men || ek -
i LR . R LA ] TN 3 BRI GEE SN
7 T RIS —> RS RS —> FRERIEZIR. .
5t EWREL ... 15
WEHR A
______ $________j__________ _
s | | IR WA H b “
i [[rmen ]| 2z (Gasmn || gomme
¥ PCA. LDA. —> MLP. CNN. —> TN+
ES DTW. FFT. RE. SVM. PIE7IBa 2=
EDA. U-Net... JHRL T TLILBE ...
#5 HRARTR 8 A AR TS SRR
I ST AR Bl R R 2 WA

K7 B I07 0 m UL N T 5

T SIS A R R TR BOAT AR A BOR I SEBR R, 2 12 RS T & 0T A SR SN AR s 747 53¢, &
ANTTIRAE NG T3 5 SR, AR T SE AN AR DU 2 R BATLAIN T AR 5 AT i, A5 1€
i B H AR B 2RISR 7 2, BRI RIE MR RN T I, WHEIe B, 2R lg0r
5 BAT e FOHERR P AE R, (H T 7 ER 2 A B 5 H AR B — B, IXAE SR PR I rpodE AL, O 7 S 1
LS S, AR ST S SRS O AR BB YIRS th JC VA SR AR AR A TS O, RERS SEBL I RS A
ki 1905125 AR ©A STRRIIT AT, 32 SR IR ERE EEHE P i, e <fRERAE R, ~ARTRAE .

AR EH<A R R A <A FER S G E <A R SEBL () <A RSB (E )= AN R LI (RS ) <AN A e 4%

12 FETTER LB S RN &=
ik ERHA B FE S T B I 5
PCA AFIEA AL (#H3h)
N DTW NGBS NE)) YNGR S
A
BT EDA RSB () ittt b
FFT A& (. FR) HKiE—H e
\ CNN (R & £ %)) R HRIEIA
55 125 4 . A
PREIE 51 ENELIES ARSI (513))
. {40 (MMD) R AL B RRHL (F3)
- TR % 5] PNGEIEN RS )
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62 B H

gE5 E A AT BTSRRI 0T, 28 S0 46 211 1 75 1 — DR R R Sl 13 T O 1), BLAR AN T

1) 7E B TRAL FRRT 52 Bk 28 b, LA F 52 W PCA. LDA. DTW. FFT & T KB LB s 5, H
KT R ATIEIR . BENLEEIR . B EPRLS) . PeRERIRERD S X 5 6 AT 1HE. 7E Rioja 2 A PRI I R 56
UET PCA XHERDRE 57 % 4 1 FAb B TE 30 5 BB AL 2R . 0 7 B YIZRIY EDAL AB. U-Net BEXE 761X J7 TH 4b
FAE ) 5 5, (R X BRI AR RSP B, ARSI S TE R R EAEAE — s . Rk, L E RS
MR ROZE L, LIS S AR B T2 i T &,

2) 2 R AWM B2 b, — 7 I 7 BRI TS5 [f — 15, AN A &A1 52 563 Skl e 2 gl A%l A
B 1] Zhang 25 N ORIRT FUAR R T A4 A FET AL FE B AR SR St (7] S5 R S A 156 46 (0 9 4 4% Tl TR,
1E2 WA USRI BRI, U anid 5k A A5k T A B8 vk, 6T o A [ 2 20 5 1) J AR S A 8 4% AT B & 1 2, o R T
ARG 2 [0 22 52, S B AP 2 AL 1 2% IR R AR A0, 35— J5TH, 2% &I 2R SR IS 1) 3 Bk s 2
TEL T B2 A B BB R4, Re R TEsR A& RAE MRS B3, HERD S — R VISR R AT A 5L
H A B 2 ANEAE 2 55 1 IR B 4R R A (V032 A 2, Sl RS A M B s R A A5 R T 1 7 1.

3) fEAE RS W TR 2R I, Cao 25 N PSR HH G I B RS 2 S (7 VAR b 554K T BBk 2k AR 1 4 1
RIS BT R CERSRIbr2E B, AT E D EPIEED). %25 5B &L 5 TR, KRR PZAELE
X7 AT AT AT PRI 8 vk, (8 MIMD 32547 501 14D 58 I ot A% i 0 P e 36 A o BURK, 78 THT AN [R) 34 46 ) 75 22
R 5 T % R Bk SR I R A BB M R, (EAR AR 3 S A% s 2. BRIk, A 0 BEVR NI FUAE AR P R A R 00
FTTE, AR MMD J7 37678 [ PR 55 0 R B 77, ook, FEXHUER 2 S 07 £, FER K BB AR 44
MM 2 SR IR E, BE R B /NS B R V. RIRT, FEART 5 R op Rihie T R R 7 &,
%7 S S F T o JSHER R AT X T SCA AT 2R IE 8 R 2 57 F (M 4%, L BUE 2 RAKH (i ASCAD
KA P 5 FEFRUA 1%), 51 AR e FEGUT B AR, ik, A 0B 4R X R RATHE S
ST

4) W A5 37 N 3 5 AN I HE IR, s 2 R 328 T A R 2 4 1 &2 4 T SR il A S n AR R AR A P v LR
TEAEHE 2 A 10 B BT B, AN RO B IX 75 SR A [0 (0 DA 2 B0, X B R A A B AR R B B 2 AN e 2 5
. Bk, shas/ml i oy A2 RD g . Hp s R ] o NI S 4B AW R sh B, X B Af1 15
Z4y . R B AR, EAE GBI A M LLYIN . T 4 2350 T S R, A e Tweak {8 AT IA %
W et BRT, 9RA TR A T RS SCA S iX S8k (g . 45 iR, 3 T3E 2% 51 (0 SCA
S BlAS /AT 1 43 2H B R B P R A 1 v R R RO A% 2 S B RE RS A A3 @A 28 SCA &N A [F 2 R (3% 5. Bk, A
T8 % 2 58 AN [ W /30y 2 43 20 26 ) (1 VT RS A 1 3 B AT 43 T 2 A 2R, %0 1) 4 BT 9 3 B A THT M B AR X
AL S PR B AR ) 22 A R I

5) TEA Rk (1 AT RS A P 5 SR, ALY T AR — AN A AT B & AR Pl AR v, DS S BGhH S TEA
Wi TR HER BT Mo 5 R AR MAT I LR, B M — VR f R SR BRI R 5. DTW. BRI
DA K B K1 22 5, G M 0 o 1 4% 22 S TP AR SR A8 T —LE Rk, SR, B RTAIF 8 A A — N AT AT PPl
FritE. A SR I 70 75 B AN 58 2 15 2% A DL VA AR v . ZARHE I 8 | E RN FREANRER, AR EAR R T %
HA . RS, SRAEIREESE, IO T B O T B MEAAT B I () R A, YA R R 2% B A E I e E
THARTEA [F (0t A0 AN S Br B Hh #R A 19 21— B 45 538, AT DR UEJC sl F .
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