RAE2EHR ISSN 1000-9825, CODEN RUXUEW E-mail: jos@iscas.ac.cn

2026,37(1):344—-377 [doi: 10.13328/j.cnki.jos.007413] [CSTR: 32375.14.jos.007413] http://www jos.org.cn
O EBLEABE PAFRT T RRBUITA . Tel: +86-10-62562563

BREB S DeFi thlimER MR AR LR
BAES AZET RART BEE AERT RS K W BERY Aa

(R IX et SRR T R RS A B H O BT HIR K ), dE5E 100191)

LA mIR RS N g% bt, Jbat 100191)

SOh A Sz R, JEE 100191)

P EREEBE AR AT AR SRR R 88 %, bt 100190)

SRR X B 5 i - AT AR, JEE 100190)

(PR TEHLERE, R 300071)

JE(E1E#: BREEYE, E-mail: wangjieqiu@buaa.edu.cn; 5KI0AH, E-mail: zhangqn@buaa.edu.cn

T8 AR A RS o) T AR, KA T R A g Ak 538 A e Thdk, BMERIMRT &

% 3fb A @k (decentralized finance, DeFi) #-iX. &M, & XS4k 6 beik K &, %5 484294 DeFi W69 24 19342 A

HOE, KT REXEHANALRAERA A, LR, ST AK RS F DeFi i E XL FMHRIAT

R R B AR LT, CRAZEG PN EFTZE. 24HEL T IR T/, E T HEE45 DeFi th

PR TRAR AR RAELR, 5 5 AT 48429 F= DeFi - A~ B & 5 R £ A oAb MR K AT, BG4 7
&, TESM T KiEZ AR (large language model, LLM) 45 4 £ 240 5] % A 5 4% 4 75 ik 45 609 R R AR M 44 R 2

0L /& DeFi X7y @1, & Sl K H432 T DeFi iUk 69 R B A AR M 77 &, FHRIT T sk R A AT S )

fﬁ;—éwtié%% FRobE, #RANT IUA 472 42 DeFi WhisUim iR AR 77 & 09 8. /e, A IUAT A il 7 i I 6 BRER HEAT

B, TR T ARNMR T @, §EAT A5 DeFi X6 s A MR AT 69 S A48 X 3.

KBEIR): A A85-29; DeFi Wi IR, K52 AR

EESES: TP309

5| A% X SBRER, DS, SEENS, i, R ER, SO, B, R, A SN, B R A4 S DeFih RIS I HOR ZRIE.
BEE4R, 2026, 37(1): 344-377. http://www.jos.org.cn/1000-9825/7413 htm

F3C 5| % Jie WQ, Qiu W, Huang XP, Yang HF, Zhao GQ, Zhang QN, Xia Q, Zheng HW, Zheng ZM. Survey on Vulnerability
Detection Techniques for Smart Contract and DeFi Protocol. Ruan Jian Xue Bao/Journal of Software, 2026, 37(1): 344-377 (in
Chinese). http://www.jos.org.cn/1000-9825/7413.htm

Survey on Vulnerability Detection Techniques for Smart Contract and DeFi Protocol

JIE Wan-Qing"*’, QIU Wang-Jie"*’, HUANG Xin-Peng"*’, YANG Hao-Fu'*, ZHAO Guan-Qiu'’,

ZHANG Qin-Nan'?, XIA Qing’, ZHENG Hong-Wei'’, ZHENG Zhi-Ming"**

'(Beijing Advanced Innovation Center for Future Blockchain and Privacy Computing (Beihang University), Beijing 100191, China)
*(School of Artificial Intelligence, Beihang University, Beijing 100191, China)

*(Zhongguancun Laboratory, Beijing 100191, China)

*(Joint Laboratory of Blockchain Technology and Application, Institute of Software, Chinese Academy of Sciences, Beijing 100190, China)
*(Beijing Academy of Blockchain and Edge Computing, Beijing 100190, China)

S(College of Computer Science, Nankai University, Tianjin 300071, China)

« SEEIH: E K E AR (2022ZD0116800); H 5 H 48R £ 54 (62141605, 62372493); [ {8+ J5 Bl 2236 4 (373500); AL it B4R
B4 (2230001); AKX Pt 5 AT S =i R BT L R T E (GIJ-23-001, GIJ-23-002); ALALECNAT 3R (KG16336101)
SRR T 2024-11-13; ABCRET ]): 2024-12-26; R A B [1]: 2025-02-12; jos 7ELR HE RS [1]: 2025-09-24
CNKI %145 8 & I ] : 2025-09-25

© TEBREEEEIEDT  htp/ www. jos. org. cn


mailto:wangjieqiu@buaa.edu.cn
mailto:zhangqn@buaa.edu.cn
http://www.jos.org.cn/1000-9825/7413.htm
http://www.jos.org.cn/1000-9825/7413.htm
http://www.jos.org.cn/1000-9825/7413.htm
http://www.jos.org.cn/1000-9825/7413.htm
http://www.jos.org.cn/1000-9825/7413.htm
http://www.jos.org.cn/1000-9825/7413.htm
http://www.jos.org.cn/1000-9825/7413.htm
http://www.jos.org.cn/1000-9825/7413.htm
http://www.jos.org.cn/1000-9825/7413.htm
http://www.jos.org.cn/1000-9825/7413.htm
mailto:jos@iscas.ac.cn
https://doi.org/10.13328/j.cnki.jos.007413
https://cstr.cn/32375.14.jos.007413
http://www.jos.org.cn

B 5 44545 DeFi thpURRA M K 424 345

Abstract: As core programmable components of blockchain, smart contracts are responsible for asset management and the execution of
complex business logic, forming the foundation of decentralized finance (DeFi) protocols. However, with the rapid advancement of
blockchain technology, security issues related to smart contracts and DeFi protocols have become increasingly prominent, attracting
numerous attackers seeking to exploit vulnerabilities for illicit gains. In recent years, several major security incidents involving smart
contracts and DeFi protocols have highlighted the importance of vulnerability detection research, making it a critical area for security
defense. This study systematically reviews existing literature and proposes a comprehensive framework for research on vulnerability
detection in smart contracts and DeFi protocols. Specifically, vulnerabilities and detection techniques are categorized and analyzed for both
domains. For smart contracts, the study focuses on the application of large language models (LLM) as primary detection engines and their
integration with traditional methods. For DeFi protocols, it categorizes and details various protocol-level vulnerabilities and their detection
methods, analyzing the strengths and limitations of detection strategies before and after attacks, addressing gaps in existing reviews on
DeFi vulnerability detection. Finally, this study summarizes the challenges faced by current detection approaches and outlines future
research directions, aiming to provide new insights and theoretical support for the security detection of smart contracts and DeFi protocols.

Key words: smart contract; DeFi protocol; vulnerability detection; large language model (LLM)

X Hetk M — R A AR, Bt fh, RuT5isc, B SR, B B8 & 20 PUE N X BBk i %0
B, MIBT T X rTgm AR (R PE, (6 0 mT LARI A B S AR ARARE SR g 8 AN A 2% S B, KRS X B
BN RSB Bt N EE. TSRS 2 ANUR D). e I EERE |, 25k 4l (decentralized finance,
DeFi) 13 LLRIE & J&. DeFi P SO B RE A L3248 7 EAUSE RN & m R 5%, BlinfEoe, e s, fshteis
W AT AE S A 2055, DeFi PRI S5 Rt A dE L ip O IR B o M4 BE=ish il nT 4 & A FF
T, VR P EARE XY B AT SO SR 5y, AR 3E 1 5 A TR s AU &Rl T ik fe. SRT, 1X LR AE
J9F R SRR R AN G A R B, OB GG TR BIRIR R A L2

B X B AR B 2 N, B Re A LR DeFi st i 2e 4o ] b ko™ 2 01, R 144 IX B 2B 25 R ik
TEISAT I . & Re & ) IR P B BUARBA TR T 22 5 Wi IR PEANE A 2, (Rt A4S — BACRE h A2 FE IR, (B2 E X
LeIR IS A N HE. B3 DeFi 2EZS RAMIKE, B ReA LI 224 n BUE P (W 2 DeFi VMY, S8 T T NE
AT 22 A KRS, TS A 1 BB )2 A AR BT AT 4 AT
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o L NN o L
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TER R A2, BT T U 5 ) BIAT B PSR eI AR B BB, SRR A
Y8 55 b 55 R B IR TR 7E S2 s 22 4 S v B0 B 9 L AE 2 2 BT U 4, 2021 4F, Uranium Finance £ itH45i2 S
HRBHEZ THA 0, BB E R, 3Rk 5700 773 a2k U 2022 4, XCarnival B TR 5B AR— 2L, Ak
B4k AT (non-fungible token, NFT) f& Seith 7EAZ &) iod 2 o T8 2 g & 29 Moty B0 i@t s S A8 N Dk m A 32
T, FER T AN Sith, 3R 380 TISE oM

DeFi W SCHF B — 8 Be & LI AL, M55 T2 DeFi B, BTESCILTE A1 B4 a5, i 2 /-
EARFGFH TR, ooy, 90 s2 5 5%, BT DeFi MUHAT B R K 2G4 M
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Fek, S80I 7 R DN 57 90 X R, DR AR SO R 44 DeFi B2 TR

L b, DeFi WS 51 & 1) % 4 F AR BEAN X B o2 A R dh 0 Lok, BL3L ST 2 PR 301 H 2 el
i, M 2024 £ 9 A, 10 KECH WS FAEF, 1% DeFi PR 1980 o5 L sk 39.01%". 14, 2020
A bZx P FER IR I TS ML R, Bk 3 lid — RS R G TSN, & DTELT £ 800 5 3 ol
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RN 5, R SRS S a2 HEEHIIZ S, PR E &SR T 9101 6!

25 LATIR, A REA L0 DeFi PSR IR AN AN 53 F P R4 BB, 58 5% A X BB 4 i A R G deoe M
VAT 5 8 ey il B KB B s T B 2 A RN SO 3R P 388 o, G o A 2 b AL 88 8 29 F1 DeFi s P i
AU, CRCN PR R X BBt R 482 A ia AT A Bl 7= b B I DG B8, BE 25 8 FH N L% f¢ (artificial general
intelligence, AGI) K& J&, KiB S (large language model, LLM) N #4215 DeFi W3R IRAS B A 3 5
MBHL T LLM B 45 A EARIE 8 R S AR S5 AT RE D, BRERERETR NN B BE S AR RS I E 208 18
SRR, RSN FF 5 ) RIS L X HURE B AR B 4% Jg il v A 1 R o LR TR AR X, AT HE S B B A A
AV — BTt

1 5]
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Wt AR, HER T SR G B R TR BB M 1 R 2 B, 20 M 17 24 I AGH I SRS X 52 2% s IR 5 T ) J PR
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BT IS FH AT 52 R

£ DeFi PSRRI 7377 0, ARSSWTTE i R R, BUA SRIBAETTVE 2 B sa A R G B B 45 T
THAE/EA L. Qian 25 AN PV 0] DeFi %24 PRA 1 IRIAAS I T BAE 537 2 2% DeFi Hhill i (A MG Ashis &
TRME A, JEH T DeFi Baift) 6 Ffre oy, SR 12 73 0T S i 1A $ s 1) 78 o v B AT B, R BE 78 70 S
DeFi 2735 i 2 AL I B e B R IR 28 2L, (RN AZ 0 70 DeFi WSO A I 75 V& B Z R 546 73 9% Chaliasos
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W77 32347 BAR BRI R IR, R BESRALET X AN [E] DeFi Iila 2820 prA I+ AR X bh 434
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AN FLAE R R TR PR 77, 33817 2 2 Sk FRVRIE 58 £ (307 RO A0 A A B ST 3
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Mgt AT AR M AR IRIR SE$8 DeFi P AL 5 T 7770 B, {3 43 Bl 4 i ie2s i 34 446 75 A
R AESREIHNAE . PLELTT. BARRRIRR 7 Na @488 i f@ kR mig.

WSS TR P B DeFi W 5N T 4548 T (deflationary tokens), B 7E4F X ST 5y I 44 5% 38 434X 1 LAYk 2>
SR B Mo ml A4 R X — AL, g 4K T 0 U BRI T A e e, A TO iR A A, LR = AT B A
BRI, X BRI E T W R A B AL A T, 25 5 R R

AR T\ O s 3 e B R R S o A T R B, AT 4 A R T i, B T
B RUR R Bk, S 2 P BORN R T 383G At 5. Bk iR B 7 A R P W B30 HR AR T80 T R ORI AS 32 R 1)
ARG T I BIHLAEAR TE AT 43  45
222 B TRINR

B T RN TS VL BEFEr 5450 B 2 D AL TE BRI, 1 R 20 11 T DAl 0t 353 B O M T it
M Bk AN BE AN 5 HLR g S ok 7 20, 35 Bh B & R, Bl 2022 45 8 A 1 H, Nomad E4EH M 2| B & X, 1.9
22 TEIBIE B e IS . 18— 44 Muads 3 SR SR FH IR T 37 KR B J At B 2 B 4 43 21 2,

EE M OV AN ] X R T & 2 RO, SR VR B8 A BAEAS R B 2 R AT 6 88. th T I EMR IO B 24 1,
2 VRN DeFi A4S KRG I — N B8 22 1) . 5 B A U] 3 A A AE T B8 =B RO . e AL DL Je 22
HERZ LRV EBLAIX 3 AN J7 T 755 =80 AR TS A TH, 5 JCKs B IR EE BN e, FRAE H AREE RO L 5
FER T A0 SR BORE OV AE TE IR R, Bodi o vl Rl OhiE 2 5 B SO SR BT PR R, SRR B R B .
R b, Bl WL 7 ORAE 587 7R U5 RE IR AN AT B 2, T RE O L) 0 ZUAA DR AN FE AV 2 R B A BRI 7, XX e
ZYMIPAT FOIRAS FP 5 1 T Bhsk, FR RS 58 K £ J7 2 &40, 1T Re L& 20 EPRES A — B = R
JHCE IRV B8 UE ML 77 TR, B B 04 222 A P v B MK T B0 AE AL ) 09 5 38 . S B0IF 1 s sl L i) 32 2 Moo, T
Al REEIT 1R AE R S B AE 5 s UIGIE 45 R, SRR P W ARVE L Al k. WS REIAIE I AR o, A7 AE T A RS B AR iR
FEI Bk, Bk 5 nr R B R 6 10 HEAT AR R N BB B ik 78 2 8528 BT ERUR AL 5 T, B A T
ZANEE 2 1A B A LRV PR R, U o] SRR I B < LR . TR — Bt T e A A% OBk . DR b, ANF
B [ ) 22 A AN BRFA RSP DL 22 5, X BER IS REMY B4 RIS B G — 12 & SRS SR AL T 2 55 2 VB TE I 22 4>
Tl

e A0 T AL R FE T 2 A0 B AN A B D T T T e T L, Aok LA (R R e e i,
Yot IR TR S AL B AIR (WM. R i A SR 55, (8T S AR IS I RE B3O 5 SEPR T I AN
223 BPRIFIRA

R 2 57 —AFAE T DeFi Wi (s, 32 2240 A SR s P R0 R U1 e 9 2. PR R 4 (R R B 3
TR o 45 R e LA AT PR 00 8 A SR 0 LR 7 BT R IR AURAE, &% KA T B S AR P R 2 . sk
R T 2 B B ATE R AR TE B 4R 10 B, 5 S0 AR A 15 314 B0 BR 1 Bl OR 47, AT 4 Bk 3 0
2024 £ 2 H 9 H, XPEE#3LF & PlayDapp K7, 2% AN {% T PlayDapp (PLA) fRAIZ BG4 A ARERIT
A, AT AR T4 ReA 2K BT A BURIER TRURR, K R 2 | ik s b BB T OUE & 8 5 HRR HF3E
PAEIE T 2424 PLA AR P,

P BRI A7 U — Pl WL T DeFi £ RS0 IR EAT N, 8% K AEAE DEX s sh it . Bk & @ % 2 0
H eI E BT R BN, 7R 5] T REREE M S AN B G, SR RGE T B 1% 4 simsh v, S8 %
F P I (o e A k. P BT B A DU L B R T A B R o, T R AR A AR, AR AR
H/INET A 5 B, A 755 B 3 U B (] SR

URR BT+ P72 6 e ats 25 1 FH S0 0 Bt B R B2 T 1 S BB, 51 dn ks 2 AT DA BI B — AN B e B 4, B S
M52 22 H, ARG RS HIEFE FR3RAS AN 24 FR, 33 1 SZE AT LA AR e 32 BL3% 1 FH P B 87 R T oA R B A 38 1.

AR T3 kA ) TE BRASBR P TE PR LA — T Th i, 16 7 BENE T2 T 1 5 R0 i A L4 2 £ T PR o) b At P A o /A8
MRRR. 8, fERE AMM (B0 Uniswap) - HEA7 22 #emt, I 7 ZEAHE R RE & 29 6 RBMATH A IX LR
M. FEXFP O R, AT HEHE I T PR PR S vF Pl 3 A 2015 B O B TE R SR SR AL, 3 mT B 4t Bt & F)
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M, —BZA&L8CEE R, R Tl s k.
224 HEINH

FEF O bIA R, 0 H A S RATIREART, FA RN TS TS 5, ETHISHEN. %
SOy B AR BT, — RN 5, IR R 2RI MR 3 R A Rk v R il Ja 3Bl B E R
FHAZ LA B0 I8 TR SR 52 i 35 225 2 Rk e el H ). 4 2022 4F 4 A 17 H, DeFi i H Beanstalk Farms # 75 HX
1.82 2.3 7, JR IR & — 44 Brai & DA N s B (0 3 R kAT 7 S, T S 7 AR T B B IBEA, L B B e ¥ BT T %
KRG A

HERICE VO P B T MR R B SR EE ST N, X T A I T 2 A ) P U S K R v
BT, AN E AR R, MRS R b HIE S BRI R R B E @ R 5 A R R
%, ik I H S e 2 A Ol &2 sch OGS4, I B T DRI AR e B M IR IR Sl iR
P S 4 By o ik PR e v R U A

3 BEEANS DeFi thillUmIEE N 75 3%

AATERT R B8 A LR DeFi 302 IR IR 2 AT RN 5 2 A 48, R e A A2, B Tz i R i 28 A
AR B HLAS DB AR B, B 51 CLRE A A8 76 2 PRI 2R Y. DRI, AR ST p DRV TR 2 I AR Y1
TR S A VR FLEERE . 7E DeFi M U2, TR AL 2 [0 22 R 8K, K2 Bl 7k R Best % —Fh
TSR EAER M2, 3 B2 DeFi MIGRIFEZEEY (Qva BRI 5 Z 8 2RI F B, iApdt— 255 70 588
3.1 BREESABRRERNGE

A ALE BT BE B IR TR IR B AR S £ (36 adi b U525 5 80 R A 20 E IR TR I 5 V59 9l 4 2K B
IYMTITIE S BRI TT R . B TR S ST T LLM 732, BEJG, 23 X G080 B & 20IR IR AG I 7 92 A0
BT LLM HI8 B8 & Z0IRIRAS I 7 v AT B 45, FRIR AN AT LLM 768 B8 & 20 IR IRAS I AR08 1) A Je v .
3.1 EESHTITE

BT ERIGIE . RS HAT 15 BT LA R T HR (1R R B2 ORI T R3S TEFE PP R PAT IR A FRET, &
SCK G — TN AT . AR IR X R R I S TR, B R R FTE IR A R B A B
F. e A LIRS U R B s o B 5 v TAR R AR ] 4 o,

7 wmme O\
%It: ; ...... F*
s it KEVM

= i LLVM bitcode V

5
E| — SRR SR PO
i i Sli —
T IR

Lo i LLVM-IR
&) Ao i XML b

—S

.............................................

PRI ET(CEG)
PRSI (SDG)
i ERKEE (PDG)

B4 BEeALESINTETAERE
3111 TBLERE
TERANIGUE 2 — Ful T HOFUE R RAAT AR TUHIEAR, IRk E Z A T H R & A2 M)
REIETA MR IGIE. 3 Be & 2B AGIRE B 7E I8 I P 5 B IR, IR S WTEE SR R 2 et
U C
Bhargavan % A\ "% F 2016 4E7E PLAS 2 _EHE 36T SRR MHE LS, & 1T T30 2 fe & 20 (1 22 4k
AL RE IET M. AR SLED G B R & AR F B S (FF), EIRARD AN 75 i 2 5 347 12 04k 4B i 78 B A
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T Solidity F F*[H%E L EA EVM TR0 S 90 8%, B R E AR F 200 x4 L 3T T AL B6AE. BERE Fe N8
REA 2 UL BAIE SR i T — 5 W T B, 3558 7zl — 20 R R I 3551,

Kalra 2 N USRI T ZEUS, 7EFESESCHR [102] TAERIFEAE b, #—0F % 7RI )77k, ZEUS 454
SRR S ARG I, T B & A RBEAE. % T H B % 2 e & A48 LLVM bitcode B [AIZRIR, 454
Fih G AR AN R 5 AR M AR AT 56 IF. b S AR FH S5 5 3 10 0 AR B 5000 T, T 4R 5 A AR A ) ) 7 4
IR AS 23 6] e HEAT B0, DLI AR 8 B & 20 122 4 1. ZEUS S8 IR 5 B 40 4 R SR A 27 ) 4, B 48T T
B BE A LUIRE R TR M R R T, R SR A AL FE A A A A N R IR

SCHR [104] $E I KEVM 22T K 2K EVM T2 aU0IE SCRERL, K HEZ8 2 — il T 5 ST $ATHE SO
R ES RS, A BGET ZHELEE X T EVM B RSB ABAT N, ¥ T 5e B EVM 3L iE
. KEVM 80357 Z A EFHABGED 7 A B IR EA:, B E A58 EVM A #ATITE, B9 8 7 2 FiE
A TE, SE RS 5 P75 B ME SRR, X8 EVM IR #r R it 15w 11 RS,

Je BRI BT AR AE AT I AR BGIE (O 7T, 36 TS FE U 4 HEZE () HoRStify™'. HoRStify i@ it 40 #r
T2 A 00 P, A 402 8 R 240 o AR B AT R 2 R (R 0K 2R, Rl I R g ) AN 24 R T 1) S A AR R, LG
UEA L% 4w k.
3.1.1.2 FFSHUT

FF5 BT S — P TE R B8 B L0 TR IR RS U o 32 B AR, oA 0 e AR 7 A8 Bt SO A5 AN, S IR I AL
FEF AT B A%, 20 W] e S SR TR RO 251 10,

Luu % A PMF 2016 4542 H T Oyente, 3% & 1 AME A 755 34T H ARG 0 58 & 29I T A, Oyente E 4L
HEVM 565, 3 M s H10 E A AT S OIRES, FIH 23 SRIBAE T B AR L3R, TSI A2 55 03 (0 #io Bef
PR . S AL TR AN 24 0 B N IR 2 ) L. 7 b READ B Tsankov 25 A 42 1 (9 Securify i EVM 351
W NE S IR E L R LR TR, HES B CF L, DRI & 20w et R Securify 784 BEE{E & MEHERE I
A IRR, e A %D T F P RS B T AR R, BV RE A L% P i EE T A

JE BT R Ak T E TS PATEI DTV, tn TEETHERU AT SAILFISHPY & 4. Krupp 2 AR T
TEETHER, iX /& 14N G818 E 2118 514 68 A L0981 A2 B BG4 T 5. TEETHER 3@ ] TR 178G, f i
I P, A6 R AF S BT 0 M B 4, R AR AT R B B0 %42 Bose 22 AN PR T SATLFISH R4, L3 T6
RS AR RS AR — BRI, SAILFISH SRR A3 HT 7 ik, il i 42 S AR R Wy BOR BV (TR, JF A5
BRI 5 R AR A 0 2 43 T BAIE IR 6 B s
3113 {5 ANHT

15 TR — R AR T AT R, B 7RI RO TR Sk B0 AR 2 8] (T2 1 0. 16 8 Bl 20 R T AR 00 H (g 02
FH, SR AR IO AT PR EE S £ (AT BE 52 AR N0 (IR0 ), 75 2o A vl AR B ARSI v B 5 550 4 vl Ry i 4 1),

Torres % A\ U7 2018 4E4R H T Osiris T2, & [T R0 LAK Y B 8 & 20 b (0 8 50 R . % T AT
BREA LR TR A R 35 R B, R A S BT B A L BT B 48, R T B 0 B0 R AR N T I R,
Osiris 1§ F¥5 s A M B AR IB BER S IR RIS (75 8) A L BRI 42, aniRIX s is s m B T 36 34k, i%
BAE bR IC B IR,

Ethainter T2 UV T K00 LLOK I5 8 B & 20 P (0 2 A5 BRI, Ethainter 755 BRI ERE E, 454 75
P HTRAR, VELNER A A 2 P SRS FEAL ), B R T T B 16 & 2 P A4 B 42, M 1R 5 HE AT B it < 1
HLH KR TR A 15 B AT, SmartACE MEZE UV F 304 5 2 B e & 40, LR AL KoK E A 14
2. 1575 A HTHY B, SmartACE FIlFH RS RBAR, 4 2 i S 7 78 (IR TR 42, TR T & LIB0AIE IR RS L.

JE St LT AT SR R IR IR TS S TR I 3%, 10 Ghaleb 25 A UM B AChecker T B, &3k T & G
A 2R U ) IR I, 3R S el = A U Il B ) SR U 9 & 240, AChecker 1 S I i AS B T 40 AT KU
H A 2y D7 [ AR 2 S R SR S AR i, AR5 A A B AR 0 1T SCBURTS AT, BB IR L e

B4 BUREAE R I m.
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3.1.1.4 HaFER

I () 2 VAR 2 e B 20T & — Pidid i & 2 QRS # # H [A] R 7 (intermediate representation, IR) [
T, DME AT S0 S 2 S RE B 1 2 W R EAIE . X V2 RS 4 Rt 8 R A 20 RS I A% 0o B R R4, Ak B 2%
P, DT 5 25 5 R 98 7 1) 22 AR TR OO0 JEAEL WG 8 BB & A I AR B S A B o — R AL 1 . R 2%
SRR, X FR R TE 28 TR T B FRE S, R T, B O T FR 7 10038 i 45 46 R R

=58

SmartCheck™ ™M |l XML M # 1 A 227K, B & 11 Tikbomirov 28 ATE 2018 4E4R HY ) —Fh I T 25 20t
(1% e & 29 I IR AS U L H.. SmartCheck X Solidity VARG AT VA FIEVE 23T, 42 B XML AT AE Sy i) 7,
SRIGFIH XPath A I7E HH RIS FAS IR & (IR TRI AR 3, AT ST & 240 1 4 TH AR 4 o AR R AG .

Slither™ ¥ Solidity & %14y SIithIR 1 A [ RSB A8 M. 12 L B TR R LUK B e & 24
) L 22 AR STithIR SR B s s — W 30, HEEL & WiTL 4R &4, DME T i & 201038 U5 B Slither £
% N DL RR P 20 TR, WO It o0 R S0 B, TR SCRFARRS O Ak 5 I IR RS U, 3@ 3 /8 SlithIR, Slither
FAET RIE ARG, BB T A8 QR IR B IR TR iR,

SmartState “*IR1 EthIR™ 143 51l FF bR 25 46 50 P A0 U 36 it 2 % /Ol v 1) #6715 . SmartState HE4E HH Liao 25
NI 3 R TG D i 20 rh BRIR A TR TR IR 2 ME S 3t IR B IR A I O R BT, B RE B A
RGN 248 5y b SR BUIR A< 2R, A IR A M P m et 43 4 P o ) S B A X, SmartState BEWE IR 550K
5 [ RIS V) M 94 PR 2 A T, 4 2 3 24 7 ) 4% 1) ) S BEDIR 2. EthIR 2 1 Alber 25 AU R LUK B 4
) 5 A S MTRE B, 2% 7 V2008 3o 3 1) T A o AR B3 5 0 g sl I, 48 U5 # HL %46 RBR. RBR i 30E i
AR, FE N R R, TR IR TR0 (5 Rk o 5 T i i 3R, ik i Ff [R]85, EthIR B
R I B AT TR, SR S QMR R I8 . SRR FESE v Bk AT A S A3, B8 158 T 7155 4%
Hridifie
3.1.2 BTk

BEWIIAR (fuzz testing)!" & —Ff (B SUAK A AR A, FI T & BURE FE b O AR AR TR, & k)32 B T
BB A A RIMAR . BARE, BORIAR R — R E I RSN T BENLER R AP AR R SR R AR A R TR
(AR i, AR BE A 2000 1R SR, BRI B A oK A B L N B5HiE, IR I SRRV A 5 R A% B ik
By, DANREE B 20 R0 IS RS DTS 16 ) 22 4 W B K 56 AR T LAA» AW 3 T2 B S BRI it A 0 -5 38
SIS BB, % R8BI A I BB IR T vE TAERFE I 5 B,

e A 2RI

S, BRES je%
TR | R SR 5 AR RE2

I 1

ST

[ Bk \\

a9

(V]
WP IR St Al @ ST
PUTEE R @ H i o

K5 R Rea AR % TR GRS
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3.1.2.1 FEFARM L

BEF A B (generation-based fuzzing) /& — Bl F BALMIAR 77 2%, "6 8 I AR K 1 I 3 FE 481 ke ik
BRE S A TR X B N KR I AR R A8 A L0 S NS ORI BT A R, AR R S LI BT AT RE
PAT B A%, S AR ORI 451, 7T DASE 4 T MR R B A 20 (K N 2 18], AR IS TE 1 4 4 TR

AT, Wang 28 A\ PPN T ContraMaster, — Oracle SCHF % 8 & 2 Zh SR IR A AEZE. I T34 1Y
J7i R AR AT 4G, 127 VR AR 45 A SRR Rk e R DR B HE AR P RO R SRR A B AR
R KSR T HA. SR G WAL B AR A L0F2 7 AT, FRARAE I8 FE SCR Oracle B0 E4SSE S, LUK BRI, 1B —Fh
NAEFA, CARUER AN R IRIR AR SR 7 MR Oracle, I HL g5 A5 BRI BA KA F IR .

[ Zhou 25 A PR T —Fh 7% SmartGift, ‘€t WSt L8 R & 21032 S ic s 2 3], AR BE &
PYLE RS BREN . %07 1 MBS P B A LI A8 G acsi b2 31, DA A 2 B A 2026 Bse B AN . i
Feitk—2L W, SmartGift BETE M 77% IR e A 20 bR 3UAE B SR B N, ELZE BRI A N 5 38 1 ASOR iR 3045 1
AR ELAME.

7E BEFER_E, Olsthoorn %5 A\ U2t} Solidity 2 A & 293 i T SynTest-Solidity, X /& —Ff ] T Solidity 1 3h
TR FE 81 A= RS RA U S AE 2. I ME B3 1 7 F S 3 1 e 8 & RIS R %, B sk IR A9 10 A6 B 72, 36 Bh T K
N G0 0 HL s Rt Solidity 8 REA 4. SCE b T B TR ST L% . MOSA i sFuzz 37 J&
HEZE, FE25 & BN AT 2 IVEAY.

2 18 3 24 1B g A LOBDRIAR 7 A T A LTRSS TR AT IR, S BT AR A I AE it 2 R
i, HfE DU IR R AT IR, Lin S5 A PR H T 3 RS0 5 2 (1) 7628 Bk B0 7 5B, BAH% FE iR
K2 BB R, DR EEXT B BRI R, B R F A S2 RAEKJEA F A ST, 15k 51
S2 AW WA F T WA IR S RS T AR . (2) 45 &% T IR B /0 &, 35 A1) B bn 2 St A0k i 451
(3) R0y A R R UM A BUE 55 70 3, R T 7 — P BB Lo FOH L UG R0 X S0 /) 3.

3.1.22 BTN Ik

FET- AR AR (mutation-based fuzzing) IS Xt 244 FIH R NSRS 1T 28 F 3k, A B Ak A 1,
PAIR R B & LR RN 260 T IIAT N, FERAB R T E I % AT . o O SRR 78 — 20 L0 05 280 \ B4 3
filt BEAT ANIEAS S (AR5, LG (0 I P 481, A2 S5 8 W LA S i A s s 42 g 1) 5l o 7y =X,
TRAEOE T o5 B 1 N 23 18], AT R I L A FF R 5L AT A R e R (08

TERAS TR, B AR A A 5 (1 52 24 M A 588 3o rp ot A0 2 B ) Kb B4 24 1T OB e A L0 BN 2% A5 ok 77 St
AR, FHAS T EAEE AR P E S MRS, HONBEE T 7 RIRIF. A 1 A Yo 2 i j, Ji %5
NNt T — R G A TR EOR (5] SR AL HEE SeqFuzz: B AWM S MZEh A BT, Shas iy 1 F 51
WA, AL PR 5T A 20 R b RIRES AR AR AR S M S 25 1 B0 A A, T 2 5 78 o e T UV R FH AR B R Bh 575 R TR
W FRINRSHI 5] TR,

Zhao %5 N VSR H T — B (0 150 S 28 A8 U HESE AMSFuzz, 1% 2241 6 S8 5 F (A AL B8, RERS 1 188
B SRR BT (R AT, DA AL 528 S (R £ . %) T 5 AR 1 B (I 1464, AMSFuzz 78 KO I it 7%
B A A Rl AT AS [ /N O e, T 58 22 R AR e AR L 25, AT B A T SO A 2% . Sun 25 N VT
FEAG AR MR F 24 56 A 20 Hh 1B B0s HE IR TR, SR HE T 5 R 1T A AR I 006 Hh UV 1) S AR A 1

75 B3R 7 %R, Qian 25 A MONE I 51 N A S AR R TR 5] S g, HE— D I T R RE A LB
MR T2 1 5, I 56T BOAR 00 SASHLED, LA S0 7 2 58 55 BT I, 35 BINF BRI AR H AR, A
R ERZRIVIRES. SR G BT T —Fh ARG 51 3 AR 7 S8 AR S, {3 A4 A 5 45 N B Bt i i p B AR 20 3.
A, HICHF R T —Fh sl A [ IE N R R B A, DATE BRI 2 300 ) P 9 R A 0

N T HGHER R T R BB St R B A 4, Rodler 25 A PI5] N T EFbroCF, iX /& — R T LA K B e & 4
(1 e T R 2. 55 DA FOT FE AT, EFbroCF A% i A FLMERR AR L 24 I B RE S S g, 9 B & 10
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RO A B D SEBIX — 5, EFbroCF #8207 1A% g 3 JRAE CH+CHY, A& BYBRAT IO DAL R i T 2
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