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Efficient Authenticated Key Exchange Protocol Based on Kyber Public-key Encryption

MI Rui-Qi'?, JIANG Hao-Dong’, ZHANG Zhen-Feng'?
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*(University of Chinese Academy of Sciences, Beijing 100049, China)
*(Henan Key Laboratory of Network Cryptography Technology, Zhengzhou 450001, China)

Abstract: Kyber, a key encapsulation mechanism based on lattice problems, was the first to be standardized by the National Institute of
Standards and Technology (NIST) in 2023. Kyber-AKE, a weak forward-secure authenticated key exchange (AKE) protocol, was
constructed by the designers of Kyber and derives session keys in two rounds using three IND-CCA secure key encapsulation mechanisms.
This study introduces Kyber-PFS-AKE, a newly proposed authenticated key exchange protocol. In Kyber-PFS-AKE, only IND-CPA secure
public-key encryption is utilized, and decryption errors within IND-CPA secure encryption are addressed using the re-encryption technique
within the FO transformation, thus simplifying the design of post-quantum Kyber-AKE. A rigorous proof demonstrates that certain
operations in the Kyber-AKE protocol are redundant. By eliminating these redundancies, the protocol achieves a simpler and more efficient
design. The session key indistinguishability and perfect forward security of Kyber-PFS-AKE are formally proven within the eCK-PFS-PSK
model. The proposed Kyber-PFS-AKE is implemented using Kyber-768. PKE with 165-bit quantum security. Experimental results show
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that compared to Kyber-AKE, the computation time for the initiator is reduced by 38%, while the computation time for the responder is
reduced by 30%.
Key words: public-key encryption (PKE) schema; Kyber; authenticated key exchange (AKE)

M2 A H (authenticated key exchange, AKE) J& W %% 42 4> R4 i i B BB AL 22 2 —. K £ 40 AKE
P Diffie-Hellman (DH) %4028 e B 216 %040, BT w84 . K Diffie-Hellman 258358 # ol A 4H N %5
AT SO NE. AKE #iA3EH T 2 BB, Witk i 2 2 AP0 (transport layer security, TLS), fE % H P44 (virtual
private network, VPN) Wil &, RMBEE & FIFEV R E, A& A ENRSeEE CLTRROVE FBEEE) 7T
DAFE £ B 18] Y Behl DH 25 GH A8 e I 3R e ii 2% 4, e m) 1 1, DH % 338 A B kb i 1 Bt & KRB 7). NIST W
WA FABE T AN (LU ERR PKE)/ 25 A3 3 LH] (LU T fEiFk KEM), LA AR H IR 25 $3 78 b

TP T HFEZR AL HI I, HATAER E RSt B2 1) i &7 T84 (kT LW
MR T g L 0 PR HE ) B 2 44 TE LB E, I PR B A SIS @ L i % 2) AUE A
PETFRAHNE TSRS EF R EEH. BT EE TR EEL TRl T AARKNAANES, Bl
NN SO FE /N B A B I B AR IE B A A T T S8R 8 i, AR T AN BE /.

2016 47, 3 B E Kb 5 BRI 5 BE (NIST) T Al 4 BRAE A ST B T3 W8 Bk, A 3G A4 2 f gl 25 42 B0,
B R T PR AR AR, USSR TS R 2 A Y, Kyber® 2 H B ME— 4 NIST i1l 2 5 2%
HLEIBRAE P 5095 P Kyber 2514 E () MLWE 2 4 VEABS, A 5N A BRI 3 S, 78K 2 508 A B 7 52
R e, HPEBE S 2 A 2 TR P 1R Bt A X TR L. NIST HEAE 48 K 2 508 A 37 AL e Kyber. A& 7 %) 3
T HALZ AR T R (W, 2T g, 248 & W ) ) #EAT AR LTI R TE i b T 9w 5 1 Classic
McEliece % 8 S MLH H ATAEAEIR 2 2 4 1) i ™) (R, 501135 T Kyber HIIAE 24120 BN & PRI 5.

Kyber ## H 7 HAIEZ T e 5 & Kyber-AKEY!, FL3E AR AR KA # 5 B %% 1 16 K 110 IND-CCA
LA B AN AT T BB UGE. 1E1R T, KAE [ IND-CCA 24 )% £ 48 221 A= sl it
ANFLEAXT (epk,, esk;), - FH A L35 I T 20 B 48 202 1R 285 SCRN L 2R (k). T S35 A WO BT epk, AR 35 ()
H O A5 T dt 35 3 ORI L AR AR B EAMRL. X7 & B R AL SR IS 3 1) 2% SCRR, IR I e 235 F AR
NS R, S AT . Kyber-AKE K H Fujioka %5 A\ PR Y3l FIA 3, 78205 b, AT A2 ik 2
X (epk,, esk;) WITT LA/Z IND-CPA ] KEM. Kyber-AKE 2 F 3 F2 WK 1 FioR, Kid# 505 & B ia K2
FHXT. AR AT N (spk,, ssk;), TR A FAEHRT N (spk,, ssk,).

JeitdE UFJ]E“A%‘I

(spk;,ssk;) <~ CCAKEM KeyGen() (spk,.,ssk,) < CCAKEM KeyGen()

(epk;,esk;) < CCAKEM KeyGen()
(¢,k) < CCAKEM Encaps(spk,.)

epk,',CI
(cy,ky) < CCAKEM Encaps(spk;)
(¢3,k3) <~ CCAKEM .Encaps(epk;)
62 ,C3
k- CC. .
2 ¢ CCAKEM Decaps(ssk;,cy) ky < CCAKEM . Decaps(ssk,,c;)
k3 «— CCAKEM Decaps(esk;,c3)
session key := KDF (ky,k,,k3) session key = KDF (ky,k;,k3)

K1 Kyber-AKE Wil #8Fit 72
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Kyber-AKE 21 %4 (#1224 7] LLYE Canetti-Krawcezyk (CK) #8575 FAiE B ©) {H & BB ARIE 215 % 4 (1 59 71 1)
A, WEFC R, ST P B RS e, e LA B 58 ST ) e A T Al e AR R RME SR S S T R
FHE B, A SR B AT A R S iE BN g et R X e EREUTFARINS H S GEEW
) 22 4 PRk T AT T L E 52 5 4048). b4k, Kyber-AKE 4 #4fi ] IND-CCA % 4t 35 53 S WL, 7T e A AE 0t
—IBIRF IS M R S 7). 3% 2 BT Kyber-AKE (235238 G Hid i b, X C4 & it ki i il & kT
TP RBEE, ZR A RS SEUUKIEHE, HL, @il IND-CPA %4 K] PKE % it AKE 1] R4 58 i faii. %
FH IND-CPA %411 PKE %11 3 % AKE 75 22 50 IR E ZE M 72 T2 (1) IND-CPA 424> (1) PKE HAF1E— & HIfR %
HERMEE, T Ml TR R S BN 2 e . (2) Il ORAUE PR MR A BRI 2 A R, W0 e SR BT IR % A
P, Kyber-AKE JEAAH %2 AL (3) W L BhSCH B it v S RE.

BRIk 17, A< SC M IND-CPA 24 (A SN2 (PKE) R, $-H T —AN2e 4, s Bk Bk aei s ) &
F AKE, Jf HLE eCK-PFS-PSK Bi% VR 45 1 Z WU 22 A MEAE . i T eCK-PFS-PSK BB (RAIE T 4 X7 3L =2
— AN BT 51 E R TS S A, B A AT — O R S EN I FARH A A T BT R, T S A A O D B AL
P, X EWRE 21 F NG 5270 MR Z (perfect forward secrecy, PFS) 14 5. Z W fir 4 A Kyber-PFS-AKE, 7
B E RN E AR, Kyber-PFS-AKE ¥4 (1) 3= 5 BAR A0 R

(1) )\ IND-CPA % 4:[f] PKE H & ¥ id& AIE B A #: NIEZAH A B M 215 B H AR 2 — RV HM R (o
E 2 C,, 0o, Cy,..) TP HE 2. BL Kyber-AKE A%, XU 235 P SCGAFE ™ 42 KEM It A %0, KEM JE5
L KEM % 3055, iX Bk SRR B 40kl (keying material), Fl T~ 242 BOW T 4G 2540, ZEIR il fe ., Rikd
(R K SO R D AR BRI B M RLE A 25 % 5 R L (key derivation function, KDF) 1%
LR N T RN, IR T o BUR, %505 R K A T A R S S s A .

/fg [ KDF }i{ KDF } G { KDF} & { KDF ]—

0)s shi=H(pk,m)
T[PKE,G '
INE];(]:EPA ! | pkp @ USIPKESH] b cca
Enc'(m)y=Enc(pk,m;G(m)) KEM

K2 iR

NIST fE#E (] IND-CCA % 4[] KEM #5254} IND-CPA % 4:[¥] PKE #E4T Fujisaki-Okamoto 25 #3 5 (LA T faf
FR FO “B4t). FO A8 AR 4 4B, 43 AN U B #fI T 4830, i FO=UoT. G Fl H NEH T H AL, %4
NN J5 % PKE. T 2 #e%t PKE #EHAT BV S IN % 8258, 10/E PKE' = TIPKE,G). BRI, PKE N5
1558 SUN PKE' .Enc'(pk,m) := Enc(pk,m;G(m)). PKE' Wt % PKE' .Dec’(sk,ct) & X N: /6l PKE.Dec(sk, ct) ¥4
B et R m, IR me BT E NSRS, 45 Enc(pk,m’;G(m')) # ct, WIEAEiZ 2. U B ¥iclE KEM = U[PKE', H],
H A3 Bk KEM Encaps(pk) B 56 W B 23 (B33 S BENLIE 5 m, TH 82 3L of « PKE'.Enc’ (pk,m), It H L Z 2% H
shk — H(pk,m). f3t 35503508 S AT IR, T8 m .= Dec(sk,ct), s AFVHFRAFIIBENLAR . B 2550 788 R
m# L, W KEM Decaps(sk,c) = H(pk,m), 75 W] KEM.Decaps(sk,c) = H(s,ct).

Kyber-AKE EL#%44 IND-CCA %4 1) BB B ] (KEM) F9 231 3 g N BE s g v, Bk X 1 o 7R IX
— BRI KDF(H(pk,m)). 216 %A A RS R E 2 F @O R, Sibr b, 8 33 IR A R i 2 5 R
AR (KDF) AT LA U 28 e b 125 SR 2 BREI0AH [F) 1) /6 . R, Kyber-PFS-AKE ¥+, A—A> IND-
CPA %411 PKE Hi &, 3 H AT T 484k, BEJ5 A 85 U AT B 03 IR AR B B U A8 e, IR A U Ak 2
167 W, B T BRI T ARSI, Kyber-PFS-AKE 4 B2 % S5 80 1 AR I K 2 iF Q.

(2) EBRNT BB AANREIEE: N 1 — LRI R E R, IR S R T, KR SN
BT TR 7 AT IND-CCA Z24x 1) KEM 3L 880, It 2B A B IR E RN, T E A
B pk WIARER R T 1RUEZ P22 2k, BSEE 2 AN A A R A HEBCE ST, B TRk R — N HE m
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FRFE AN, W 7R, 7R E ) RSA S0 E T, B il DURE HiZ i 2 5. O T IRPUX Fh B, Kyber 751
TSI TE R A I F B 5. AR, P AT B T AR Rt R, BT M B S LS (e
Kyber £l Saber'™) (I A 8Kk 1-3 KB, X 52 8 (1 A4 T 2 IR E ORISRV, 5 02 40 B SRR £ i
i, TR AR, AR T K7 PN A S B B AL R H I R 1SR, B Kyber-768 K, Xt
A NPT A SR IR A48 Kyber-768 12 4F 355285 (1 48 i 17 1) 50% LA L. HR4E Duman 28 AUV TAE, #
NHASTT TR 4> (BIAndT 32 A7) A8 B R A S TR E T P O 2 LUA B 558 AHM R % 4 H 5.

SEERTE BT A R iE AR, AR SR B Kyber-PFS-AKE #i&E 0B 3 i, KA # S5 mi N ¥ iA KA A8
K. R ADE AFEARE N (spki, ssky), TR E A FVHIS A (spk,, ssk,). R AEE S0 AT UL BUOLE B psk. T 5
ERAE, T A I 2 52 21 Kyber-PFS-AKE B0, oA 7 SEPUHE MR A 24 MR (0: 58 ERIRT M %4k, 55
RN AAT S (conf 5 B). 78K Kyber-PFS-AKE Hh( 1 WLEE 3 5.

(spk; ,ssk;) < CPAPKE KeyGen() (spk;.,ssk,.) < CPAPKE KeyGen()

(epk; ,esk;) <— CPAPKE KeyGen()
¢, < CPAPKE Enc(spk,)

epk;,q
¢, < CPAPKE Enc(spk;)
¢3 < CPAPKE.Enc(epk;)
€2-¢3
my < CPAPKE Dec(ssk;,c;) my «— CPAPKE Dec(ssk,,c;)
my < CPAPKE Dec(esk;,c3) f
con

session key = KDF (my,m,,m;)

session key = KDF (my,m,,m;)
B3 Kyber-PFS-AKE Wp3 i1 fhon 2 B

® Kyber-PFS-AKE )% 45t 55 22 45 1iF B : Kyber-PFS-AKE 8053k 8 () 24 M i e 1) 5835 0l 1A 22 4 bk
R & B 2D H— N AHE A P ERF 5B B0 D5 He = — N T O U TR, 2 i B R R
POBEALE. I 0 R 22 1 B G TE 3800 ) 22 A 1. B 10) 22 4 M8 4R 1 R TE AN B 1) SR 5 BT P 1AL
B, ARAEAE TN T8 55 50 B R 10 2 18 5 T SR R KRR O BE AL 2) 420 25 B I — Mk : A3t 1) 4 T 25 B DA R [ i 26
AN EH I, BB R RT3 SO P AREAXT; 3) SEARIAE (entity authentication): Kyber-PFS-AKE
PRALSARIAE, (2 75 B AR LS o SR EF 22 T Alice (9K WIFAEH LA K Alice 1 Bob 2 [H BT Tl
SR, B ROS R ECTF 3] T Bob K EARA LA Alice 1 Bob Z AT WL 22 240, A2 NIER L%
SEHR. AR, Kyber-PFS-AKE & 7] LUK HT KCI Bt . MEX Biti. UKS B4, KCI Wi 8 1 42 5 T 5 %) Bob 1
KRG, S27E Bob MIATHYE Alice.

FATAE eCK-PFS-PSK i 1 MR 45 T Kyber-PFS-AKE (#142 41iF B . 1F B o 1 — AN BEAR M 52, ] 43
IND-CPA %2 4= [ A SIS o R B I 0 2 . RSB A 2 A R (K RS ARAIG) . El T BRATVRFE 1 %4 TIPKE, G (b8
MU E N ). UIPKE',H] ("a45) KA 6 23 1 IR A8 1 F2 P 23 1 IR 26 o6 B0 KDF Py i, (R, B4 KDF @i
SHBENLTI S AL, BAVYIER AT LUIE IS FO A8 45 A4 36 A 2% 100 5 AL UE B BEA, K- Pk AR 35 3R [l (R (i HR N I 2R .

o TEERE: RATMMIEAE MRS FAH L Kyber-AKE 74 B & 4R FF: KA J7 I ) F BB R]80 T 38%, 1
R TR AR T 30%.

o 5t AKE #3& Vit be: @A K 3 46 AKE #3& 55T DH %828 #t, DH 38 5 R SR BAT SRR KRR, K2
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R R % FARA K0 DH ARG, 7EIRETF R b, XU B AR 7 K RVEA S5 &, iU BE
BT A T (¥ DH A U AT LA 7 (04 5403, [, X0 7E48 F-Hh & B AR s 1f) DH ARVERE, I A% B 1
i DH A8 R IELL N7, K J7 FI i DH A 45 3 SRR DH RA145 &, B B3, R X07 S MR
DH 1, AT ASRAIE B s i i 1 22 4 .

A NS R 5 G AKE 53810 DH B4R i iE AKE B BRI, T A% F AR 4%
1 DH Iz SRR FRPESR, PIGAE S AE R 21 2 H 0 S FAFTERBOR B DX AL Bl i, &S Fme B %
EA FTAE S i B AR, 7E9R I FE AT 2 {8 P o B2 PR A AT I3, FRRE SR e S 3. i SR
S AT DARR B 1% 3O, A AR N 1A AR A FASH, AT ) R RS UIE B L B 4. i B T RS 3 1 A AT
TN, FE Ik KA, IR R A W] DLR B %% S, IR A AE B AL EH, AT [ R UG B 0 5 -
AN R AR TEAR T I R rp 2 A B e A FAGHT, HRR I B A 326 4 e 7 2, W0 o7 P 2% 1 8 B o 2% J 44 2%
SORIELG KL, W R A e S A 1% B SR URIIE 1 98 T 1A R 22 4. TRk, Kyber-AKE #i% =4 % B 193
ZEAH USSR KDF (pk,m), FoH pke A, m A0 BT %A S H (AIX L Z BT KDF 125), 1EA
M W2 iE 4. R, Kyber-AKE A& — AR UMY, ToiEik 258 LR A 22 4. T A X1 Kyber-PFS-AKE (144
I T AR, BUH TR A SRR, B m S A E T EH S, SRR
HI s, B EN S RORMR T IND-CPA %24 (1] PKE (AR AR, 7EARAIF 5828 Bl 14 22 4 Mk (10 R I, 45675 B
VR S 4F (TS R

TE7% 8 B 25 SE IR F% L, Kyber-PFS-AKE [13&47 I A8 & > 5 F R 1 Kyber-AKE. AR 8530wk [12] H11
WEIT, T3 F R X 4% SR T 20 ms, B E Rk E =8, i F ' T AHINE (PKE/KEM), B 2% .
AEAD ({847 IR [AJ38 % R £x#3d 10 ms, F 3 #8610 AKE Wh3CEEAE I 8] b 2> 5318 TPt 1 AKE. 411, Kyber-
PFS-AKE B8 %1k 21| 58 35 AT HI i) 2 A P, DR IEI R — AN HCEr 1 ) A, 76 AN 75 B8 3 58 38 71 1) 2 &M 193 = T Kyber-
AKE BAMERE BRI, 4 & BT L2t %4, Kyber-PFS-AKE 487 B 5l 1) 22 2 1k 5. IR 1h 75 AR 4 e 4
PEANME BE TR SR I BEE 3G I P

PQ-WireGuard""i] A i WireGuard [¥1J5 & T AR, 5T IND-CCA % 4:[f] Classic McEliece % #3241l
H1IND-CPA %2 4= ¥ % A3 B L] Saber F13& IIAUEZFEA 2 e, 1 FIFETE eCK-PFS-PSK 7Y T 45 T 224 14 1IE
W, ZE 81T I, Kyber-PFS-AKE 52 15 1R 2 A B2 b, SRTM, W58 76 R il . TSR Al 3 b 2RIk, B
KL (1) PQ-WireGuard & T IND-CCA % 4= Classic McEliece 1 Saber, Classic-McEliece #& — A>3 T4t Al
M I L ) 25 R B B, 1% 07 R R TS N NIST Arift H ATTIFE S 4 #1081k 4h, PQ-WireGuard % F IND-CPA
R A ) Saber, Saber ELZ& A NIST 25 & AR, 73 7h, PQ-WireGuard 15 F (1) Saber Z4 -3 & NIST $&ZE (17
S, WARAEE B IR RN S5 (Wi 48 Dagger), HM &R E A =3 272, & K RE%# ] Dagger 1198 7
BIHR. (2) KT MERE: Classic McEliece %5843 2 ML 7E 11 2% 18 HAN R 348 5 b 15 B 218 T Kyber, LA NIST
U 1A 3 9, Classic McEliece 2% I [] 5 A 4 3% 15 (8] 43 73 24 Kyber-768 I I AR 25 i (8] 2.5 £ A0
6 15, Saber [} %&b 7] 5 fift s 2 1) ] 5 Kyber-768 4Bl PRILAE 115403 77 1HI, Kyber-PFS-AKE 248 58 HAT 151
PERE_ BRI, (3) 1 475 PQ-WireGuard & — T UDP WK VPN (KB %5 L%, S5 B AL M, it
4, PQ-WireGuard (348 7] LAAE — A IP 60 AL % 58 M JE 75 73 1, T Kyber-PFS-AKE 75 2 1P 73T J 58 A% i,
B} PQ-WireGuard Lt Kyber-PFS-AKE A% {H/2 Classic-McEliece [ A$AKE N 524160 1, fEIR £ 75 &
FEEEFI g 5 (B % SSL %), Witk i A8 52 7 ZERE A 4 K BB ) 9. 1 Kyber A4 5% K
FEAA 1184 75, TEIXFhIZ = T, i # Kyber-PFS-AKE & B4 L4 1.

ARICE 1 WS BT AR S B A b i A O TAE S 7C IR, 26 2 WA EA SO 75 (K BE R iR, 58 3 Ay
48 Kyber-PFS-AKE WM. 55 4 1545 WA eCK-PFS-PSK AT T 1) 22 4 VEAE B (P9 B4, 5 484IE B R AT 7E
AFFT-& CSDN _L: https://blog.csdn.net/weixin_38238086). 55 5 i1 % b 525636 1E AT 1A P03 . Kyber-AKE
5 R, B JE M A0 TESE R 2 A VEIE A, A4 i PMMAE eCK-PFS-PSK 274 T 1) 58 8 22 A= VEE I,
BFEER e sm, TR IEWH TR
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1 FEFNERARBRERX T/ ESHRIR

PriE T AKE A FAh 32 B BT L.

B MU BT E TR FEL AT S NE, @ TR T AH I (KEM/PKE) B DH %
BAS Wl ST S AE B A X R R AR M A AL Paquin 25\ "R TLS w7 (K S2 56, 1% S2Ie Fh R T 4580 NIST
JE BT EIEMHET 4 M 5 A HIMZEH S IR, Sosnowski 25 A WU 1 250U TAE, A4 R INAE [ —iE$5
e PR A R [ R 2 44 7T AR THE TP R

% 2 Fh AKE it B2 UE FI T E T 1A FNE (PKE/KEM) 58S AEI @ik %480, i TR E T
24T R E BA BRI ALK, AN B 5 2 LHI 09 85 02 0K R EF B, Bk
Rt PR B H A e U SRR o v, HAR S AN B /0N, 28 2 Mk v S W7 DU N 43 1) 48 A S 4H B 3 L
(KEM) ¥Jit AKE; 2) i3 # 5 22 4 A 8035 77 % (PKE) #Ii AKE. 18 S5 478 B 0L H) (KEM) #Ji% AKE 8948
FE THE N Schwabe 25 AU H ) KEMTLS, % TAE&7E TLS 1.3 Pril 3R I, @it IND-CCA % 4[] KEM
&5 8T TLS Wi, AUE Ik 25 3 2L 58 1, FLHEAS AR R 0% 1 Th A 26 5 7 R Sk i 25 SCRRTHIE A B
CRAHAMFFE . (EZ MR T NIST HILEEH 1TE KEM 78 KEMTLS 3R Jeok, fEZ B4 H T KEMTLS
(122 A PR, 55— MR T/ & Hiilsing 258 A U2 1 PQ-WireGuard B, 3% /& — AL I 4 (VPN) B
W, YEJ9 WireGuard M (] J5 & FhAS. PQ-WireGuard fiH T IND-CCA %4 1f] Classic McEliece 288 F K3
DH #4AZ#: T S0 NIE, {8 T Saber 4214 ) IND-CPA %24 1] Dagger KEM # AR I DH 2402 . PQ-
WireGuard S23 T WireGuard FIFTH 4@ 1, Bl 52 SR8 20 22 #0047 A, [ e p) 2 i 24, JREvERe LAL T
IPsec Fil OpenVPN. PQ-WireGuard t WireGuard 18 A 60%. HhAh, 251 % A U2 H T3+ 38 L i¥) LWE %
(RLWE) MW IEZ 828 ¥, H7E eCK BB N5 T A VIR, IR 02 — NP I B 52 4, AR U5 STk [6] 7,
B AKE Joid A48 56 6 1 A 1R 22 4

S Tt PKE #)8 AKE I8, AR TEAH Xue &AM 11 AKE, % TAE M FTE 1I<2-key” KEM H
PR, PR T — AN R DT . BLEE TS 224 (IND-CPA) 1) PKE ¥i& AKE, PRI AT BL 22— S6 T A ERAE (19
WA ERH). B BB 10 T 2 i Hovelmanns 25 A VSR Y g —Fd T 109 7325, EE R AR 4% FO
BB N AKE, 122 — AP 1025 5358 3. A 2 JF AR Fhod FTAE 28047 Sl hAh, 1204036 1) 22 A MEAE
W {8 FH B Y 2 55 T eCK-PFS-PSK AR A, TGy 1) 58 35 1 AT [A) 22 4 .

2 EHahEmR

Kyber-PFS-AKE = #3 FAHIN% (PKE), N IS AH S BE S A A 2 4k e SCF DA 4.

WSEneN, [n] T (1,2,...n). M THIRES, |S| TR HEH. x &S FoRM S PEIAIBNLERETLE x. x &D
FRF WG D PBEHLRRE T x. = FA R FER, W0 R RS WA 1, A 0. 0 T —ANHsE P50 A, 1
AR x, Ay, BMEy « A(x). BT —MEEE A, KN x, firt ey, iy & A(). EFBTF AT LA
HTREHL O, IeE AC. WEA R UL, FEBRII ARG

EX . AINE TR, EATAN K AN T % PKE = (KeyGen, Enc, Dec) H ULUTF 83R48 (1) HEA4E
ML KeyGen: 4h B TAESH 1" MAILSH pp, MR TV KeyGen $irth — X AR (pk, sk). ZHAE NI FER RN
(pk, sk) «— KeyGen(1"; pp). (2) ANFIINEHEE Enc: Enc NAIESE pp A8 ph LA INEE B SC m, i 3 s
R ot NAME L FERIRN et — Enc(pp; pk,m). (3) fE 1% Dec: #i7E 5% Dec I NFAEA sk FI% 3L ct, Fir
fREE a5 R . B FERIR N m’ — Dec(sk,ct).

o ANFAINE T R B IR . RS FEAFAE — € AR, W RN T AL E me M, 3 2 Prim =
Dec(sk,ct)] > 1-6, HH (pk, sk) <« KeyGen(1"; pp), ct «— Enc(pp; pk,m), B K B T KeyGen F1 Enc " WIBEHLRAE,
TR AN J5 5252 6 -1ERI .
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TEX 2. NPINE TG SEAEE RIS N RIAATIX 7 %2 4k (IND-CPA %4 1%). AP0 J5 % PKE J 2 i %
W SCANH] X 7y 22 AT A MR 2 () BEAT AN 53k 1 ol i, BT s IL 308

, 1
Advpr Gt = PGSt = 1] - 3 < negl(n).

Bk L oo
I A SR
s T R BRI (B b 2 b), BIh M4 0, RO 1.

1. (pk, sk) < Gen(1%)
2.5 40,1}

3. (my,m;) « A" (pk)
4. ¢ « Enc(pk,my)
5.0 « AF*(pk,c)

6. return b’ ;b

Ach, S RS KDF Al T3 B 5415354, KDF BAATA N, A1 KDF(X,Y) = Z #oRnBHS H
R, AN X, Y, BN Z, Z FEE 3 MR Z = Z12.11Zs, KDF(X,Y) B 55 i ANy Bud e KDF.(X,Y). &
AP 32 .

ENX 3. RBEBE IAEMN % (authenticated encryption with associated data, AEAD)"). AEAD = {KeyGen,
Enc,Dec), 2 ESBHON A, B LAEW K, N (0,1}, M (0,1}, H € {0,1): (1) BHAEREIE KeyGen NN 14,
i ke K, ZIIFICAE k < KeyGen(1Y). (2) INZEHIE Enc WHIA Nk e IC, —IXMEFENLEIN e N, Sk He H, IH R
Me M, i N C ef0,1), A FRILAE C := Enck, N,H,M). (3) fR# 5% Dec WINNE W ke IC, —IRMERE
MUBIN e N, Sk HeH, L C, H MR, WHRE] M7, 25 A3 R OUR [E] 1.

S F A2 2 WA A R A, AN L &S50, ARTUA I TS N Enc(, -, ), IR TS ML AN
(N,H,M), TS HLBENER ke K, 8 Enc(k, N, H,M). tHRTFfei84 i vV, H, ), ## & M:=Dec(k,N,H,C)# L
H (N, H, M) NRR S INE TS Enc(-, -, ), WIFRECT A D& 5 SO, 0 RET- 5 % SORIN IR Adviadan (1)
AJ DA 2, FA1FR AEAD 5 acad-auth 224 ().

3 Kyber-PFS-AKE #$i& 3t

Kyber-AKE 12 i B2 1) 3 Va2 R gt 25 01 5o B BN R AR . RS 25 R 973 4% 5 37 T AIE S
IR AFAGRT, 73 TCAE (spk,, ssk;) FH (spk,., ssk,), TS Ge J7 A2 AL A spk, I i S, AR ma R 7]
LI R AR VIR H LI B0y, KATE T 58 7155 0 R0 spk, N 1485 32, ARER R AT AT LA i B2 GIE H
(9 By . AR R A 5 e 12 3 3 3 A 00 5 1 8 ST UERAIE T 4R - (R T 1) 22 4 1. BRI, Kiyber-AKE X =
A AR HIAT RS S H, (ENRT 1w .

SR, XA T AR IO IR A Mol 1 (1) MEX (maximal exposure) 27 B 42 MEX Hdih, 8(F /] LASk
P39 T b i e 2R R BT A W B B R RR B AL X R R A AR AT PR S B 1 B AL A R A 1
LR Ak, eCK-PFS-PSK A5 2 5 VR T 3R IR AT Bl i B 25 (K A8, 7E 25 T DH %11 AKE 1, 7] LLI#
T BT K ARAGH AT DH B A A0 . (R AR A BN ZE B B0, JEH 007 I K A AL @ T A 4 I 3
H B HE R A . N —Fh AT AR R b 7 3 U LR U % AR R I BE AL SR o R YT (G U1 T )
BEATLEL r, B: RAEH FEE KBNS o, RV RHBENLEL 7, WS 3 FE KBNS o, RV BENLEL », . R T
HERA RBOHE KDF (o, 1) N PKE W4 N 0055 Som, , W S35 1850 2% SR A2 iR 80T 5 KDF (o, 1) 1B N
FL PKE H 85 028 B8 By 83 X o 2R X 2% 1 B /I B B AL BN 2216 B P, DG MEX Bt
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(2) UKS (unknown key share) B 7, —Fh 2 88 {1 B B A A ) N2ty 6T UKS Boah iy S8 Y H Tt 2 K X0 A
P A B 5, BA BB A SR . (3) WURAEVEESS 1 45 B X5 K 1] DH % 4432E47 DH i85, @it
1A RETE AT T BT S BRI, AT RS B2 DoS (FHZENIRSY) By, B MR T — H AR IR AR T I 1 4%
T SR AT ARSI B0 B R PR AR 3 BRI, Kyber-PFS-AKE F¥it e, 51N T &7 Fm R 7 2 8] i 3L
T psk, W UL H(spk, @ spk,) TENERONE, Horb HOVEAH T H R JBH psk A5 Bl IR LS5 %8, X5 &1
TS L IO T B S A, R T e L BLAE PQ-WireGuard H, BEWE7E — EFLE LKA UKS Jik.

Kyber-AKE 148  f) KEM #524 IND-CCA % 4:f] KEM. IND-CCA % 4:ff] KEM /&%t IND-CPA % 4:f] PKE
HBEAT FO B4R 15 5. FO AR e (MR B4 L 51 5 343 58 8 AR EL. ARYE FO ARk 1145, ol LUK IND-CCA %24
1) KEM FL 225450 shk R AN 38 S BT R R RN Cy, ks = KDF(C,, H(spk,,m)) (Cs = KDF(C,, H(spk;,ms))).

Kyber-PFS-AKE [ fRFE T T A8 ¥, AT Lk, 0% H o B HIRE R 3 Cs, 0 = KDF(Cy, %) (Cs =
KDF(C;,%)) " LA 5534 S s H 78 U 8 ¥ (“hashing”) AH R £ (. BRI, FRATRBE AR T, Cs, i 1 Cs 1Y
IRAEFE A Cs, 45 = KDF(C,,spk,,my) (Cs = KDF(Cy, spk,,my)), WHE R KDF(C,, +) RAEFRFEHI1EH.

wbAbh, T AR PAETEARAMAOFERT R 2. 55 1 ANEUSMERS R 322 T BB A I A BSR4 R BTN,
XREADEFIRSE. FL b B AHOARAIE S (F1a08T 32 747 A EERASTEEHII P R iS5 a
A N AE N 2 S 5 IR B AR ) 2 A b U0 H B, Cauks HIFHETE N Cy, 65 = KDF(C,, spk,,my), Cy =
KDF(C5, spk;,my), For spk;~ spk, L300 — AN/ (1401 32 75) ASA T 4. 56 F4% (1) PKE/KEMSs (1)
NEAR/D (Kyber £l Saber 14924 1 KB) IR KT 32 G747, 1K 0ol 7 AR B35 s M. i/ s 75 o B0 an A 2
TE Kyber [¥1% 84 SO 3 AR mT LUINPR 2-3 £ (038 FE, 3 HAE Kyber. Saber HrJ UKEd 4% i PR 4R =71k 50%
PAE. BRI, AT A I — A INASTT TR 4 (120 32 7)) B S R A SRS E T, A A 5B AH.

Kyber-PFS-AKE & F X a1l 4 fiR, 5% A3 M id R X% C,,C,,...,Ch) TEE 5 G, A4EF
A (seed, C,)~ AEAD %4 (k) FIZEE . XF 5 170 kA8, 58 1 7 RoRREFH T, 58 2 478 m 0 B
HAARL TS, spk;, spk, FemTEEARNGR S (130, 32 745) BIRAE TR 4. B 4 *F CPAPKE = (KeyGen, Enc, Dec)
&~ IND-CPA Z &K AINETT R, KDF & — AN EIRAEREL, T MAC 2 BAEND. K RO B f 2%
SRR NS th,« th,. FATHE IND-CPA % 4:1¥] PKE ic{E CPAPKE = (CPAPKE.Gen, CPAPKE.Enc, CPAPKE.Dec),
PR E R FH PIA — W HIA A RN (ssk;, spk;), M8 R E A —XHH B A FAXT (ssk,, spk,). now 78 4 HTES [A], F
time 27 1AV, 2B 103 R0 T80 o 2 JC v 0 e J e R U 2 i A R A o ) 7 2 2 [ FR) 0 Itk Rom K
&S, 65 18 AEAD MK H(spk;). BN 0 HAAL 15 FR IR sid, KA E 2150 RN sid,,
Wi A AR RN sid,, FTK J5 SR B ml S R A 45 7 B 40 e fE — .

FAHE eCK-PFS-PSK #7 MIR 52 i 7 2 A MEIE . i1 T Kyber-AKE f# /] T IND-CCA ‘%4 [ 5 53t B WL,
gz 4 P AIE B AT DL I fd ) BE AL EL AR R B 4 IND-CCA %24 [ 38 A B ML O S 1 B 4 58 . DR b &2 4= e T A
BLRE VAL 355 4B R H LA I IND-CCA 2241, T Kyber-PFS-AKE (3811 %45 8 IND-CCA % 4 (1) % 4 3
ML, Rk Kyber-AKE %2 4 VEAIE B o A 20 B 25 40 S BEH LI ) IND-CCA 2 4 (B350 40 A RE A7 FLHbAE ) 3 A
N 1) IND-CPA %4 1.

SR1M, 7F Kyber-PFS-AKE [ 11 H1, IND-CPA Z & AHINE &l LR E NS, & 5/MN21%EHS
H R, SRR R IND-CCA %24 1 B FH A S AL AL B 4544, R, AT LAY AME B 2540 5 ek B B BB AL T
B, TE AV B R 75 22 IND-CCA Bk 1m0 25 A 25 180 ) (19350 4, P LA 3 58 5 H o 5040 0] At 25 440 1 1 [ .

WbAbh, 9T BN — i B £ i 2% Bl (DDoS) Bk FIZE AR T B, T LUBIE cookie MLMIZEMR: 455 25 id Fim,
AR IR T, MR IR B —A cookie. Wi .5 AR I 2460 IR A I B0 2 15 8252 WA R 43 — AN BEALRR B, 1%
I A1 s A 55 19 0 S ST — UK, 92 e P BB AL AL B MELAE  MAC B8, T SRS # TP 1) MAC . 16 = 58k
I, Wi B2 245 1% cookie IR R4 KATH . R AL H 1E BB R I RIGEHE, 28 XA cookie 1A MAC %4, it
ST B MAC (8. Wi S 2582 31 R 35 B UCOR K IO TE BB, ISR A= Aok, nTUUARIE & T cookie
TR 1) MAC SRIEFE R B AL BLIX AN B X PR ALK A AT % 1T B 5 3 1P Mk 485, UFRR T IP 19
B AL
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oga)

(eski, epk;) + CPAPKE.Gen(1*)

ri + {0,1}*,m1 « KDF(0i,7:)

cty := CPAPK E.Enc(spk,, my; G(spk.(32bytes)|m1))
sidi + {0,1}2

Itk := AEAD.Enc(k3,0, H(spk;), H3)

now := Timestamp()

time := AEAD.Enc(ka4,0, Hy,now)

macy := MAC(H (Ibls||spk.), type||0®||sid; || epk:||ltk||time)
macy := MAC(cookie, type||0®|sid;||epk:||Ltk||time||mac, )
InitHello := typel|0®||sid; ||epk:||cty ||ltk||tirne|lmac, | mac2

dnitHello

e, + {0,1}* x {0,1}*

my < KDF(oy,1,)

cty := CPAPKE.Enc(epki, e; G(e))
ct := CPAPK E.Enc(spki,m2; G(spki(32bytes)|lmz2))
sid, + {0,1}*?

zero := AEAD.Enc(kg,0, Hy,0)
macy := M AC(H (Ibls||spk:), type||0®||sid, || sid;|| zero)
macy := M AC(cookie, type||0®||sid,||sid:|| zero||macy )
RespHello := type)|0®||sid,||sid;||ctz||cts|| zero||mac: | macs

RespHello

conf := AEAD.Enc(k10,0, Hio,®)

macy := MAC(H(Iblsl|spk,), typell0® |sidsllsid, |con )
maca := M AC(cookie, type||0®||sid;||sid,||con f|maci)
InitConf := type||0®||sid;||sid,||con f||mi || m2

InitConf

tk; + KDF(Cio,0)
tky < K DF3(Cho,0)

Kl 4 Kyber-PFS-AKE # T Y

k |seed Cy Key ki Hash Hj
1 [H(Ibly) - H(C1||lbl2)
2 KDFl(Cl,epki) — H(H1 Spkr)
KDFl(Cg,spkr,ml) KDFg(Cg,spkr,ml) H(H2 epk:,-)
m} = CPAPKE.Dec(sskr,ct1) |m] = CPAPKE.Dec(sskr,ct1)
if mji = L or if mi =L or
3 |et1 # Enc(spkr, m}; G(spkr||m?)) :|ct1 # Enc(spkr,m1; G(spkr|Im})) :
KDF1(02,S1-,Ct1) KDFZ(C2,Sryct1)
else else
KDF,(Cs, spk,, m}) K DF5(C2, spk,.,m})
4 |KDF(Cs,psk) K DF5(C3,psk) H(H;||ltk)
5 — — H(Hil|time)
6 |KDF,(Ch,cta) - H(Hs||ct2)
KDF1 (Cs, e)
¢’ = CPAPKE.Dec(eski, ct2)
7 ife =1:
KDFl (Cs, e) - -
else
KDFl (Cs, 6’)
KDFl(C7, spki,mz)
mby = CPAPKE.Dec(ssk;, cts)
if mh= 1 or
8 |cta # Enc(sphi, m; G(sphallms)) . .
KDF:(C7, si,ct3)
else
K DF;(Cq, spk;, mb)
9 |[KDF1(Cs, psk) KDF>(Cs, psk) H(Hs||ro)
10 KDFl(Cg,ﬂ) KDFQ(CQ, @) H(Hg zero)
1 B tk; = KDFl(Cw, 0) B
thk, = KDFz(Cm, 0 )

B 5 Kyber-PFS-AKE [ &G540 S H it f2
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T4, R b, RSB AT A BN S0 I ELIE SATAT I B 7EIRS 48w B o T, n SR 45U i A
AR K% cookie 0I5 SRR X AN, 55 2 AN, cookie AN PAWASC & 3%, R R ) N AT RES R e R %Dy
EMER, 51 B R E A NBTF. 28 3 AN R, Budi & T LAG K ik KE MR cookie, B JE K
{22l X 28 B R IK cookie THELIH B MAC, SXFETTE SR I MAC fH 2 TERH, (A2 KETHFER I H T

SRR PR AN ] BB, FATRF T X MAC WL U (LT H msg.mac, 1 msg.mac, T64%) Rk 7 ik 3 AN . 4
XE 1A, Tk 2T T S AERET, K& —%H BB EE—A MAC E, 124 msg.mac,. KiEH
A5 FR A 2 1 A SAE R TH B msgomac WEEEH, IX ROURCE REH 2 /0 REBE 1 & M 238 1K B . RAA RIEH R
msg.mac; A R85 KR K cookie MASL. SRR B35 1 A B FE AR CR 25 I0E, {ELR TR CRAIEAR 25 (M BRI 22K °F,
RS S5 H TR 1Y msg.mac PRI R 1R A B REREAIE BRI IS, 000 SR RS J7 R0 T e 225 PRI AE . AT T DL ERAIE B8 -0 S 7
R AL I B 2 T AT

T RS 2 AN R, BT LUE ] AEAD N5 cookie. AEAD FRIIINES 25 4F Ay min J37 2 f A 4. 70 4E 44 IR 5% M e 4
Bivp, XK 2 AT IE O 4 2 88005 2 AT H . i RAZTE A [N FIFHiZ cookie HEATHRVE, 0 8 & 1
(X)) A IERITEIENT cookie fif 2, M aT LA A & % /Y cookie. 240 b 2 17 8t i, RS2 8E msg.mac,
(3 B msg.mac, BIEHALH 22 2AEH1 cookie 1EA MAC W, SR, 0 N # £ 1T 5 msg.mac, 5 msg.mac,
Fols H 57 B P BB MAC AT LS, AR L msg.mac, BT S, ¢ BAE S sl Bl g 446
A G TR msg.mac, WTH S W Hma N g B — AN 5 6 30 msg.mac, BIER msg.mac, WIS, 3¢ B AT 5 E0IR
2, B AR R —/NMEE cookie [ RIEH E.

WG, N T RRRES 3 AN R, RO 3 AR AR KA R ik KB R cookie, R & {2 £ 31X 48 R IR 11
cookie VT HIH B MAC, SXFETHE R IN MAC 182 JE AL, Bodi# nl fEd i ix Fh oy sUxf & 23 34T DDoS Bk,
N T fEVEXAS [ 7, WireGuard R F [FI i U )5 262 8 ] AEAD % cookie IR %, K AEAD =B i Bt ik
SE N msg.mac. cookie [R5 B cookie XMHIUHIH B MIEE 1 A~ MAC (msg.mac,) BATEAMAIE. 0 R B d:35 %A uh
TEF R AALE, BT cookie HITHE Y, 181l AEAD [WORIREIRE 590 9052 T WIUETE B, Bk Toik ) g # R ik K
IR cookie [71 5 V8 5L BH 1L & AT { F LW 19 cookie HEATIAIE. X T-4b T oAl A A7 B B2 (7] DT R eeZe
BERE LW B, B cookie HITT 152 B HE 2218 cookie B RE T BH UL 2 A2 2 0k 37 25 2 I) g 7% 32 LA, 7
msg.mac, M msg.mac, WIEH A, ] LR EIHE B AR %500 MAC IB5. RiH 4N RIEH B+, A5 H
] 87 5 AR SIS S ey, W R 45 R RGBT B, B & R H G AT E S e, MEREAH
THHRE S ety T BT M AR AR G 2N AEE FER 04T v, T3 SO A RN LT S35 T AN E T
S 2 R, SRR i AT DA K R T Kyber-PFS-AKE HHSHVEBE. IX AL A 25 o 2518 3 B ) 2 4k, 1
RFNTE Kyber-PFS-AKE FHMSCS 1 A3 2 %05 85 SC 10 A 25 R 26 DN 25 A . B0 0 28 A 06 2 R HH TG A B 5 3, B 4
TCER zero {8, PTG 30 S 2> AR 4. 30 0E MAC (3 R BT DARD 2500 2 12 56 47 58 &, 8 B A HAb 9 25 (e
time, Itk ) K EYIAR AL (32 F749), X HREAT MAC TH FEFER AR KL

4 BAEREMST

A4 H Kyber-PFS-AKE WpM7E eCK-PFS-PSK 8~ ) 22 4 MR LA . FA 15 72 eCK-PFS-PSK #5#7!
R AKE [RAE 8, T2 Bk EK (game hop) 251 7 Kyber-PFS-AKE [ %4 PEAEW]. RS IR R, iE W fEH, 55
I (case) FERK (game) (I TEAH A 25 T DA (7 S SCI¥ LT 42 https:/blog.csdn.net/weixin_38238086.

Kyber-PFS-AKE [¥JiEBRHIE B 530 3 FiB S0 8, BRI BEN L 1 23086 oy, 50T 55 0
Pl 302 [0 25 At 1) AR R R S8 STBEATLIE EL ), 38 238 0, 3 FIB LI X 29 /2 oy 2318 & 75 B TURC A 23 14

D 1BGL 12 o AR E W20, AETES Z VR I 2 G TCFAE 57— i i KRR 3 58 IR TR D i 42
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).
2) 0L 20 HISE 4 10 2 ST 5 2 DL 228 (VRS AT 15 35— SRR 7 25 5 10 9 4 4 2
4.

3) 150 3: o A VLIC 21 (R RS TFRAAA BE X 23 FSE [ 2 1 45 40 5 3 STBE LI =155 50 ).

LA RIS ANET, TR B2 ERIENS 5T, BEUTRTRSFBCCT @ e ih % H
1), LB TR R E RIS 507 WAV, RS ST, #0] LU — F 30k Bk R E B BT 00 20 B
% AEAD J5 S22 4, BUE X AME B0 & S EAR T IX 20 1 s 88 DUREOC T 2 A AR 467 LIS B, 4
Ae R DT B, K2 B R Bk AR A8 prf SO0 prf R . 7E1X Leyi Xk BkERH, F T A& P A RMER KDF
Mg (LR Z D — N B, BRI T 8T Re S R — ) 4 B 4 — AN B LA

UER ) — N EORAE RO, W0 /E IND-CPA % 4P, ALBE IND-CPA %4 PKE R R H iR (& %
TR BRI, B T IROVECREF T $4% T[PKE,G] (“EBEHL B INE). ¥ UIPKE'  H] (‘T 457) Bt
FH 25 IR A 1ok R Hp 1 B B IR AE R 8 KDF 3. TRk, sl i F KDF AR N BE ML T S ML, FRA SR AT LLidE ik 254 FO
A e PR R TS LI UE WA, B kR 3R [ (0 R b N AR . X 20 BRI T ()i )k BR 2 BV I 1B O 1 1Y
J#*E 5 (Case 1: Game 5), 1500 2 f373% 5 (Case 2: Game 5), 1540 3.2 MUK 3 (Case 3.2: Game 3), 150 3.3 (%L 3
(Case 3.3: Game 3), &1L 3.4 HII#Rk 3 (Case 3.4: Game 3) AVEFHL 3.5 FIERK 3 (Case 3.5: Game 3). fEIX LA, 15
U 3.2 AR 3 A2 ME— AT IND-CPA % 2P 37 K.

£ eCK-PFS-PSK #M 1, &LF A AIPRAH C Z A HEAT M SEI 1018 Expillrs ik (), Hort KE Ko % H1 284
W AEZSLIS R, B E B R E 0, NS5 H P, P, RESETTEE R HMSE 7R, BS54 5
LUIBAT 8% ne A2, o0 R P P AT 3 s A2, BT T AR I ) Bk ik 2 (0 AS 6096 vl i B 23 14,
S IE T B A P 2 0 R E T R, [FIRNEIE CorruptASK (i) 3REXH 7 i (I PKE FA%H, @3 CorruptEPK (i, s) 3k
W21l o A P i I PKE FASH, JE3REUE P F P 1817 A Tl s 3 4.

TERF T TR A e 7199 2 1 25 P B, 75 ZEHERR ST e 8 S0 AT Rl D22 VR 5 . BT A B8] 5
HITERRAEAD 21 2 5 n, ZIABAT I, Jerb AR i, j (AR 95, AR s, e (RS 1EGT . P R ZWsE
XU TT L B K G T7, I a2 il BEAT IR Test(i, 5), Pk 4550 A IR 1] 3 SR 2 1 2 AH B BE AL
AR AR, LI R T B A1 AT M ER AR AT Reveal, W ERAR AT S MIRCTIR Bl i # . P
A ] UL Bl S 3 1) 215 B M Test IR [0 B BT XS B, W1R Test(i, s) IR [B] ) 25 B AN Reveal IR [R] 35 AH AT X
bb, WP — B WECTF A W LLHISE Test(i, s) 38 0] 1) 25 G102 2l B 41, 75 WA Test(, s) IR [5] R & B AL AR B 1) 4%
£, TR ARG I T BT AT DOF JUIHT B P 3 22 4. TR, 7E eCK-PFS-PSK A% Hp | 75 B3 3ok 57 ik =X 235 1 1 4
(contributive keyshares) FIVE % 1H 1 (cleansck prspsk ) W8 SCHEBRIZ FRIE L, PIAN B SCUN5E X 4+ 58 3L S s,

EX 4. TR E H . 2 70 kid NETE of FE ST R RE A T A e il S AR, mim, N
U AP IAT IR R B BT IR MR A kid A i m, BT, WIBR 7 08 ) B DTS P A
1 (contributive keyshares session), & #{ %> 5 ULAC (match).

TEE I (cleanccxprspsc) B X 1 A LI a] PLIFECT A it EE B ANS P FURIBE IR B DU 22 2 10 1) B AR 20 5
TF A T8 V5 U8 1) 1 R R L SEFE A0 ) 22 a1 (PFS) PA A AT BLHE$T KCI (key compromise impersonation) ¥ .
KCI Wi 28 FE 2] Bob MAMK A, S217E Bob HETHHE Alice.

EX 5. B (cleanqcxpespsk) 210, w8 WIHSH L LU A 610, H ooy A% 7 2% 9, WRiZa1E 2
T 1) P RMER 7 21 2) XTI S ay LR &0 7, SRR 7 B 2188, 3) WA i, j 2
] F T S 2 A i B, DT AN BE TR B3l 3k 298] CorruptASK (i) R CorruptEPK (i, s) 3R15F 7 i AL 4H DL &
s PR FASH; 4) WA P i, j 2 IR TSt = gt e, o 5 ! ULHE, WP AN GE RN @I & ) CorruptASK(j)
H CorruptEPK(j,1) 45 H 1 j BIK AR LA K i B I FASH; 5) AR AAFELE S 0 IUAC IV 2316 s MAE 0 HeSZ 42
TR HZ A0, BFAREEW CorruptASK (j) (B IEECTF-F FLEIIRIE A P §).
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EIE 1. Kyber-PFS-AKE 7E i & & G 1H A BB LR, & eCK-PFS-PSK %4 ). TR TF A FEHHA X 5
BT HIPIS AdveGsirsrss (0 HRREBIERT A FEX{5-PRF, IND-CPA LLJ auth-acad iff 1 (55, Sk
R

AdvESKTFSPSE Oy 2 (’;—j FAdVA) +6- AL (D + AT () +Advj‘§‘§§§2%(/l))

cleaneck prs-psknp.ng A KDF R KDFR

+ g ("—S +AVA) +3-AdVL () + AdVITT (1) + Advissd (/1))

24 KDFR KDFR

mn2(2- Advi) o (D) + AdVY ()

KDFR DF,R

2 (AdVNDCPA(B) +4-AdVy . (D) +AdVY T ()

CPAPKE,R KDFR KDF R

+maxd M (AdVA) +T7-Advy) . o (1)

W% (Adv(A) +3-AdVy) (D) + AV ()

KDFR KDFR

nn (’2’—j +AdV(A) +7 -Adv%RR(/l))

Hrf, AdviDCPA(B) AT EFTF B X4 IND-CPA “%Z4:[f) PKE Jig sk kB 26. 762 Al P i B op (R E 2 A
ANTF A B BRSO, R (R — NS m RO L R A P R IR 2R I e, B A BT R I B AR E S
HORE T, BCP AT DU ) RSA B0 B I iR 2 DR 303y, /£ B TIPS #8 (QROM) T, #
F A LB

AdVA) <2 \JgADGE P By s dg [T gy [P 1 iegem +
M 2 M

Hrh, g i=qr+qp+ 1, n R, gc ZIECETIINEL, g7 2 (QROM E M5 KIKAEL, ¢ RMH BN i
PNVE:8

5 BUASSIIMREITAL

BAME ) Kyber-768 #7525, F T 4F bt Kyber-PFS-AKE #ll Kyber-AKE fI1%: 8. Kyber-768 & Kyber [

). FATS R NIST MiAn FIbRHE, 87 Kyber F28 3 3048 RIEMLAT AVX2 $84 4 s AR A Bt gk 4T 5258
TEE ] Kyber-768 #2145 7 PN RA, Kyber-768 F1 Kyber-768-90s, 13 I X I 7E T ML EUR A 284N F. R Kyber-
768-90s 1A 5 = B THEL I RE, (HARYE NIST 45 HH (4R 7, Kyber-768-90s A2 hrfEAl, M FEATHIEH T Kyber-
768 HISZHLAREY. tAh, BT Kyber-AKE 3K [ Fujioka 25 A 44 H 038 A 43 ), JLH T4 s B A RV (epks, esk;)
ff] KEM 7] LA IND-CPA % 4:ff) KEM, 7ESZ56 Fh AR A IND-CPA %4: (] KEM HEAT %380 5.

PRSP AE R AR, XT3 8] T s B (B) KDF), 341118 ] BLAKE2s 59, %} T AEAD, A TRA T
ChaCha20-Poly1305 %3k P2 X Wi fh S i 7E WireGuard. Noise H8 . BRI FRA TSR 7 5 H— B i04R00. Brg
FENXIITE Intel Core 17-6700 ALFERZE EiEAT, B 80452 D9 900 MHz (# i#l/proc/cpuinfo 3543), 2[4 7 TurboBoost
FHIRTE, FAEMIAHLES B 16 GB 1) RAM, 11T Ubuntu #:1E R4, WAZRAN 5.4.0. 15 (G B 508 8
& HEREUR 10000 JCAAT R HEL T LSS RANE 1 s,

R SLIRHIEE

TEREfR AR Kyber-AKE Kyber-PFS-AKE THEVERESRTHE 73 E (%)
RACH VT ] 258464 158445 38.6
Wi J97 3 T B 1) 234297 162289 30.7

W13 1 FoR, 5 Kyber-AKE A EL, BT TH 78 Al 7 A 85 4 B3 T3 30% IR AR &, fm
A2 T I 18] 3 55— A T2 PR B2 Mt A% i, TOAE BRATHIMIEE AN Kyber-AKE A %40 ) £ K BEAH (R, 3 Rk A By
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4442 HAEFIR 2025 5% 36 A5 10 49

VAR ECE A% A et TR KSR (), 42 3 I 1 F) 22 57 3 Bk B eI AN R T Sk BE.

6 & 25

Kyber #& — N T-4% b R 3 1) B3 25 £H 3 55 WL (KEM), 7E 2023 4F 3% 25 E E 5 An v 5 5 oRBF 9T B (NIST) &
i NEE 1 DHEARELR KEM. Kyber-AKE #& Kyber 9113 3 F Kyber KEM #4138 1159 81T ] 22 2 A IE %4338
#: (AKE), @£/ 3 1~ IND-CCA % 4=[1) KEM 1EFife N i & 18 %4,

EARSCH, AN T Kyber-PFS-AKE, IX 2 —M#i ) AKE #Jit J77%. Kyber-PFS-AKE R ffi i T IND-CPA
A H AN (PKE) 77 %, Witk T J5 87 Kyber-AKE HJ3 . FATHAEH 72T IND-CCA KEM K Kyber-
AKE Pl PR s 4R R TUR . RBRIXETIAR 5, TS A5 58 0 i b Rl v k. 3@ AU M B AT 4 3 % 4 1 ¥ PKEE,
FEiEIT FO A8 # o 2B AR A B4 Bl %2 4 1Y) PKE FRIAR %5 485 1% . FATTTE eCK-PFS-PSK 5% THEM T Kyber-PFS-
AKE [ TR B ST IX oM, DL 5638 B A1 1) 22 A PR S5 2 A 1 7. A% eCK-PFS-PSK HEAY [y 5 X, BA S v 18
PR, BRI T Kyber-PFS-AKE Y3 58 32 BT [ 22 42 7. 38 i 9 A\ IND-CPA %2 4 ) AKE F4J38 HE 42 2 To i 5
SESE TR ) 22 AT 0. BAVE B F 248 165 LA Kyber-768. PKE SZHL T Kyber-PFS-AKE. FATHISL 6 45
#H, 5 Kyber-PFS-AKE # Lt, TATHFIE AT SO A 00 TF B ] L PEAR T 38%, 72 M B T B AT i) b A
7 30%.
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